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# Introduction

# Vulnérabilités communes

## Injection

**Description**

Les attaques par injections peuvent se produire sur toute source de donnée. Une attaque réussi serait lorsque l’utilisateur réussi a envoyé des données non-autorisées à un interpréteur. L’attaque la plus commune serait par exemple l’injection SQL pour laquelle nous pourrions supprimer des données dans la base de données ou bien obtenir plus d’information que ce qui était prévu.
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