|  |  |
| --- | --- |
| **Vautier Godoy** | 1111 Brickell Bay Drive - Apt 2709 - Miami, FL 33131  Mobile: +1 (786) 604-7507  E-mail: [vgodoy@gmail.com](mailto:vgodoy@gmail.com) |
| **Profile:** *Seventeen years of experience in information security managing teams, processes, and projects in large and complex environments within banking and telecommunications industries. Proven ability to analyze, design and implement information security strategies aligned with the business requirements and all applicable regulations.* | |

**QUALIFICATIONS SUMMARY**

* Information security management; Project management; Design, implementation and enforcement of information security strategy; Compliance and internal controls; experienced in critical environments; team management;

**Professional Experience**

**Nov. 2015 - present – Santander Private Banking International *- Miami, FL -*** *(approx. 500 associates)*

**Industry:** Banking

**Role:** Risk and Vulnerability – Information Security

**Responsibilities:** Technical team leader / Project manager

|  |
| --- |
| **Job description:** *Coordinate the information security projects and operations to ensure regulatory compliance and develop a more robust / secure environment* |
| * Assisted the CISO in the IT security strategy * Project manager and technical team leader of the projects / initiatives such as: SIEM, End Point Protection, Privileged access management, vulnerability management program (patch management, vulnerability management, hardening, ethical hacking), security monitoring, Identity as a service, Identity Management * Responsible for the attestation and user reviews certification on applications and servers, including NPPI (Non-public private information) assessments * Design and implementation for new identity access management strategy for the core banking system with role based access control * Responsible to implement and manage the SOC (security operation center) * GLBA assessment * Third party risk management |
|  |

**Sept. 2013 until Mar. 2015 – Hand Tecnologia *- Sao Paulo, Brazil -*** *(approx. 1,000 associates)*

**Industry:** IT / software house

**Role:** Information Security Manager

**Responsibilities:** Responsible for corporate security

Setting up the information security department, coordinating the activities listed below:

|  |
| --- |
| * Discovery and analysis of information security gaps and weaknesses * Campaigns to revalidate user’s access from their immediate managers * Development of security policies for mobile devices (tablets) * Executed strategic planning pertaining to the migration of a local data center to AWS * Revision and rollout of corrections and improvements regarding the results of ethical hacking projects * Rollout of a new access management model based on roles |

**Aug. 2012 until Sept. 2013 – Votorantim’s BANK *- Sao Paulo, Brazil -*** *(approx. 11,000 associates)*

**Industry**: Banking

**Role:** IDM Program Manager

**Responsibilities:**

|  |
| --- |
| * Responsible for entire life cycle of corporate identity and access management platform * Project manager and team leader to rollout access governance integrated with IDM. |

**June. 2012 until Aug. 2012 – GlobalWeb Outsourcing  *- Sao Paulo, Brazil***

**Industry**: IT and security consultant services

**Role:** Senior Consultant – Information Security

**Responsibilities:**

* Understand and gather business requirements and expectations from clients, specifically their prospects for corporate identity access and framework, discussing alternatives and giving advice to define and coordinate with developers on action items for project deliveries. (Project in a bank – approx. 800,000 users)

**May 2011 until Nov. 2011 – Order Soluções em TI *- Sao Paulo, Brazil***

**Industry**: IT and security consultant services

**Role:** Senior Consultant – Information Security

**Responsibilities:** Team leader and project manager of access management team

* Perform analysis to create profiles and job positions. *(Project in financial company – approx. 15,000 users)*

**Feb. 2006 until Nov. 2010– Claro Telecomunicações – (America’s Movil Group) - *Sao Paulo, Brazil -*** *(approx. 30,000 associates)*

**Industry**: Telecom

*The second biggest telecom in Brazil, and fifth biggest telecom group in the world*

**Role**: Information Security Analyst

**Responsibilities:**

|  |
| --- |
| * Responsible for managed security services (SOC) * Focal point on information security team for compliance / regulatory assessments (PCI, SOX) * Security information technical team leader working on security projects * Security architecture and design experience * Integrate web applications with security * Intrusion Prevention System (IPS), identity management (IDM) * Security consultant for IT projects * Guideline definitions for security standards and patch management for workstations * Log monitoring and analysis to track users / activities |

**Major Projects:**

|  |  |
| --- | --- |
| * Multifactor authentication project * MSS-SOC Project * Web Content Filter control * Identity Management | * Strong Web Authentication * Antivirus * Establish Baseline and patch management |

**Dec. 2003 until Dec. 2005 – Novell Inc. *- Sao Paulo, Brazil***

**Industry**: IT Software

**Role:** Identity Management Consultant

**Responsibilities**:

|  |
| --- |
| * Deploying security solutions for customers * Technical support for customers and business partners * Identity management instructor for technical support engineering department of Novell * CSR “Mentor” of Novell Technical Services Latin America (leader of frontline support engineer) * Establish and improve the job descriptions of all customer service~~s~~ representative (CSR) and document all related processes     **EDUCATION**   * **MBA – Information Security Management - FIAP - Sao Paulo, Brazil - (2009 – 2010)** * **Bachelor of Information systems** - FAAP - Sao Paulo, Brazil - (2002 - 2006) |

**LANGUAGES**

|  |  |  |
| --- | --- | --- |
| * **English** | * **Portuguese** | * **Spanish:** Intermediate |

**SKILLS / PROJECTS**

|  |  |
| --- | --- |
| * PCI * SOX * Project Management * Information Security Management * Access Governance * IAM - Identity & Access Management * Privileged Access Management (PAM) * SIEM - Security and Information Event Management * HIPS - Host Intrusion Prevention System * NIPS - Network Intrusion Prevention System * DLP - Data Loss Prevention * SSO - Single Sign On * Endpoint Protection (Antivirus / HIPS / Firewall / Encryption) * Ethical Hacking * Managed Security Services * Security Operation Center Manager (SOC) | * Proxy & Reverse Proxy * Multifactor Authentication * Disaster recovery * Cloud * People and team management * Web Content Filter * Vulnerability Management * Patch Management * Firewalls * Password vault * MDM – Mobile device management * Baseline * Compliance * Web Applications * GLBA * Application portfolio management * GRC * Amazon Web Services (AWS) |