|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **ZAKARYA EL QUAROUI** | | | | |
| A-801 Desa Putra Condo, Kuala Lumpur, Malaysia  (60) 12564-7717  elquaraoui@gmail.com | | | | |
|  | | | | |
| Highly motivated and detail-oriented individual with a strong passion for cybersecurity and a particular interest in penetration testing. Seeking an entry-level position in the field of pentesting to apply theoretical knowledge, technical skills, and a strong desire to learn and grow. Committed to contributing to the security landscape by identifying vulnerabilities and helping organizations enhance their defences against cyber threats. | | | | |
|  | | | | |
| **CYBERSECURITY PROJECTS & LABS** | | | | |
|  | | | | |
| **Cybersecurity Pentesting Lab**   * Created a hacking lab using hypervisor-V and Kali Linux OS as my main pentesting machine. |  | | | |
| **Active Directory Lab**   * Misconfigured it to practice different exploits and gain a comprehensive under of AD configurations.   **Rooted nearly 70 CTFs on HackTheBox and TryHackMe**   * Current Ranking on HackTheBox is #651 and my username is beardnetworks. * Current Ranking on TryHackMe is #34 (MY) and top 1% and my username is networkelq.   **Home Lab using Docker**   * Created my own home lab using Proxmox and Portainer to manage my Docker instances.   **Experienced Web Developer**   * JavaScript, Node.js, Express.js, SQL, Mongodb   **My GitHub URL**   * https://github.com/beardcodes | | | | |
|  | | | | |
| **PROGRAMMING LANGUAGES** | |  | | |
| * Python * Bash * JavaScript * MERN stack | |  | | |
| **SKILLS** | | | | |
| * **Languages:** Arabic, French, English, Spanish * **OS:** Windows, Linux, Mac OS * **Tools:** Kali Linux, Nmap, Metasploit, Blood Hound, Burp Suite, SQL | | | | |
|  | | | | |
|  | | | | |
| **EDUCATION** | | | | |
|  | | | | |
| **IBN TOFAIL UNIVERSITY**  Bachelor, English Literature | | | **Kenitra, MA**  *June 2006* | |
| **MATRIX INSTITUTE**  Diploma, Information Technology **Kenitra, MA**  *June 2010* | | | | |
| **ADDITIONAL SKILLS** | | | | |
|  | | | | |
| * Pivoting, API testing | | | | |
|  | | | |