**회 의 록**

1. **회의 개요**

|  |  |  |  |
| --- | --- | --- | --- |
| 프로젝트 명 | Best Shop | | |
| 회의 명 | 웹해킹 스터디 | | |
| 회의 일자 | 2019/01/16 | PM 확인 | 오윤정 |
| 참가 인 | 전원 참가 | 담당자 확인 |  |
| 기 타 |  | | |

**2. 회의 내용**

|  |  |
| --- | --- |
| **Title** | **Contents** |
| 회의내용  및  결과 | 안건 1. 보안 조치는 SSS에서 하자.  SSS (Server Side Script)   * 서버에서 동적인 페이지를 제공하는 스크립트 (ASP, PHP, JSP 등) * 클라이언트 단에서는 볼 수 없다.   CSS (Client Side Script)   * 클라이언트측의 웹브라우저에 의해 해석되고 적용되는 스크립트 * HTML, CSS, JavaScript   CSS 소스코드는 크롬 개발자도구 가면 얼마든지 고칠 수 있다.  --------------------------------------------------------  안건 2. 강사님이 말한 취약점 리스트 중 우선순위  [취약점이 가장 많이 나오는 것들] SQL 인젝션 XSS CSRF 파일 업로드 파일 다운로드 불충분한 인증, 인가 (프로세스 검증 누락) 관리자 페이지 노출 정보누출 평문전송  [취약점 분석 툴/사이트] appscan owaspzap 아큐네틱스 nikto web vulnerability scanner (웹 스캐너들도 존재)  ---------------------------------------------------------- 안건3. Database 당일까지 Database 연동 완료하기 |
| **기타사항** |  |