**회 의 록**

1. **회의 개요**

|  |  |  |  |
| --- | --- | --- | --- |
| 프로젝트 명 | Best Shop | | |
| 회의 명 | 취약점 진단 가이드 | | |
| 회의 일자 | 2019/01/29 | PM 확인 | 오윤정 |
| 참가 인 | 전원 참가 | 담당자 확인 |  |
| 기 타 |  | | |

**2. 회의 내용**

|  |  |
| --- | --- |
| **Title** | **Contents** |
| 회의내용  및  결과 | 안건1. 취약점 진단 가이드에 따라 현재 필요한 기능들과 페이지   |  |  | | --- | --- | | 취약점 | 필요한 것 | | CSRF(POST), 불충분한 인증 | 회원정보수정 기능/페이지 | | XSS, CSRF | 게시판 기능 (글 쓰기, 글 수정)/ 페이지 | | 쿠키변조, 세션예측, 불충분세션만료, 세션고정 | 로그인 세션 기능 | | 정보누출 | 에러페이지에 에러메시지가 그대로 나오게 | | 약한 문자열 강도 | 회원가입 시 password 제한 기능 | | 파일 업로드 | 상품 업로드 시 이미지 파일 업로드 기능/페이지 | | 관리자페이지 노출 | 관리자 페이지 | | 데이터 평문 전송 | (현재 평문 전송 중) 시큐어 코딩 필요 |   안건 2. 프로젝트 개발 방향 변경  현재까지 했던 것은 시큐어 코딩이 모두 적용된 방식이라 SQL인젝션조차 취약점분석이 되지 않는 상황이었다.  지금까지 했던 방식은 시큐어 코딩이 적용된 모드로 남겨두고,  XML을 적용한 옛날 방법을 통해 SQL 인젝션 등을 포함한 취약점들이 나오게끔 개발을 먼저 진행한다.  2월 2일까지 SQL인젝션에 대한 문서를 정리하고,  그 다음주부터는 일주일 단위로 다른 취약점이 나오게 한 후 문서화하는 과정을 거칠 예정이다. |
| **기타사항** |  |