# ADITYA KUMAR

**OBJECTIVES:**

* To implement my knowledge that can provide me umpteenth opportunities and continual upgradation of my aptitude and interpersonal skills, so that I can benefit the masses by contributing to the perpetual headway of the nation.

**KNOWLEDGE OF:**

* **Programming Language:** Familiar with Python,C
* **Database:** SQL
* **Web Technology:** HTML, CSS
* **Operating System:** Windows, Ubuntu
* **Hands-on with Tools:** Burpsuite, Nmap, Acunetix , Nessus, Nexpose,

**CERTIFICATIONS:**

* Pre Security Learning Path Try Hack Me.
* Certification of OWASP Top 10 by Security Innovation.
* Web Fundamentals Path Try Hack Me.
* Python PCEP: Certified Entry Level Python Programmer 2022.

**EXPERIENCE:**

**Virtually Testing Foundation April 2022-July 2022**

**Cyber Security Engineer**

* Knowledge of MITRE ATT&CK framework, Splunk, Red Team and Blue Team
* Conduct Active recon, passive recon, Nessus, Metasploit, Basic pentesting, OWASP top 10 rooms on tryhackme
* Perform OSINT from The Basel Institute Course
* Solved Vulnversity, phishing Emails 1 and 2 and Windows x64 Assembly rooms on tryhackme
* Learned about Android Security, and Cloud fundamentals from mygreatlearning
* Solved Android Hacking, Android Malware Analysis, Linux Backdoors and Nmap rooms on tryhackme
* Covered PFSense Firewall,learned a lot from a crash course on Udemy called “Manage Network Security with PFSense Firewall”
* Solved C4ptur3-th3-fl4g, Simple CTF rooms on tryhackme

**UPGRADEMORE**

**Cyber Security Virtual Experience Feb 2022 -March 2022**

* Linux Commands Labs, Solved 15 Tasks
* Structured Query Language Lab, Solved 14 Tasks
* Basic Web-Application Vulnerabilities Pentesting, Solved Labs on Cross Site Scripting, HTML Injection, Directory Traversal, Sql Injection

**Gurugram Police June 2021-July 2021**

**Cyber Security Intern**

* Learned about basic of website hacking, cloud security, network forensics, email crimes, financial frauds, mobile crimes, dark web, threat intelligence,cyber security compliance,

internet of thing, human trafficking,white side of dark web,cyber crime case studies

* Solved 6 labs on hackershala

**ACHIEVEMENTS:**

* Hands-on with Tryhackme CTF, Solved 55 Rooms
* Hands-on with Portswigger Lab, Solved 45 Labs
* Hands-on with Hackthebox

**EDUCATION:**

* Ambalika Institute of Management and Technology Lucknow **2019-Present** Bachelor of Technology in Computer Science (overall 7.12 sgpa till 3rd Year)
* New Public Inter College Lucknow **2017-2019** Intermediate (overall 71%)
* Imperial Public School Gopalganj **2015-2017**
* High School (overall 8.8 CGPA)

**PERSONAL DETAILS:**

* **Contact Number:** +91- 75718-45057
* **Email Id:** [adisharma3201@gmail.com](mailto:adisharma3201@gmail.com)
* **Linkedin:** [www.linkedin.com/in/adityakumar7985524993](https://www.linkedin.com/in/adityakumar7985524993/)
* **Tryhackme:**
* **Address:** Lucknow, U.P - India
* **Marital Status:** Single

**DECLARATION:**

I hereby declare that the mentioned details are true to the best of my knowledge.

Date: August 15, 2022 (**Aditya Kumar)**

Place:Lucknow