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# REQUISITOS

Se debe contar con el java instalado jdk 8

# GENERACION DE CLAVE

|  |  |
| --- | --- |
| 1. Configuración de base de datos | |
| 1.- Encriptar texto con la opción <Encriptar con usuario y clave> | Esta opción se utiliza para encriptar la clave que sera usada en la parte de seguridad del servicio.    Y pide los siguientes parametros de entrada   1. Usuario: Se ingresa el usuario que se registrara en la base de datos seguridad en relación con el cliente que consumira el servicio. Ejm. USR\_MIUSUARIO 2. Clave: Se ingresara la clave asignada para el usuario el cual se necesita encriptar antes de guardar en la base de datos de Seguridad. Ejm: 123456   Al dar clic en “Generar Token” se generara el siguiente parámetro de salida:   1. Resultado: La clave encriptada el cuas se ingresara en el script 05.REGISTRA\_CLIENTES\_USUARIOS para ser ejecutado en la base de datos Seguridad. |