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# 引言

## 编写目的

此文档是对ARGUS系统的功能、性能、用户界面以及运行环境，系统部署条件等信息做出详细说明。为系统设计阶段提供依据和指导。帮助开发人员、测试人员和相关人员了解系统实现的功能，并作为验证产品是否能满足用户需求的依据。

## 读者对象

此文档面向的读者人群为：参与此项目后端开发人员、测试人员、项目经理以及市场营销人员。

# 任务概述

## 目标

ARGUS系统是一款支持按不同字段（ip、country、city、protocol等）对工业联网设备进行搜索、漏洞收集和统计、安全态势感知、城市工控设备安全状况统计等功能的工业安全状况分析系统（系统定位）。

根据项目的计划，项目的目标主要是实现以下几个方面的功能：

1. 工业联网设备搜索；
2. 设备漏洞的收集和统计
3. 安全态势感知
4. 城市工控设备安全状况统计分析（国内？）

## 用户特点

主要用户是各个企业、工厂的安全管理人员、系统运维人员、政府工业安全部门的负责人、监管人员等。用户需要对系统运维、linux操作系统、windows操作系统、Internet协议、工业互联网、网络安全以及各种类型的工业设备有一定的了解。

## 假设和依赖

本项目能否成功实施取决于以下条件:

1. 研发团队掌握了先进的能适用于该项目的技术，这是系统的性能是否优化、项目能否完成的根本保证；
2. 团队成员的积极配合，为了项目的开发和实施，合理规划个人时间同时为团队做出合理牺牲，配合队友完成任务。

# 扫描IP范围设计

ARGUS系统的扫描引擎将覆盖全国的全部城市，我们将城市的IP段存入数据库表中，扫描引擎可以根据用户指定的城市，从表中取出IP范围进行扫描，数据库表的设计如下：

表名：city-iplist

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **字段名** | **类型** | **主外键** | **约束** | **说明** |
| city | varchar(30) | primary key | not null | 城市 |
| IPlist | varchar(30) |  | not null | IP范围 |