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# 引言

## 编写目的

此文档是对ARGUS系统功能、性能、用户界面以及运行环境，系统部署条件等信息做出详细说明。为系统设计阶段提供依据和指导。帮助开发人员、测试人员和相关人员了解系统实现的功能，并作为验证产品是否能满足用户需求的依据。

## 读者对象

此文档面向的读者人群为：参与此项目的前端开发人员、后端开发人员、测试人员、项目经理以及市场营销人员。

## 项目背景

随着信息化的快速发展和工业化水平的不断提升，互联网发展与新工业革命的历史性交汇催生了工业互联网，工业变革今后的发展趋势将是数字化、网络化、智能化。安全问题日益成为工业互联网发展过程中不容忽视的关键因素。

在中国提出《中国制造2025行动纲要》后，工业互联网已经是国家战略组成，工业互联网安全关系国家战略安全。工业互联网中工业网络与采用Internet 技术的商业网络的打通，标准Internet 的威胁也随之而来—— 病毒和黑客。原本认为不容易被攻击的工业网络，也因存在设备同时连接到企业网络，而使该设备成为攻击跳板，最后工业网络受到攻击。给企业造成。工业互联网主要受到来自六个层次的威胁：设备安全、网络安全、控制安全、数据安全、应用安全和参与全程的人员安全。

为了应对日益严峻安全的挑战，企业和组织采取了相应的应对措施：对自身的工业设备进行登记、采用蜜罐技术对入侵行为进行捕获分析、网络分区防护等等，一定程度上起到了维护自身工业设备安全作用。

态势感知是指综合分析工业互联网安全要素，结合企业、商业网络和工业网络状态，评估工业互联网的安全状况，预测其变化趋势，以可视化的方式展现给用户，并给出相应的应对措施和报表。在中国，将态势感知技术用于互联网、企业内网已经出现了解决方案，如360 公司的天眼下一代态势感知和未知威胁发现平台，但是将态势感知用于工业互联网在国内还是比较少的。然而，随着工业互联网建设的不断推进，政府和组织对于工业互联网设备的安全态势有更清晰了解的需求与日俱增。

## 参考文献

[1]刘多. 全面加强工业互联网安全能力建设. <https://wenku.baidu.com/view/29f5e0b9a48da0116c175f0e7cd184254a351b6c.html>

[2] 陶耀东，李强，李宁，工业互联网的安全挑战及应对策略 [J]. 中兴通讯技术,2016,22(5):36-46

# 任务概述

## 目标

ARGUS系统是一款支持按不同字段（ip、country、city、protocol等）对工业联网设备进行搜索、漏洞收集和统计、安全态势感知、城市工控设备安全状况统计等功能的工业安全状况分析系统（系统定位）。

根据项目的计划，项目的目标主要是实现以下几个方面的功能：

1. 工业联网设备搜索；
2. 设备漏洞的收集和统计
3. 安全态势感知
4. 城市工控设备安全状况统计分析（国内？）

## 用户特点

主要用户是各个企业、工厂的安全管理人员、系统运维人员、政府工业安全部门的负责人、监管人员等。用户需要对系统运维、linux操作系统、windows操作系统、Internet协议、工业互联网、网络安全以及各种类型的工业设备有一定的了解。

## 假设和依赖

本项目能否成功实施取决于以下条件:

1. 研发团队掌握了先进的能适用于该项目的技术，这是系统的性能是否优化、项目能否完成的根本保证；
2. 团队成员的积极配合，为了项目的开发和实施，合理规划个人时间同时为团队做出合理牺牲，配合队友完成任务。

# 具体需求

## 功能需求

### 系统首页

**图1首页原型图**

功能描述：

1. 工业联网设备搜索框，用户通过按输入规则输入相应字段可以得到查询结果，当光标位于输入框时提示用户检索的输入规则；
2. 系统支持的工业协议（和可以扫描到的端口？），用户可以点击相应的协议和端口快速查看搜索结果。
3. 页面右上方显示系统所有的展示页面按钮，用户点击相应的按钮进入相应的展示页面。

### 检索结果页面

**图2搜索结果页面原型图**

功能描述：

此页面主要用于展示用户搜索的结果。主要展示设备的基本信息：满足用户输入搜索条件的全部设备总数，所耗时间，设备IP，国家（以国旗方式显示），城市，设备收录时间，设备所在位置经纬度信息，端口号，设备使用协议，设备名称。对于能够收集到详细信息的设备要向用户展示详细的信息。

### 设备地图

**图3设备地图原型图**

功能描述：

此页面主要通过卫星地图展示系统所能探测到的工业设备，地图要能够放大和缩小，使用带有不同颜色的亮点标识各个设备，并随着地图的不断放大逐级展示所探测到的设备。点击设备亮点能够显示设备的基本信息（IP,端口,国家,城市,设备类型,探测到的时间），页面右侧可以通过筛选不同的设备协议来在地图上显示所探测到的设备。要能够把摄像头和其他工业设备区分开。

### 漏洞库

**图4漏洞搜索展示页面原型图**

功能描述：

用于为用户提供检索系统中所收录的漏洞，本系统主要收录CVE和CVND中的漏洞信息。进入漏洞搜索页面应能够要为用户提供漏洞搜索框，搜索结果要展示漏洞的名称，危害等级，发布时间等基本信息，点击相应的漏洞要能够展示漏洞的详细信息。此外要提供按年份和漏洞数量所绘制的曲线统计图和统计不同危害等级漏洞数量的饼状图。

### 态势感知

**图5态势感知页面原型图**

功能描述：

态势感知主要用于展示系统所能探测到的攻击行为并做一些简单的统计。此页面应能显示出系统所探测到的所有攻击的次数，列出前几个攻击源的位置和攻击次数，前几个攻击目标的位置和受攻击的次数，以及前几个攻击类型和攻击次数。以表格形式展示统计的结果。要能够动态实时的显示攻击行为。包括攻击的时间，攻击者，攻击IP，攻击位置，目标位置，攻击类型和端口。攻击端口要能够可选。用户可以选择不同的端口获取相应的攻击的信息。此外要能够通过攻击动画更形象的展示攻击过程。

### 城市工控设备状况

**图6城市工控设备状况原型图**

功能描述：

针对某一城市对城市的工控设备安全状况进行详细的分析，将统计分析结果展示给用户。具体包括：1.系统所能探测到的城市联网工控设备总量 2.设备协议占比饼状图 3.历史变化趋势图 4.城市地图，按 5.工控品牌分布图 6.最新扫描到的漏洞 7.各区的工控设备占比图。

## 外部接口需求

### 用户接口

用户界面的相关需求已在功能需求部分描述

### 硬件接口

无特殊需求

### 软件接口

无特殊需求

### 通信接口

无特殊需求

## 性能需求？

尚未形成完整文档