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| **Curriculum Vitae** |  |
| **Personal information** |  |
| **First name** | **Harish KR** |
| **Address** | **Soubhagya (h) pereyam Mulavana village**  **Kundara kollam pin((691503)** |
| **Telephone no.** | **9567323389** |
| **Email id.** | [**Harishkr409@gmail.com**](mailto:Harishkr409@gmail.com) |
| **Nationality** | **Indian** |
| **Date of birth** | **1 June 1989** |
| **Gender** | **Male** |
|  |  |
| **Types of job** | **Full-time/Part-time job/Project** |
| **Professional goals** | **Professional development,**  **Implementation of skills**  **Learning of new elements** |
| **Scope of activities** | **Security analyst, IT Network Engineer** |
| **Work experience** | **Technical security analyst**  **Prestine Technology- Jan 2019 - June 2019**  **Doing Vulnerability Assessment report. Conduct vulnerability assessments for networks, applications and operating systems. Conduct network security audits and scanning.**  **KEY RESPONSIBILITY**  **\*Conduct Vulnerability Assessments of Network and Security Devices using various open source and commercial tools.**  **\*Map out a network, discover ports and services running on the different exposed network and security devices.**  **\*Conduct penetration test and launch exploits using Nessus, Nexpose, Brup suite penetration testing distribution tools sets.**  **\*Analyze scan reports and suggest remediation / mitigation plan.**  **\*Keep track of new vulnerabilities on various network and security devices for different vendors.**  **\*Audit configuration of Network and Security devices.** |
|  | **Technical support engineer**  **(Eloka Enterprise)-August 2015 - September 2016**  **Troubleshooting wide area networks, servers and routers, local area networks, and switches. Additionally, these professionals may install or upgrade software and hardware.**  **KEY RESPONSIBILITY**  **\*Install Network Hardware and Software.**  **\*Troubleshoot and Repair Faulty Hardware and Software.**  **\*Maintain Network and System Security.**  **\*Monitor Network Performance and Suggest Improvements.** |
|  | **Security Analyst (ultra rays 3D)**  **July 2011- September 2013** |
|  |  |
| **Main activitices and Responsibilities** | **\* Internal and external assesement**  **\* penetration testing**  **\*VA/PT**  **\*Auditing**  **\*report making**  **\*DAST** |
| **Technical skills** | **Kali linux, Netsparker, Brup Suite , Nessus , Nmap , IBM Appscan,Nexpose, Basic Linux** |
| **Name and type of organization providing education and training** | **10 th G.V.M CBSE 2005**  **12th G.V.M. CBSE. 2007**  **Bca Mcrp.**  **Ccna trained by Soften Technology**  **Certification Ethical Hacking (CEH)**  **by Lucideus Delhi.**  **ITIL understanding.** |
| **Language skills and competences** | **English – Fluent**  **Hindi – Fluent**  **Malayalam – intermediate** |
| **Social skills and competences** | **Ability to work under pressure.**  **Adaptive and creative.**  **Well communication skill.** |