# Raport pentru lucrarea 7: Atacul Shellshock

Autor:

## Sarcina 1: Experimente cu funcțiile Bash

## Sarcina 2: Trimiterea de date spre Bash printr-o variabilă de mediu

### Sarcina 2.A. Folosirea browserului

### Sarcina 2.B. Utilizarea *curl*

## Sarcina 3: Lansarea atacului Shellshock

### Sarcina 3.A. Trimiterea fișierului /etc/passwd

### Sarcina 3.B. ID-ul de utilizator al procesului server

### Sarcina 3.C. Crearea unui fișier în /tmp

### Sarcina 3.D. Ștergerea fișierului din /tmp

## Sarcina 4: Obținerea unui shell conectat la atacator prin atacul Shellshock

## Sarcina 5: Utilizarea Bash corectat