数据管理的一个重要需求就是对数据进行共享利用。在信息时代，各机构拥有的数据量呈井喷式增长，数据共享的需求也越来越强烈，如何在数据共享过程中保持数据完整性、防止数据泄露成为研究热点问题。一些工作利用区块链的安全特性，建立了基于区块链的数据共享系统，实现了区块链上的数据安全查询、多方数据可信交换以及可靠数据传输。目前，区块链上的数据安全共享主要包含以下三个方面：

1. 单方数据可信查询

|  |  |  |  |
| --- | --- | --- | --- |
| 区块链 | 关系型语义 | 数据完整性保护 | 数据隐私保护 |
| ChainSQL | 强 | 弱 | 弱 |
| BigchainDB | 弱 | 弱 | 弱 |
| EtherQL | 弱 | 弱 | 弱 |
| SEBDB | 强 | 强 | 弱 |
| BlockchainDB | 弱 | 强 | 弱 |
| vChain | 弱 | 强 | 强 |
| Searchain | 弱 | 弱 | 强 |
| 文献[Cai2017] | 弱 | 弱 | 强 |
| 文献[ChenL2019] | 弱 | 强 | 强 |

在数据共享过程中，存在某一节点查询区块链上其他节点数据并进行分析使用的情况。一些工作[ChainSQL2017, McConaghy2016, LiY2017, ZhuYC2019, Cai2020, Jiao2019, EI-HindiM\_S2019, EI-HindiM\_V2019]研究将数据库技术与区块链相结合, 实现了区块链数据查询。ChainSQL[ChainSQL2017]将数据存储在底层的一个关系型数据库中, 并将数据库操作日志存储在区块链上, 可以根据日志记录来查询任意时刻数据库表记录的数据. BigchainDB[McConaghy2016]将区块链去中心化和防篡改等特性应用到分布式数据库上, 提出了一种基于管程的一致性策略来保证数据安全, 并提供NoSQL语句实现数据查询.EtherQL[LiY2017]可以实现范围查询和Top-k查询, 其方法是实时监听链上数据并同步到MongoDB中, 利用MongoDB进行查询操作.

当用户进行数据查询时，考虑到不能保证区块链上每个节点都是可信的，需要采取方法确保查询到的数据没有被篡改，并能验证用户获得的数据是否正确。文献[Jiao2019]提出一种可查询且不可篡改的区块链数据库, 设计了一种基于哈希指针的树型索引结构, 利用该索引可以快速查询区块内数据. SEBDB[ZhuYC2019]将关系数据语义添加到区块数据中, 设计了类似于SQL的查询语句, 将每种交易类型表示为一张关系表, 重新定义并实现了区块链上关系表的建立、选择、连接等操作, 以此来支持验证查询得到数据是否被篡改. 文献[Cai2020]在SEBDB基础上, 增加了在区块链上建立视图操作, 提高了查询效率. BlockchainDB[EI-HindiM\_S2019, EI-HindiM\_V2019]将区块链作为存储层, 在存储层之上构建数据库层, 利用分片等数据管理技术扩展区块链, 并提供数据查询接口, 可以保证数据查询的一致性和可信性. 该系统节点间存在多个分片, 每一分片维护一个区块链用来存储部分数据, 并在数据库层记录数据存储在哪些分片. 当用户进行数据查询时, 需提交数据所在分片的ID, 之后BlockchainDB会在对应分片检索数据.BlockchainDB提出Online和Offline两种验证数据正确性的方式，对于Online验证方法，用户将其查询得到的数据进行广播, 之后所有存储该数据的节点都会进行验证. 当大多数节点验证数据与本地存储的相符时, 则认为查询结果是可信的；否则, 则认为数据有被恶意篡改的可能.对于Offline验证方法，系统预先设定一个延迟验证参数, 当用户验证请求达到该参数时, 系统开始验证.

文献[XuC2019]提出了一个区块链框架vChain, 可以高效验证查询结果的正确性. vChain提出一个轻量级查询格式, q=<[ts, te],[a, b],y>.其中[ts, te]表示一个时间段. [a, b]表示数字类型属性v的范围. y表示一个布尔类型表达式. 保存在区块链中的数据对象表示形式为<ti, vi, wi>，v中存储的是多个数字类型的属性，w中存储的是多个非数字类型的属性。vChain在区块头中增加一个额外的AttDigest字段来实现属性查询. AttDigest记录区块上所有数据对象的属性通过多集合加密累加器作用生成的结果，该累加器可以判断两个集合交集是否为空[XuC2018].利用该性质, 若查询条件可以表示为集合的形式, 那么就可以通过比较返回结果记录的AttDigest与查询条件集合的AttDigest来验证查询结果是否符合查询条件.vChain还利用前缀树将该方法推广到范围查询。

文献[Ramachandran2017]利用智能合约实现对数据溯源查询. 当创建一个数据文件时, 创建者可在区块链中部署一个智能合约. 利用该合约可以更改数据拥有者, 添加可访问用户. 由于所有的修改均需调用部署的智能合约, 因此通过查询调用过的智能合约, 便可实现对数据的溯源查询. LineageChain[Ruan2019]研究在区块链环境下查询数据的起源和更新变化. 该系统中每个数据具有初始版本号, 数据发生变化时其版本号也进行更新, 数据版本号与区块同步递增. LineageChain将这种递增关系构建出Merkle DAG来代替Merkle Tree, 并利用Merkle DAG的拓扑序实现溯源查询. 同时, 该系统利用智能合约完整、安全的记录数据发生的变化, 并提供接口来查询这些数据变化.

部分工作注重区块链数据查询的隐私性。Searchain[Jiang2020]是一种基于区块链的关键字搜索系统, 实现了对授权关键字进行私密搜索. 该系统通过OKSA构建检索协议, 可以授权和验证关键字, 保证了数据检索的有序性、可扩展性和隐私安全.文献[Cai2017]提出了一种基于区块链的针对可信私有关键字进行搜索的隐私保护机制, 该机制采用一种可搜索的加密方案, 实现了高效且安全的对加密数据进行搜索. 文献[ChenL2019]提出一种基于区块链的电子病例搜索加密系统. 该系统利用复杂的逻辑表达式来构建电子病历的索引并存储在区块链中, 用户可以利用该表达式来搜索索引. 在该系统中, 用户有权决定谁可以访问他们的电子病历数据, 保证了电子病历指标的可信性和可追溯性.另有一些工作利用安全多方计算实现数据私密查询共享，将在下一小节详细介绍。

1. 多方数据安全共享

区块链上的数据共享中，数据通常由多方提供，需要额外注意多方数据的隐私保护问题。

文献[ZhengB2018]提出了一种基于区块链的可扩展且保护隐私的数据共享方案，将同态加密系统Paillier应用在区块链上，可以有效保护敏感信息。在该方案中，可以对共享数据进行交易，并利用(p,k)阈值Paillier加密机制保护交易信息，实现共享数据的保密性。为了解决大数据过度中心化存储带来的信任问题，文献[YueL2017]提出一种基于区块链的去中心化大数据流通安全系统，为数据提供者和数据查询方提供了数据安全共享平台。该平台实现了区块链上数据溯源查询，并通过智能合约的自动执行保证数据共享的安全，保证了信息采集过程的透明度，有效保护用户隐私和知情权。文献[ShenM2019]提出一种基于区块链的保护物联网数据隐私的支持向量机训练模型。该模型利用Paillier加密系统设计了一些安全的构建块，如安全多项式乘法和安全比较等，构造了一个安全的支持向量机训练算法，该算法不需要可信的第三方。该模型将物联网数据加密存储在区块链上，为多个数据提供者提供了安全可靠的数据共享平台。文献[ZhangA2018]提出一种基于区块链的个人医疗信息共享方案. 该方案构建了私有链和联盟链两种类型的区块链. 私有链存储医疗数据, 联盟链存储数据的安全索引，通过公钥可搜索加密实现了安全共享。

区块链数据共享过程中同样需要抵抗恶意攻击，保证数据不被篡改。文献[Zikratov2017]首次讨论了使用区块链存储、共享文件时防止数据被篡改的方法，提出了针对交易信息、区块信息的完整性保护方案。文献[LiuCH2018]以智能移动终端为基础，结合以太坊区块链和深度强化学习提出了一个高效数据收集和安全数据共享的框架。该框架利用深度强化学习可以大规模的收集数据，并利用区块链技术抵抗Dos攻击、DDos攻击等，实现安全可靠的数据共享。文献[LiangX2017]提出一个基于区块链的以用户为中心的个人健康数据共享方案，为了保持数据完整性，能够从云数据库检索每条记录完整性和验证的证明，并在区块链上存储证明的索引。该方案还采用Fabric支持的通道概念来实现特定场景的隔离通信。

区块链上的数据共享存在这样一种情况，提供数据的各方希望利用共享的数据完成一些计算、分析，但是不希望其他用户知道自己提供的数据。针对这种“数据孤岛”现象，安全多方计算提供了一种解决方案，可以实现数据的隐秘共享。文献[YueX2016]分析了在区块链上利用安全多方计算实现隐私数据共享的优势，但是没有提出具体的方案。文献[Raman\_arXiv]提出一个基于区块链的可信多方计算与验证平台。该平台公开透明的记录已验证的计算，可以检测计算发生错误的源头，能够跟踪计算的所有权，在不信任的节点之间实现高效安全的数据、模型、结果共享。

iCube是全球首个安全多方计算区块链金融项目，内置自主开发的安全多方计算算法沙盒。iCube在区块链底层添加了支持联合计算并保护参与者隐私的协议，从而实现了参与节点在信息隐私保护的前提下实现数据联合共享计算的功能。点融区块链云服务平台也推出了商业化的安全多方计算服务，该服务以SaaS服务的形式提供，在联盟链上采用秘密共享和同态加密算法等技术，实现各个节点在保障各自数据隐私安全的前提下，利用各方数据进行加密条件下的安全共享计算。为解决东南亚金融机构间数据安全共享问题，Defi提出基于区块链的安全多方计算系统，采用差分隐私与数据混淆技术，支持数据不用不可见，保护用户隐私安全。

1. 数据隐蔽传输

区块链上各节点共享的数据在传输过程中要做到隐蔽传输，即将待共享数据隐藏在实际通信数据中[Cachin2004]。由于采用P2P网络结构，基于区块链的隐蔽通道有一个缺点：接收方通过固定标签识别包含隐蔽消息的事务，会降低系统的可用性和隐私性。文献[TianJ2019]提出一种区块链隐蔽通道构建方案DLchain。该方案用动态标签替代固定标签，设计了一种基于真实交易数据统计分布的动态标签生成算法，具有隐蔽性、抗追溯性和强鲁棒性等特点。

文献[SiCX2020]同样采用动态标签，提出一种区块链数据隐蔽传输机制。该机制利用哈希函数生成含有标签信息的动态标签地址，发送方分享带有隐私信息的特殊交易，接收方筛选出区块链上的特殊交易并提取出隐蔽信息。

文献[GaoF2020]提出了一种秘密数据传输机制，可以在开放式区块链网络中建立秘密通道。通过使用kleptography算法修改区块链中的签名算法和交易过滤机制，可以在签名数据中嵌入特殊信息，以便接收者可以通过检测签名数据来过滤特殊交易。这种机制可以有效地解决恶意用户，恶意接收者和网络窃听者的威胁，并可以有效地提高隐蔽性。

文献[Partala2018]提出了一个简化的理想区块链模型，并设计了一种协议使双方能按照该模型通过区块链进行隐蔽通信。该模型提出一种将私密消息安全的嵌入到区块链中的方法，该方法满足基础加密哈希函数的随机oracle模型。该模型还根据计算不可分性为此类协议的安全性和隐蔽性制定了严格的定义。

文献[Basuki2019]设计一种基于区块链的事务隐写和图像隐写的联合隐写技术，提出一种新的具有高信息容量和安全、保密介质的隐蔽通信方案。事务隐写提供安全、保密的介质，用于存储隐写图像的索引。图像隐写提供大容量的存储，并通过多播传输进行分区，以提高效率。该方案还保留了自然事物模式，从而不会产生异常交易，保证了系统安全。
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