The Research on Lurks Attack Behavior of Trust Model in Peer-to-Peer Networks

1 Introduction

Peer-to-peer (P2P) networks are networks in which all peers cooperate with each other to perform a critical function in a decentralized manner [5]. -P2P network technology has become one of the hottest topics in the Internet and computer field and has made a preliminary attempt in various fields. P2P network technology is widely used in file sharing, collaborative computing, instant messaging, streaming media and other fields. In the application process of P2P network technology, there are some security problems caused by its own characteristics, such as tapping, forgery, tampering and so on. Therefore, the introduction of effective trust model is a common method to solve security problems in P2P networks.

The existing trust model is divided into two categories, one is the global trust model and the other is the local trust model. The classical representatives of these two types of trust models are the EigenTrust trust model and the PeerTtust trust model. Most of the current trust model is based on the original classic model. These models introduce additional factors as weights to adjust the accuracy of the trust value. In terms of trust value acquisition, they are also based on direct and indirect two parts. But in the resistance to attack a lot of models are flawed. The existing trust model focuses only on the node's one-time attack. These trust models can only deal with some obvious malicious defamation and conspiracy attacks of the special circumstances. They ignored a number of intermittent attacks. This means of attack is the potential attack.

For some obscure latent attacks, many models can not handle well. This paper mainly analyzes the potential attack and finds its characteristics. Then based on these characteristics, this paper designs an improved trust model. This paper introduces the concept of historical volatility to locate latent attack nodes. Historical volatility refers to the degree of fluctuation of a node's time and the corresponding trust value. This paper defines the value of historical volatility and the map of historical volatility to embody the concept of historical volatility. The trust model proposed in this paper can effectively locate the nodes in the network that may have latent attacks, and then punish the nodes. The model is extensible and can be introduced into other models to make the network more secure.

The paper is organized as follows. Section 2 discusses the related research. Section 3 introduces the proposed trust model. Section 4 presents the simulation environment and gives the experimental results. Section 5 summarizes the conclusion.

2. Related work

3. Trust Model Against Potential Attack

3.1 Analysis of Latent Attack

Latent attack is an attacking behavior in P2P networks. The malicious node first goes to the normal transaction after entering the network, providing good service and resources. Malicious nodes publish malicious resources or provide malicious comments after accumulating high trust values. So that the trust value of malicious nodes will be reduced. But after falling to close the malicious value, they began to provide good services and resources. Malicious nodes re-accumulate evaluation values, so repeated.

Such malicious nodes have a certain latency during the attack, intermittently provide malicious resources and services. This attack is more subtle than the simple attack. This kind of aggressive behavior may obscure the fraudulent behavior of the malicious node by the positive feedback obtained from the normal service, thus maintaining a high degree of trust.

Latent attack has the following characteristics:

1. Intermittent

Intermittently including behavioral intermittent and time intermittent. Behavioral intermittent is reflected in the alternating process of receiving the positive feedback and negative feedback. In order to prevent the trust value is quickly reduced, malicious node will silence for some time and then attack. This is time intermittent. This intermittent attack may be considered to be wrongly handled, so it is difficult to be concerned.

1. Hidden

Behavioral intermittent reflect the hidden of latent attacks. Lurking attacks can make the network inadvertently appear malicious resources and malicious evaluation. It is difficult for a network to target publishers of malicious behavior. The network can not quickly locate the publisher of malicious behavior and immediately reduce the trust value of malicious nodes ,will bring a lot of security threats.

3.2Program Imagine

In view of the characteristics of the latent attack described above, the following points are put forward：

1. The purpose of this program is to reduce the impact of latent attacks on the network.
2. We are only positioning nodes that may have malicious attacks based on some specific characteristics, and we can not be sure that the node is a malicious node. So we do not use extreme means to remove the node.
3. It is possible that only nodes with latent attacks have high quality resources. This attack behavior compared to other attacks is only relatively large hidden, as the means of attack are the same. Therefore, after finding the attack node, the network needs to use the incentive mechanism to make it become a good node.

The specific idea of the program

Some of the undefined concepts mentioned in the scenario will be specified in the next section.

First, the network needs to collect all the information that each node interacts with other nodes, and record the trust values that have been obtained. The network then observes the volatility of historical evaluation values based on time and trust values. The network locates nodes that may have latent attacks based on the degree of volatility and penalizes the node nodes appropriately. If the appropriate punishment can not make the node tend to normal, but the attack more frequently, the network will quickly reduce the node's trust value and remove. As the network needs to collect historical information, the model can not be introduced immediately, need to run for some time. Lurking attacks also take some time to hide, so this does not conflict with the introduction time of the model. The way to deal with latent attacks is relatively independent. The network needs to find the trust value of the node first and then feedback. So the model has a very good portability. It can be applied to other existing models, inherit the advantages of existing models to extend the lack of the model.

3.3 Definition of related concepts in the model

3.3.1 Resource importance

Each node in a P2P network has a lot of resources, and the importance of each resource is different. A malicious node may provide ordinary resources multiple times to defraud a high degree of trust and then provide false information on important resources. In order to minimize this behavior, the concept of resource importance is introduced in the model. Each node divides their resource according to the importance. Some resources are important, so the proportion is large, that is the evaluation value of the resources affect the node's trust value accounted for a large proportion. This will reduce the power of latent attacks.

The resource importance in the model is represented by IQ. IQ (i) represents the importance of resource i in the node. The larger the value is, the importance of the resource is greater. The smaller the value is, the importance of the resource is smaller. ![](data:image/x-wmf;base64,183GmgAAAAAAAIsINALECQAAAABqVAEACQAAA6oBAAACAJcAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAAsAHCwAAACYGDwAMAE1hdGhUeXBlAABQABIAAAAmBg8AGgD/////AAAQAAAAwP///8b///+ABwAAxgEAAAUAAAAJAgAAAAIFAAAAFAJgAeQBHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuAATpGACPkzZ2gAE6dloeZjsEAAAALQEAABIAAAAyCgAAAAAHAAAAKCkoMCwxXf/2AOwBhAC6AGYAogAAAwUAAAAUAmABRgAcAAAA+wKA/gAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4ABOkYAI+TNnaAATp2Wh5mOwQAAAAtAQEABAAAAPABAAAMAAAAMgoAAAAAAwAAAElRaYV+AJ4BAAMFAAAAFAJgAYgDHAAAAPsCgP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAHYJKwqGyMFzAATpGACPkzZ2gAE6dloeZjsEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAADOeQADlwAAACYGDwAjAUFwcHNNRkNDAQD8AAAA/AAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYJRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDSQACAINRAAIAgigAAgCDaQACAIIpAAIEhggizgIAgigAAgCIMAACAIIsAAIAiDEAAgCCXQAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhAABwAAAAAAvAIAAACGAQICIlN5c3RlbQA7Wh5mOwAACgA4AIoBAAAAAAEAAAA48xgABAAAAC0BAQAEAAAA8AEAAAMAAAAAAA==)，the size of the value is determined by the node itself.

3.3.2 historical volatility

Historical volatility refers to the degree of fluctuation of a node's time and the corresponding trust value. For example, A is the requesting node and B is the node that provides the resource. Now A wants to know the historical volatility of B, first A need to query B's trust value information at local, and then send a broadcast request to query B's historical information from the recommended node, and in accordance with the time and the corresponding trust value to sort. Historical volatility is reflected by two parts: the fluctuation frequency and fluctuation strength. The model needs to calculate the basic fluctuant value of the global trust value that has been ordered, and then calculate the fluctuation frequency and t fluctuation strength. In order to describe the concept of historical volatility more clearly, we can draw the global trust value and time constitute the image. The historical volatility chart introduced in the model actually reflects the concept of historical volatility.

3.3.3 Basic values of fluctuation

In order to reflect the historical volatility better, the model defines a basic value for the historical fluctuation image, called the basic value of the fluctuation, and uses ![](data:image/x-wmf;base64,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)to describe the basic fluctuation value of the j-node.

The calculation formula of the basic fluctuation value:
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The base value is the average value of all trust values. As the time and number of transactions increase, the model needs to update the base value at any time. So the basic value of the fluctuation is dynamically changing.

The base value is used as a reference for the trust value, the fluctuation period and the fluctuation strength are based on the fluctuation base value.

3.3.4 fluctuation frequency

The model defines the number of cycles that fluctuate per unit time as the fluctuation frequency.

The calculation formula of fluctuation frequency:
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The fluctuation frequency is used to calculate the trust value of the node as the weight. Since the range of the trust value is between 0 and 1, and the value of the fluctuation frequency obtained by the above formula is not in the range of 0 and 1.In order to introduce the formula into the model, the formula is normalized to obtain the following formula:
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3.3.5 fluctuation strength

The degree of trust value for the node deviates from the basic value is called the fluctuation intensity. The model can identify nodes that may have latent attacks by fluctuation strength.

The model uses the method of calculating the standard deviation to find the fluctuation strength, the formula is as follows:
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