# Propósito

Este documento, identificado pela nomenclatura **POL-SGSI-003** Escopo de SI e seu Contexto, tem como principal objetivo estabelecer o **Sistema de Gestão de Segurança da Informação** (**SGSI**) da **Demarco** e a sua aplicabilidade a um ou mais serviços, soluções, produtos, áreas de negócio ou departamentos.

# A quem se destina

Esta política é destinada a presidência e ao Comitê de Segurança da Informação e Privacidade da Demarco.

# Escopo do Sistema de Gestão de Segurança da Informação

Com o objetivo de assegurar a confidencialidade, integridade e disponibilidade de dados, informações, sistemas e processos da **Demarco**, estabelecemos formalmente o **Sistema de Gestão de Segurança da Informação**, aplicável a todas as áreas e atividades das diretorias.

Para facilitar a compreensão da aplicação dos requisitos de Segurança da Informação, segue a tabela:

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **CATEGORIAS DE**  **REQUISITOS APLICÁVEIS** | **COMPLIANCE** | **DIGITAL LABS** | **ESTRATÉGIA** | **G&S** | **G&F** | **JURÍDICO** | **TECNOLOGIA** |
| Trabalho remoto | O | O | O | O | O | OA | OA |
| Classificação e Rotulagem da informação | OA | OA | OA | OA | OA | OA | OA |
| Uso aceitável dos ativos | OA | OA | OA | OA | OA | OA | OA |
| Gestão de acessos | OA | OA | OA | OA | OA | OA | OA |
| Criptografia | N/A | OA | O | N/A | N/A | N/A | OA |
| Backup | O | O | O | O | O | O | OA |
| Desenvolvimento seguro | N/A | OA | N/A | N/A | N/A | N/A | OA |
| Gestão de logs | N/A | OA | N/A | N/A | N/A | N/A | OA |
| Gestão de configurações seguras | N/A | N/A | N/A | N/A | N/A | N/A | OA |
| Gestão de segurança da informação no relacionamento com fornecedores | O | O | O | O | O | OA | OA |
| Gestão de Incidentes | O | O | O | O | O | OA | OA |
| Auditoria interna | O | O | O | O | O | OA | O |

O – Observar A- Aplicar N/A- Não Aplicável

# Recursos de TI e Infraestrutura

Para atender as finalidades de recursos de TI e Infraestrutura do **SGSI** são utilizados recursos como Microsoft 365, serviços em nuvem da Azure, firewall Fortigate, recurso de backup da Azure e Mongo, Pipefy e scanner de vulnerabilidades externas da Site Blindado.

# Contexto da Organização

O contexto da organização é uma atividade de reflexão do cenário atual da Demarco em relação ao contexto interno e externo em Segurança da Informação, sejam elas positivas ou negativas:

Pontos Positivos:

* Temos área interna e ferramenta para a realização de treinamento e conscientização;
* Recursos de infraestrutura alocados em nuvem;
* Equipe capacitada em Tecnologia da Informação;
* Liderança demonstra grande preocupação com a segurança da informação e conformidade legal do negócio;

#### Pontos Negativos:

* Não há pessoa interna capacitada em Segurança da Informação;
* Resistência a mudanças;
* Aumento global de ataques cibernéticos;
* Alta demanda de clientes sobre requisitos de Segurança da Informação e Privacidade;
* Baixa adequação a requisitos de segurança da informação;

# Lista de Partes Interessadas

As partes interessadas na Segurança da Informação da **Demarco** devem ser identificadas, bem como suas expectativas para a Segurança da Informação ao escopo definido.

|  |  |
| --- | --- |
| **PARTE INTERESSADA** | **DESCRIÇÃO** |
| Clientes | * Implementar e manter controles de segurança da informação para assegurar a confidencialidade, integridade e disponibilidade da solução contratada e das informações. * Atendimento a Lei Geral de Proteção de Dados (Lei 13.709/2018). |
| Colaboradores | * Que a companhia utilize as melhores práticas de segurança da informação, conforme necessário, para proteger os dados e informações. * Que a companhia disponibilize os recursos necessários para manutenção da Segurança da informação. |
| Presidência | * Que seja estabelecida capacidade de reação a ameaças cibernéticas e que esteja de acordo com os requisitos de segurança e eficiência demandados pelos clientes, de forma a fomentar o crescimento da empresa e sua capacidade financeira. |
| Parceiros e Fornecedores | * Relação benéfica entre as organizações. |
| Órgãos Reguladores | * Que seja mantida a adequação da empresa aos requisitos da Lei Geral de Proteção de Dados e demais leis e normas aplicáveis. |

# Requisitos Legais, Regulamentares e contratuais

|  |  |
| --- | --- |
| **LEGISLAÇÃO** | **DESCRIÇÃO** |
| Constituição Federal | Constituição da República Federativa do Brasil de 1988. |
| Lei nº 10.406 | Código Civil, de 10 de janeiro de 2002. |
| Lei nº 9.609 | Dispõe sobre a proteção da propriedade intelectual de programa de computador, sua comercialização no país, e dá outras providências. |
| Lei nº 9.610 | Altera, atualiza e consolida a legislação sobre direitos autorais e dá outras providências, de 19/02/1998. |
| Lei nº 9.983 | Altera o Decreto-Lei no 2.848, de 7 de dezembro de 1940 – Código Penal e dá outras providências, de 14/07/2000. |
| Lei nº 12.737 | Dispõe sobre a tipificação criminal de delitos e informáticos altera o Decreto-Lei no 2.848, de 7 de dezembro de 1940 - Código Penal; e dá outras providências, de 30/11/2012. |
| Lei nº 12.965 | Marco Civil da Internet, que estabelece princípios, garantias, direitos e deveres para o uso da internet no Brasil, de 23/04/2014. |
|  |  |
| Lei nº 13.709 - LGPD | Dispõe sobre o tratamento de dados pessoais, inclusive nos meios digitais, por pessoa natural ou por pessoa jurídica de direito público ou privado, com o objetivo de proteger os direitos fundamentais de liberdade e de privacidade e o livre desenvolvimento da personalidade da pessoa natural, de 14/08/2018. |
| Decreto Lei n° 5.452 - CLT | Consolidação estatui as normas que regulam as relações individuais e coletivas de trabalho nela previstas, de 01/05/1943. |

# Gestão de versões

A revisão, aprovação e alteração deste documento segue os requisitos estabelecidos na Política de Segurança da Informação.

|  |  |  |  |
| --- | --- | --- | --- |
| **Versão** | **Data:** | **Responsável**  **Alteração:** | **Tipo de modificação:** |
| 0.1 | 13/05/2023 | CSIP | Criação do documento |
| 0.2 | 10/07/2024 | CSIP | Revisão anual |
|  |  |  |  |