|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Questionnaire Sureté Sécurité Traité Pratique de SURETE MALVEILLANCE 5eme Edition | | | | **Cabinet First Consulting** |
| Questionnaire | Acquis | En cours d’Acquisition | Non Acquis | Observations/Remarques |
| **L’organisation de la sécurité/ La gestion des risques de l’entreprise** |  |  |  |  |
| Existe-t-il des autorisations d’accès ? |  |  |  |  |
| Existe-t-il des consignes et procédures ? |  |  |  |  |
| Comment le personnel est-il formé en matière de sécurité et de sûreté ? |  |  |  |  |
| Quels sont les acteurs impliqués dans la prévention de la malveillance ? |  |  |  |  |
| Existe-t-il un registre de sécurité ? |  |  |  |  |
| Comment est tenu le registre de sécurité ? |  |  |  |  |
| Niveau de surveillance des risques NSR1-2-3-4 |  |  |  |  |
| Y a-t-il des scénarios de danger identifiés ? |  |  |  |  |
| Existe-t-il un plan de prévention et protocole de sécurité ? |  |  |  |  |
| Détermine-t-il les trois catégories de risque: non significatif / significatifs maîtrisés ou confirmés? |  |  |  |  |
| Le médecin de travail sensibilise-t-il les travailleurs sur les conditions de vie au travail, l'adaptation des rythmes de travail à la santé physique et mentale, la participation à l'hygiène et à l'éducation sanitaire, et les nouveaux aménagements? |  |  |  |  |
| Y a-t-il du personnel d'astreinte, sa composition, ses missions et ses moyens? |  |  |  |  |
| Existe-t-il des surveillances humaines (comportement)? |  |  |  |  |
| Organisent-ils des exercices et tests de regroupement? |  |  |  |  |
| Le site a-t-il une localisation géographique? |  |  |  |  |
| Ont-ils fait un bilan de la nature et de la valeur des biens existants? |  |  |  |  |
| Connaissent-ils les effectifs présents? |  |  |  |  |
| Y a-t-il une procédure d’accueil visiteurs stagiaires prestataires commerciaux…. ? |  |  |  |  |
| Font-ils des rondes sur le site ? |  |  |  |  |
| Y a-t-il une alarme/alerte ? |  |  |  |  |
| Y a-t-il de la télésurveillance/ détection physique ? |  |  |  |  |
| Y a-t-il des agents secouristes ? |  |  |  |  |
| Le personnel est-il formé à la sécurité incendie ? |  |  |  |  |
| Font-ils des préventions contre le sabotage ? |  |  |  |  |
| Le permis de feu pour les travaux à chaud |  |  |  |  |
| Présence d’un comité SST ? |  |  |  |  |
| Y a-t-il un dispositif d’accueil des secours ? |  |  |  |  |
| Les nouveaux projets doivent tenir compte de la sureté, le font-ils ? |  |  |  |  |
| Y a-t-il des pictogrammes de sécurités/ stockage/ danger/ panneaux de signalisation ? |  |  |  |  |
| Y a-t-il une maitrise des flux entrants et sortant ? |  |  |  |  |
| Le risque d’attentat est-t-il pris en compte ? |  |  |  |  |
| Mesures prises en cas de dégâts des eaux ? |  |  |  |  |
| Mesures prises en cas d’émeute ? |  |  |  |  |
| Font-ils la vérification du matériel d’intervention ? |  |  |  |  |
| Y a-t-il une organisation aux abords de l’entreprise ? |  |  |  |  |
| Le risque lié aux hommes et aux choses est-t-il pris en compte ? |  |  |  |  |
| **L’assurance** |  |  |  |  |
| comment les risques attentats sont-ils couverts par l’assurance ? |  |  |  |  |
| Comment les risques sont-ils analysés en vue de souscrire des assurances appropriées ? |  |  |  |  |
| Comment l’entreprise est-elle assurée en cas de perte d’exploitation liées à des évènements de sûreté malveillance ? |  |  |  |  |
| Quels types d’assurances sont souscrits pour couvrir les risques de vol, de cyberattaques et d’attentats ? |  |  |  |  |
| **La menace et le passage à l’acte** |  |  |  |  |
| Quelles sont les caractéristiques des risques de malveillance identifiés dans l’entreprises ? |  |  |  |  |
| Comment l’entreprise prend-elle en compte le contexte dans sa gestion des risques ? |  |  |  |  |
| Comment sont étudiés les flux au sein de l’entreprise pour prévenir les actes de malveillance ? |  |  |  |  |
| Comment l’entreprise tient-elle compte des motivations possibles derrière les actes de malveillance ? |  |  |  |  |
| Comment la prévention situationnelle est-elle mise en œuvre ? |  |  |  |  |
| **Typologie et modes opératoires des agresseurs** |  |  |  |  |
| Quelles sont les typologies d’agresseurs identifiées dans le domaine de la sûreté malveillance ? |  |  |  |  |
| Quels sont les modes opératoires couramment utilisés par les agresseurs ? |  |  |  |  |
| **L’incivilité et l’agression** |  |  |  |  |
| Comment l’entreprise gère-t-elle les situations d’incivilité ? |  |  |  |  |
| Comment est traitée l’agressivité au sein de l’entreprise ? |  |  |  |  |
| Quels sont les mécanismes de gestion des conflits et des crises ? |  |  |  |  |
| Comment le personnel est-il formé pour gérer les situations d’agressions ? |  |  |  |  |
| **La protection mécanique** |  |  |  |  |
| Quels sont les principes de mise en place de la protection mécanique dans l’entreprise ? |  |  |  |  |
| Comment les zones périphériques de l’entreprise sont-elles protégées ? |  |  |  |  |
| Quels sont les dispositifs de protection des parois, fenêtres, et portes ? |  |  |  |  |
| Comment le produits verriers sont-ils sécurisés ? |  |  |  |  |
| Comment les coffres-forts, portes, chambres et armoires fortes sont-ils utilisés pour la protection ? |  |  |  |  |
| **La détection électronique** |  |  |  |  |
| Quels sont les principes de mise en place de la détection électronique dans l’entreprise ? |  |  |  |  |
| Comment la détection est-elle réalisée en extérieur ou autour de l’entreprise ? |  |  |  |  |
| Quels types de détection volumétrique sont utilisés ? |  |  |  |  |
| Comment la détection est-elle effectuée à l’intérieur des locaux ? |  |  |  |  |
| Comment les moyens de communication filaires et radio sont-ils utilisés pour la détection électronique ? |  |  |  |  |
| Comment les dispositifs d’avertissement sont-ils intégrés au système de détection ? |  |  |  |  |
| Comment l’entreprise protège-t-elle contre la démarque inconnue ? |  |  |  |  |
| **Le contrôle d’accès à la biométrie** |  |  |  |  |
| Quels système de contrôle d’accès sont mis en place dans l’entreprise ? |  |  |  |  |
| Quels dispositifs physiques sont utilisés pour contrôler l’accès ? |  |  |  |  |
| Comment la biométrie est-elle intégrée au système de contrôle d’accès ? |  |  |  |  |
| Comment la vidéosurveillance est-elle utilisée comme outil de gestion des accès ? |  |  |  |  |
| **La vidéosurveillance/La télésurveillance** |  |  |  |  |
| Comment les caméras de vidéosurveillance sont-elles positionnées et configurées pour une prise de vue optimale ? |  |  |  |  |
| Comment les données de télé vidéosurveillance sont-elles transmises et stockées ? |  |  |  |  |
| Comment les images de vidéosurveillance sont-elles restituées pour une analyse efficace ? |  |  |  |  |
| Comment la vidéosurveillance intelligente est-elle mise en œuvre dans l’entreprise ? |  |  |  |  |
| Quels sont les principes et les architectures de la télésurveillance utilisés dans l’entreprise ? |  |  |  |  |
| **Les moyens de communication et de localisation et leurs applications de sûreté** |  |  |  |  |
| Quels sont les réseaux de transmission des données utilisés pour la sûreté malveillance ? |  |  |  |  |
| Comment les rayonnements électromagnétiques sont-ils exploités pour les applications de sûreté ? |  |  |  |  |
| **Notions de droit/Les réglementations** |  |  |  |  |
| Quelles sont les notions de droit relatives à la sûreté malveillance ? |  |  |  |  |
| Comment l’entreprise se conforme-t-elle aux lois et réglementations en vigueur ? |  |  |  |  |
| Comment l’entreprise prend-elle en compte les aspects du droit pénal liés à la sûreté malveillance ? |  |  |  |  |
| Comment sont gérées les procédures pénales en cas d’incident de sûreté ? |  |  |  |  |
| Comment la protection des données informatiques et des libertés individuelles est-elle assurée ? |  |  |  |  |
| Quel est le cadre juridique entourant les clôtures, dispositifs d’alarme, système de contrôle d’accès, issues de secours, vidéoprotection, télésurveillance et géolocalisation ? |  |  |  |  |
| Quelles sont les réglementations spécifiques aux activités de la sécurité privée ? |  |  |  |  |
| Quels sont les droits et obligations liés à la surveillance ? |  |  |  |  |
| Comment la sûreté est-elle assurée pour le transport de fonds, les dépôts d’explosifs, les études de sûreté et de sécurité publique, et la sécurité des activités d’importance vitale ? |  |  |  |  |