Overview

## [Penetration](https://en.wikipedia.org/wiki/Public_key_infrastructure) Testing

Penetration testing is an entire field of work on its own within the Information Security space. Penetration testing is a way for you to simulate the methods that an attacker might use to circumvent security controls and gain access to an organization’s systems. The Penetration Testing Execution Standard **(PTES)** defines the penetration testing process and has been adopted by leading members of the security community. Its charter is to define and raise awareness about what a penetration test means by establishing a baseline of fundamental principles required to conduct a penetration test.

PTES phases are designed to define a penetration test and assure the client organization that a standardized level of effort will be expended in a penetration test by anyone conducting this type of assessment. The standard is divided into *seven* categories with different levels of effort required for each, depending on the organization under attack.

The following are the seven categories defined by the standard as the basis for penetration testing execution:

* [Pre-engagement Interactions](http://www.pentest-standard.org/index.php/Pre-engagement" \o "Pre-engagement)
* [Intelligence Gathering](http://www.pentest-standard.org/index.php/Intelligence_Gathering)
* [Threat Modeling](http://www.pentest-standard.org/index.php/Threat_Modeling)
* [Vulnerability Analysis](http://www.pentest-standard.org/index.php/Vulnerability_Analysis)
* [Exploitation](http://www.pentest-standard.org/index.php/Exploitation)
* [Post Exploitation](http://www.pentest-standard.org/index.php/Post_Exploitation" \o "Post Exploitation)
* [Reporting](http://www.pentest-standard.org/index.php/Reporting)
* Note: If interested, you can examine each of these sections by selecting the hyperlinks above. PTES also provides [technical guidelines](http://www.pentest-standard.org/index.php/PTES_Technical_Guidelines) for each of these categories that helps define procedures to follow during a test.

[**Metasploit**](https://en.wikipedia.org/wiki/Public_key_infrastructure)

In this lab you will learn and use the Metasploit Framework. Metasploit is backed by a community of well over 200,000 users and contributors. It is the most impactful penetration testing solution on the planet. With Metasploit you can uncover weaknesses in your defenses, focus on the highest risks, and improve your security outcomes.

When you encounter the Metasploit Framework **(MSF)** for the first time, you might be overwhelmed by its many interfaces, options, utilities, variables, and modules. In this lab, we will focus on the basics that will help you make sense of the big picture. To begin, we will learn some basic penetration testing terminology and then briefly cover the various user interfaces that Metasploit has to offer. We will then download one of the commercial Metasploit offerings from Rapid7 called Metasploit Pro and install a 14-day trial version on our Windows 10 virtual machine to see what that product has to offer in comparison to the Metasploit console found in the Kali Linux distribution. We will then build a new virtual machine called Metasploitable2, which is an intentionally vulnerable Ubuntu Linux virtual machine that is designed for testing common vulnerabilities using Metasploit and is used as a valuable teaching tool. The Metasploitable2 virtual machine will be our target device for this lab and we will use the Metasploit Framework console and Nexpose vulnerability scanner running on our Kali Linux virtual machine and the Metasploit Pro application running on our Windows 10 virtual machine as our attacker penetration testing devices.

## [**Terminology**](https://en.wikipedia.org/wiki/Public_key_infrastructure)

Throughout this lab, we will use and see various terms that probably need further explanation. The majority of the following basic terms are defined in the context of Metasploit, but they are generally the same throughout the security industry.

**Exploit** - Means by which an attacker takes advantage of a flaw within a system, an application, or a service. Examples include buffer overflows, SQL injection, and configuration errors.

**Payload** - Code that we want to execute and that is to be selected and delivered by the Metasploit Framework. Examples include a reverse shell which is a payload that creates a connection from the target machine back to the attacker as a windows command prompt or a bind shell which is a payload that “binds” a command prompt to a listening port on the target machine, which the attacker can then connect.

**Shellcode** - Set of instructions used as a payload when exploitation occurs.

**Module** - A piece of software that can be used by the MSF.

**Listener** – A component within the MSF that waits for an incoming connection of some sort.

**Meterpreter** – A Metasploit attack payload that provides an interactive shell from which an attacker can explore the target machine and execute code. Meterpreter is deployed using in-memory DLL injection. As a result, Meterpreter resides entirely in memory and writes nothing to disk.

## Nexpose

In this lab you will learn and use the Nexpose vulnerability assessment tool from Rapid7. This tool allows you to dynamically discover your complete attack surface and finds vulnerabilities on target devices. It helps you understand your threat exposure by determining if your vulnerabilities can be exploited and if your compensating controls are deployed successfully. Nexpose will allow you to assess a particular asset using a credentialed scan of the device and report back all the vulnerabilities on the system. You can place several devices in a site and scan multiple devices concurrently. It also allows you to create automated reports that you can then show your management.

Not every vulnerability you find on a device with Nexpose can be exploited. Nexpose verifies controls you have in place and seamlessly integrates with Metasploit, built on the world’s most impactful penetration testing software, to validate vulnerability exploitability, test effectiveness of controls, and drive effective remediation for proven risk. Exploits that are validated from Metasploit are automatically pushed to Nexpose for prioritization and remediation. The two products (Nexpose and Metasploit Pro) integrate very nicely together.

## Metasploitable

A test environment (like our VirtualBox setup) provides a secure place to perform penetration testing and security research. For your test environment, you need a Metasploit instance that can access a vulnerable target so you can practice leveraging the various tools at your disposal.

The easiest way to get a target machine is to use Metasploitable 2, which is an intentionally vulnerable Ubuntu Linux virtual machine that is designed for testing common vulnerabilities. This virtual machine is compatible with VirtualBox and will be used as the target device in our lab.

Assignment & Instructions

We will be learning about the Nexpose vulnerability assessment tool along with the Metasploit Framework which is one of the tools most widely used by Information Security professionals to perform penetration testing.

We will be using the following VM’s for this lab: KaliLinux, Win10, and a new VM we will create. There are nine screenshots & one question in this lab all worth 10 points each.

Part I: Install a Trial Version of Rapid7 Metasploit Pro on the Windows VM

Perform the following steps on the Windows virtual machine within Oracle VirtualBox:

1. Turn on your Windows virtual machine in Oracle VirtualBox.

**Note**: You will use the Windows virtual machine in this particular task and others later in the lab.

1. Login to the Windows 10 virtual machine with an account that has administrator privilege from Lab1.

Turn off Windows Defender by performing the following steps on the Windows 10 virtual machine:

1. Click the start menu (Window icon) in the lower-left corner and type the word “virus”.
2. Select the Virus & Threat Protection link.
3. At the Virus & Threat Protection screen, scroll down to the virus and threat protection settings and Select Manage Settings.
4. Turn OFF real-time protection. When prompted if you want to allow the action, select Yes.
5. Close the Virus & Threat Protection Window.

**Note**: You will need to turn off virus protection when running Metasploit Pro if the Windows device is ever rebooted or restarted as the virus protection will be re-enabled.

Turn off the Windows Firewall by performing the following steps on the Windows 10 virtual machine:

1. Click the start menu (Window icon) in the lower-left corner and type the word “control”.
2. Select the Control Panel application link.
3. Select System and Security.
4. Select Windows Defender firewall.
5. Select the turn Windows Defender firewall on and off (on the left side of the page).
6. Turn OFF the Windows Defender firewall in both the public and private sections. Select OK.
7. Close the Windows Defender Firewall Window.

**Note**: You will need to turn off the firewall when running Metasploit Pro if the Windows device is ever rebooted or restarted as the firewall may be re-enabled.

1. Access the Metasploit Pro trial version page from the following location using the Edge web browser:

<https://www.rapid7.com/products/metasploit/download/pro/>

1. Fill in the following information in the form: First and Last Name, Email Address (You can use your CSULB email address), Company (CSULB), Phone, and Type of Use (Student). Once the six fields are completed, select Submit.
2. At the It’s Go Time page, select Windows: 64-bit.
3. At the what do you want to do with Metasploit-latest-windows-installer.exe, select Save.
4. At the Metasploit-latest-windows-installer finished downloading message, select Run.
5. When you receive the dialog box asking to allow the app to make changes to your device, select Yes.
6. At the Welcome to the Metasploit setup wizard page, select Next.
7. At the license agreement page, select I Accept the Agreement and select Next.
8. At the installation folder page, leave the default location and select Next.
9. At the disable antivirus and firewall page, read the notes on the screen and then select Next.

**Note**: If your virus protection is on, turn it off following step #3 and continue the Metasploit installation.

1. At the Metasploit service page, leave the default port number (3790) and select Next.
2. At the Generate an SSL Certificate page, leave the defaults and select Next.
3. At the Ready to Install page, select Next.

**Note**: This step took 10 minutes on my laptop – grab a cup of coffee.

1. At the Completing the Metasploit Setup Wizard page, select Finish. Be patient as the web UI loads.
2. At the New User Setup page, create a username and password used to access the Metasploit web interface (make your life easy and use the same credentials as your Windows 10 virtual machine credentials), enter your Full Name, email (CSULB email is fine), Organization (CSULB), and verify the Time Zone (Pacific). Then select the Create Account link in the lower right corner.
3. You should have received an email containing a welcome message from Rapid 7. That email will contain your trial product key.
4. At the Activate your Metasploit License page, enter the trial product key and select Activate License.
5. You should receive an Activation Successful note at the top of the page.

**Screen Shot 1)** Take a screen shot of your activated Metasploit web interface.

1. Logout of the Metasploit web interface by selecting your Account on the top menu and select Logout.
2. Close the browser window & shut down the Win10 virtual machine by selecting the Windows icon on the lower-left corner, selecting the Power option, and Shut down.

**Note**: Make sure to check that the virus protection is off when the virtual machine reboots.

1. Open Oracle VirtualBox on your personal laptop, select your Windows 10 virtual machine and select Settings.
2. Select the Network folder on the left side of the window and change the Attached To: setting to Host-only Adapter (From NAT Network to Host-only Adapter).

**Note**: This will place your Windows 10 virtual machine on a private 192.168.x.x network.

Part II: Create the Metasploitable2 Virtual Machine

As mentioned earlier, the Metasploitable2 virtual machine is an intentionally vulnerable Ubuntu Linux virtual machine that is designed for testing common vulnerabilities using the Metasploit Framework and it is used as a valuable teaching tool. The Metasploitable2 virtual machine will be our target device for this lab.

Perform the following steps to build the Metasploitable2 virtual machine:

1. Open a browser on your personal laptop and navigate to the following web site:

<https://sourceforge.net/projects/metasploitable/files/Metasploitable2/>

1. Select the Download latest version link (green box).
2. If asked, select Save at the What do you want to do prompt. (Be patient as it is a large file - when the .part file disappears from the Download folder the download is complete – the zip file is roughly 844 Mb).
3. Right-click the metasploitable-linux-2.0.0 zip file and select the Extract All option. Leave all the defaults at the next screen and Select Extract. The metasploitable-linux-2.0.0 file folder will be created & you should see VM disk files in that folder when the extraction completes.
4. Open Oracle VirtualBox and select the Machine menu and select New.
5. Enter Metasploitable2 for the virtual machine Name, select Linux for the Type, select Ubuntu (64-bit) for the Version and select Next.
6. Increase the Memory size to 2048 Mb and select Next.
7. At the Hard disk window, select Use an existing virtual hard disk file, select the folder icon at the far right, select Add, browse to the Metasploitable2-Linux folder you extracted earlier, select the Metasploitable virtual disk file, select Open and then Choose.
8. At the Hard disk window, select Create.
9. The virtual machine template is now created, you should see the Metasploitable2 vm powered off.
10. Highlight the Metasploitable2 vm and select Settings.
11. Select the Network folder on the left side of the window and change the Attached To: setting to Host-only Adapter. Select Advanced and change the Promiscuous Mode setting to Allow VMs and select OK.

**Note**: This will place your Metasploitable2 virtual machine on a private 192.168.x.x network. This is required for the Kali Linux and the Windows 10 virtual machines to be on the same network.

1. Start the Metasploitable2 virtual machine within Oracle VirtualBox.

**Screen Shot 2)** Take a screen shot of your running Metasploit2 machine showing the Metasploit graphic.

1. At the login prompt, enter **msfadmin** as the login account and **msfadmin** as the password.
2. At the command prompt, enter *ifconfig* and record the IP Address (inet address) of the Metasploitable2 vm. You will use this IP Address many times later in the lab.

**Note**: The IP Address should be 192.168.x.x if it is on the correct network.

**Note**: The Metasploitable2 virtual machine’s screen will go dark when there is little activity within the virtual machine. To wake the virtual machine, select the Input menu at the top of the page, select Keyboard, select soft keyboard. Then select the spacebar on the soft keyboard and the vm will wake.

**Note**: To gracefully shut down the Metasploitable2 vm, type “*sudo shutdown -P now”* at the CLI.

1. Shut down the Metasploitable2 virtual machine using the command listed above.

Part III: Install a Trial Version of Rapid7 Nexpose on the Kali Linux VM

Perform the following steps on the Kali Linux virtual machine within Oracle VirtualBox:

1. Open Oracle VirtualBox on your personal laptop, select your Kali Linux virtual machine and select Settings.
2. Select the system tab on the left, move the amount of memory to 8 Gb (8192 Mb).

**Note**: If you do not have 8 Gb of memory select the largest amount available.

1. Select the processor tab, move the number of CPU’s to 4.

**Note**: If you do not have 4 CPU’s select the largest amount available.

1. Turn on your Kali Linux virtual machine in Oracle VirtualBox.

**Note**: You will only require the Kali Linux virtual machine in this task.

1. Login to the Kali Linux virtual machine with the account you created in Lab 1.
2. Open a web browser by selecting the icon in the upper-left corner, select Web Browser and access the Nexpose trial version page from the following location using the browser:

<https://www.rapid7.com/try/nexpose/>

1. Fill in the following information in the form: First and Last Name, Email Address (You can use your CSULB email address), Company (CSULB), and Phone. Once these fields are completed, select Submit.
2. At the It’s Go Time page, select Linux: 64-bit and select Save File. When the download completes close the web browser.
3. On the Kali Linux desktop, double-click file system link.
4. Open the downloads folder and drag the Rapid7Setup-Linux64.bin file to the desktop.
5. Close the file system.
6. You should have received an email in the mailbox you entered in the download form containing a welcome message from Rapid 7. That email will contain your trial product key. You will need this key during the installation of Nexpose.
7. Open the terminal emulator window on your Kali Linux machine.
8. Enter the following commands to install Nexpose on your Kali Linux machine.

*cd Desktop*

*chmod +x Rapid7Setup-Linux64.bin*

*sudo ./Rapid7Setup-Linux64.bin*

**Note**: If you receive a message stating your display needs to be a higher resolution, set your display settings to 800x600 by right-clicking on the Kali Linux desktop, select Applications, select Settings, select Display, set the resolution to 800x600, select Apply, and select Close. You may want to set the Display settings of the Kali Linux vm in Oracle VirtualBox to 175% for the best picture.

1. At the Welcome page, select Next.
2. At the select components and installation path, leave all the defaults, and select Next.
3. You can safely ignore the disk space warning, select Continue.
4. At the comparing system settings page, you can safely ignore the memory warning and select Next.
5. At the create your account information page, enter your first and last name, enter CSULB for the company, create a userid and a password for the Nexpose console. I used the same userid and password I use to login to the Kali Linux machine. Do not forget this ID and password.
6. At the confirmation page, check the Initialize and Start after Installation check box and select Next.
7. At the installation is complete page, click Finish.
8. Once the installation has completed, execute the following command to start the Nexpose service:

*sudo systemctl start nexposeconsole.service*

**Note**: To get a status on the Nexpose console services use the following command:

*sudo systemctl status nexposeconsole.service*

**Note**: Don’t do this now, but to stop the Nexpose console services use the following command:

*sudo systemctl stop nexposeconsole.service*

1. Close the terminal emulator with the Nexpose console service started and active.
2. Start the web browser by selecting the icon in the upper-left corner, select Web Browser, and access the Nexpose console by entering the following URL:

<https://localhost:3780>

**Note**: Be patient the first time you start the Nexpose console – it takes time to initialize the console.

It can take several minutes to receive the login prompt. Please be patient!

1. At the Warning: Potential Security Risk ahead page, select Advanced and select the Risk and Continue.
2. Login to the Nexpose console using the ID and Password created above in Step #19.
3. At the Activate a New License page, enter the product key that was sent to your CSULB email and select Activate with Key. You should eventually receive a dialog box stating activation was successful.

**Note**: Be patient as this activation takes several minutes to complete.

1. Select the Administration link in the menu on the left side of the Nexpose screen (the one at bottom).
2. Select the Manage link in the Scan Options | Engines section.

**Screen Shot 3)** Take a screen shot of the scan engine information.

1. Logout of the Nexpose console by selecting the username in the upper-right corner.
2. Close the web browser and shut down the Kali Linux virtual machine.
3. Open Oracle VirtualBox on your personal laptop, select your Kali Linux virtual machine and select Settings.
4. Select the Network folder on the left side of the window and change the Attached To: setting to Host-only Adapter (From NAT Network to Host-only Adapter).

**Note**: This will place your Kali Linux virtual machine on the private 192.168.x.x network.

1. Restart the Kali Linux virtual machine and login to the Kali Linux virtual machine.
2. Start the web browser by selecting the icon in the upper-left corner, select Web Browser, and access the Nexpose console by entering the following URL:

<https://localhost:3780>

**Note**: Be patient as it takes time to initialize the console. If you receive a connection timeout, simply what a little bit and try again. Please be patient!

1. Login to the Nexpose console using the ID and Password created above in Step #19.
2. At this point, turn on your Metasploitable2 vm and login to that virtual machine.
3. Back on the Kalilinux vm, Select the Home link in the menu on the left side of the Nexpose screen.
4. Select the Create Site link in the middle of the page.
5. At the Site Configuration page, Enter “LAB5” in the Name field. (Without the quotes of course)
6. Select the Assets Menu.
7. In the Assets text box, enter the IP Address of the Metasploitable2 vm you recorded in Task 2 Step 15.

**Note**: The IP Address should be 192.168.x.x. Where the x’s are integers.

1. Select the Authentication Menu.
2. Select the Add Credentials tab on the left side of the page.
3. In the Name field, Enter “Metasploitable2-User”. (Again, without the quotes)
4. Select the Account tab on the left side of the page.
5. In the Service field, select Secure Shell (SSH). In the Username field, enter msfadmin. In the Password field, enter msfadmin. Reenter msfadmin in the Confirm Password field. In the Permission Elevation Type field, select sudo. In the Permission Elevation Password enter msfadmin. In the Confirm Permission Elevation Password enter msfadmin.
6. Expand the Test Credentials section and Enter the IP Address of the Metasploitable2 device in the IP Address/Host Name field.
7. Select TEST CREDENTIALS.

**Note**: If this is not successful, you will not be able to properly scan the target device.

1. Select the CREATE button at the top-right of the Authentication page.
2. Select the Templates Menu, select Full audit.
3. Select the Engines Menu, make sure local scan engine is selected.
4. Now select the Save and Scan button on the top-right corner of the page.
5. When you get the confirmation window, select Save and Scan.

The scanning for vulnerabilities on the Metasploitable2 virtual machine will now begin.

**Note**: The scan will take a considerable amount of time (mine took 20 mins) - get a snack. The scan status should eventually tell you it completed successfully and if you scroll down you should see no incomplete assets.

**Question 1)** How many vulnerabilities were found on the Metasploitable2 virtual machine?

Part IV: Exploitation Using MSFConsole

Perform the following steps on the Kali Linux virtual machine within Oracle VirtualBox:

1. Turn on your Kali Linux machine in Oracle VirtualBox (if not already on).
2. Login to the Kali Linux virtual machine with the account you created in Lab 1.

One of the first steps in penetration testing is information gathering. We will use the nmap command to determine ports that are open and listening on the Metasploitable2 machine as those ports are susceptible to exploitation.

1. Select the Kali logo icon in the upper-left corner. Select the Information Gathering menu. Select the Network & Port Scanners. Select the nmap command.

**Note**: Examine the extensive number of options with the nmap command.

1. Run the following command to gather information on the Metasploitable2 machine:

*sudo nmap -p- <IPAddress>* (Where <IPAddress> is the IP Address of the Metasploitable2 vm.)

**Note**: You will see many open ports. We will target the FTP service listening on Port 21.

**Screen Shot 4)** Take a screen shot of the open ports found with nmap.

1. Run the following command to gather information on the FTP port:

*sudo nmap -p 21 -sC -sV <IPAddress>* (Where <IPAddress> is the IP Address of the Metasploitable2 vm.)

**Note**: We will leverage the detailed version information (vsftpd 2.3.4) shown to find potential exploits.

1. Close the command line window by typing exit.

Now that we have gathered some information on our target device, we will use the Metasploit console to search for an exploit against vsftpd 2.3.4 and if we find one, we will attempt to exploit Metasploitable2.

1. Select the Kali logo icon in the upper-left corner. Select the Exploitation tools menu. Select the Metasploit framework option.
2. At the Metasploit prompt type the following command to search for exploits:

*search vsftpd*

**Note**: You should see 1 exploit (backdoor) & it happens to be against the version we are using (2.3.4).

1. At the Metasploit prompt type the following command to use that exploit:

*use exploit/unix/ftp/vsftpd\_234\_backdoor*

**Note**: You should see the prompt include the name of the exploit in red font if it loaded properly

1. Now let us list the options you can set with this exploit by entering the following command:

*show options*

**Note**: You will notice you have to set the remote host IP Address and the port number.

1. Set the RHOSTS parameter by entering the following command:

*set RHOSTS <IPAddress>* (Where <IPAddress> is the IP Address of the Metasploitable2 vm.)

1. Run the following command to ensure the new RHOSTS setting took:

*show options*

**Note**: RHOSTS should now be set to the IP Address of the Metasploitable2 virtual machine.

1. Now we are ready to attempt to exploit the Metasploitable2 machine. Type the following command:

*exploit*

**Note**: The exploit should have worked and you should now have a command shell open on the Metasploitable2 virtual machine.

1. Type the following commands to show that you have a command shell as root:

*whoami* (This should have returned root)

*pwd* (This should have returned “/” which is the root directory)

*cat /etc/shadow* (This should have returned a lot of password hashes)

**Screen Shot 5)** Take a screen shot of a portion of the shadow file containing the hash of the root account.

**Note**: Congratulations you pwned your first Linux machine!! Someone is going to have a bad day…

1. Type the following command to stop the remote command shell session:

*Ctrl^C* (Type “y” when asked if you would like to abort the session)

1. Close the command line window.

Part V: Exploitation Using Metasploit Pro

Perform the following steps on the Windows 10 virtual machine within Oracle VirtualBox:

1. Turn on your Windows 10 machine in Oracle VirtualBox.
2. Login to the Windows 10 virtual machine with the account you created in Lab 1.

Turn off Windows Defender by performing the following steps on the Windows 10 virtual machine:

1. Click the start menu (Window icon) in the lower-left corner and type the word “virus”.
2. Select the Virus & Threat Protection link.
3. At the Virus & Threat Protection screen, scroll down to the virus and threat protection settings and Select Manage Settings.
4. Turn OFF real-time protection. When prompted if you want to allow the action, select Yes.
5. Close the Virus & Threat Protection Window.

**Note**: You will need to turn off virus protection when running Metasploit Pro if the Windows device is ever rebooted or restarted as the virus protection will be re-enabled.

One of the first steps in penetration testing is information gathering. We will use the nmap command to determine ports that are open and listening on the Metasploitable2 machine as those ports are susceptible to exploitation.

1. Click the start menu in the lower-left corner, select the Metasploit folder, select start services

(answer Y), and then select Access Metasploit Web UI. If Metasploit is initializing – please be patient.

1. Login to the Metasploit Pro console using the userid and password from Task 1, Step #32.
2. Select New Project in the middle of the Home page, enter LAB5 in the project name field, and select create project in the lower-right.
3. Select the Nexpose Scan in the Discovery window.
4. At the Import Data window, select Configure a Nexpose Console.
5. At the Configure Nexpose Console window, enter “LAB5 Nexpose Console” in the Name field, enter the IP Address of the KaliLinux machine in the Address field, enter “3780” in the Port field, enter the username from Task 3, Step #16 and the password for that account, and select Connect to Nexpose.

**Note**: You should see the LAB5 site listed with one asset.

1. Select the check box next to LAB5 and select Import Data in the lower-right corner of the window.
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3. Scroll-down to the Discovery section.

**Screen Shot 6)** Take a screen shot showing the Discovery section.

1. In the Discover section, select the 1 host discovered text.

**Note**: This discovery section is performing the information gathering.

1. Select the services tab to see all the services that the Nexpose scan detected (similar to the nmap).
2. Select the disclosed vulnerabilities tab to see all the vulnerabilities that were imported.
3. Select the LAB5 tab in the upper-left corner again. ![](data:image/png;base64,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)
4. Scroll-down to the Penetration section.

**Screen Shot 7)** Take a screen shot showing the Penetration section.

1. In the Penetration section, select Exploit…
2. At the automated exploit settings, enter the IP of the Metasploitable2 vm in the target address field, select Excellent from the Minimum Reliability field, and select Exploit. Be patient this takes some time.

**Note**: Watch the progress bar at the top. This tool will try ALL the available exploits at once where the metasploit console performed one exploit at a time. This is why you pay $$$ for Metasploit Pro.

1. Select the Collect button in the upper-right corner of the window.

**Note**: You should see two open sessions to the target device.
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2. Scroll-down to the Penetration section and select the sessions opened.

**Screen Shot 8)** Take a screen shot showing the Active sessions.

1. Select the first active session.
2. Select Access Filesystem.

**Note**: You should see the filesystem on the Metaspoitable2 virtual machine.

1. Select the back arrow at the top of the browser menu.
2. Select command shell.
3. In the meterpreter window, enter the following commands:

*sysinfo* (This should have returned the device name and OS version)

*pwd* (This should have returned “/” which is the root directory)

*ps* (This should have returned all the processes running on the remote system)

**Screen Shot 9)** Take a screen shot showing some of the active processes running on Metasploitable2.

**Note**: Congratulations you pwned the same Linux machine with Metasploit Pro!! No Bad days!