1. **Хранение данных в локальных файлах (Excel, JPG, PDF)**:
   * Отсутствие контроля доступа и аудита действий над файлами.
   * Риск несанкционированного доступа из-за общей файловой структуры.
   * Нет шифрования или маскирования конфиденциальных данных.
2. **Отсутствие разграничения доступа (RBAC/ABAC)**:
   * Любой пользователь с доступом к локальной сети может получить доступ ко всем данным без ограничений.
3. **Отсутствие централизованной системы управления данными**:
   * Данные пациентов разбросаны по различным системам и форматам.
   * Высокий риск утечек и ошибок при обработке данных.
4. **Устаревший файловый режим 1С**:
   * Нет возможности полноценного контроля и мониторинга изменений данных.
5. **Отсутствие системы аудита доступа**:
   * Не ведётся учёт, кто и когда имел доступ к данным, что увеличивает риск утечек.
6. **Неудовлетворительное соответствие законодательству РФ (152-ФЗ)**:
   * Данные хранятся без соблюдения требований к защите персональных данных.
7. **Интеграции без ограничения передачи данных**:
   * API лабораторий могут передавать избыточные или некорректно защищённые данные.
8. **Отсутствие автоматизации обработки данных**:
   * Ручные операции с данными увеличивают вероятность ошибок и утечек.