1. [active-directory-domain-restrict-default-setupadmin](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode" \l "SentinelPreventativePoliciesGCP-active-directory-domain-restrict-default-setupadmin) Useful with GKE, provides a bridge between AD env and GKE enables secure and efficient identity management for our apps deployed in GKE to centrally manage them in AD with Workload Identity federation.
2. [active-directory-ensure-to-use-approved-domain-names](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-active-directory-ensure-to-use-approved-domain-names)
3. [active-directory-ensure-to-use-approved-locations](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-active-directory-ensure-to-use-approved-locations)
4. [api-gateway-ensure-to-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-api-gateway-ensure-to-use-approved-regions)
5. [api-gateway-restrict-usage-of-default-service-account](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-api-gateway-restrict-usage-of-default-service-account)
6. [apigee-ensure-custom-roles-with-least-privilege](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-apigee-ensure-custom-roles-with-least-privilege)
7. [apigee-ensure-disk-encryption-used](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-apigee-ensure-disk-encryption-used)
8. [apigee-ensure-runtime-database-encryption-used](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-apigee-ensure-runtime-database-encryption-used)
9. [apigee-ensure-to-use-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-apigee-ensure-to-use-approved-region)
10. [apigee-restrict-predefined-iam-roles](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-apigee-restrict-predefined-iam-roles)
11. [artifact-registry-use-approved-kms-keys](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-artifact-registry-use-approved-kms-keys)
12. [assetInventory-feeds-publish-to-topic-within-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-assetInventory-feeds-publish-to-topic-within-same-project)
13. [bigquery-dataset-in-multiregion-for-ha](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigquery-dataset-in-multiregion-for-ha)
14. [bigquery-dataset-table-partition-expiration-time](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigquery-dataset-table-partition-expiration-time)
15. [bigquery-ensure-to-use-cmek](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigquery-ensure-to-use-cmek)
16. [bigquery-restrict-usage-of-bigquery-connection](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigquery-restrict-usage-of-bigquery-connection)
17. [bigquery-restrict-usage-of-bigquery-migration](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigquery-restrict-usage-of-bigquery-migration)
18. [bigquery-service-account-key-rotation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigquery-service-account-key-rotation)
19. [bigquery-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigquery-use-approved-regions)
20. [bigtable-enable-garbage-collection](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigtable-enable-garbage-collection)
21. [bigtable-ensure-cluster-replication](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigtable-ensure-cluster-replication)
22. [bigtable-ensure-to-use-cmek](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigtable-ensure-to-use-cmek)
23. [bigtable-must-interact-with-services-within-perimeter](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigtable-must-interact-with-services-within-perimeter)
24. [bigtable-restrict-privileged-roles](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigtable-restrict-privileged-roles)
25. [bigtable-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-bigtable-use-approved-regions)
26. [binary-authorization-ensure-pkixkey-used](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-binary-authorization-ensure-pkixkey-used)
27. [binary-authorization-to-use-cluster-admission-rule](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-binary-authorization-to-use-cluster-admission-rule)
28. [binary-authorization-to-use-default-admission-rule](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-binary-authorization-to-use-default-admission-rule)
29. [cloudbuild-ensure-image-configured](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-ensure-image-configured)
30. [cloudbuild-ensure-kms-key-is-defined](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-ensure-kms-key-is-defined)
31. [cloudbuild-ensure-machinetype-defined-for-build-trigger](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-ensure-machinetype-defined-for-build-trigger)
32. [cloudbuild-ensure-machinetype-defined-for-workerpool](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-ensure-machinetype-defined-for-workerpool)
33. [cloudbuild-ensure-pubsub-triggers-defined](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-ensure-pubsub-triggers-defined)
34. [cloudbuild-ensure-storageSource-defined](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-ensure-storageSource-defined)
35. [cloudbuild-ensure-to-use-approved-repositories](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-ensure-to-use-approved-repositories)
36. [cloudbuild-restrict-default-vpc-network](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-restrict-default-vpc-network)
37. [cloudbuild-restrict-external-ip](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-restrict-external-ip)
38. [cloudbuild-restrict-webhook-triggers](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-restrict-webhook-triggers)
39. [cloudbuild-serviceAccount-explicitly-defined](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-serviceAccount-explicitly-defined)
40. [cloudbuild-workerpool-resources-must-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudbuild-workerpool-resources-must-use-approved-regions)
41. [cloudidentity-ensure-to-use-sso-idp-and-service-provider](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudidentity-ensure-to-use-sso-idp-and-service-provider)
42. [cloudidentity-restrict-group-creation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudidentity-restrict-group-creation)
43. [cloudrun-ensure-to-allow-internal-traffic](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudrun-ensure-to-allow-internal-traffic)
44. [cloudrun-available-in-amex-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudrun-available-in-amex-approved-region)
45. [cloudrun-ensure-to-use-gen2](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudrun-ensure-to-use-gen2)
46. [cloudrun-restrict-default-service-account](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudrun-restrict-default-service-account)
47. [cloudrun-restrict-unauthenticated-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudrun-restrict-unauthenticated-access)
48. [cloudscheduler-ensure-to-use-approved-description-format](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudscheduler-ensure-to-use-approved-description-format)
49. [cloudscheduler-ensure-to-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudscheduler-ensure-to-use-approved-regions)
50. [cloudscheduler-restrict-app-engine-target](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudscheduler-restrict-app-engine-target)
51. [cloudscheduler-restrict-default-service-account-for-http-targets](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudscheduler-restrict-default-service-account-for-http-targets)
52. [cloudsourcerepo-restrict-default-service-account](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudsourcerepo-restrict-default-service-account)
53. [cloudspanner-ensure-to-enable-deletion-protection](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudspanner-ensure-to-enable-deletion-protection)
54. [cloudspanner-ensure-to-use-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudspanner-ensure-to-use-approved-region)
55. [cloudspanner-ensure-to-use-cmek](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudspanner-ensure-to-use-cmek)
56. [cloudspanner-restrict-iam-roles](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudspanner-restrict-iam-roles)
57. [cloudspanner-restrict-public-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-cloudspanner-restrict-public-access)
58. [composer-and-network-must-use-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-and-network-must-use-same-project)
59. [composer-and-serviceaccount-must-use-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-and-serviceaccount-must-use-same-project)
60. [composer-and-subnetwork-must-use-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-and-subnetwork-must-use-same-project)
61. [composer-disallow-privately-used-public-ips](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-disallow-privately-used-public-ips)
62. [composer-enable-private-endpoint](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-enable-private-endpoint)
63. [composer-ensure-to-use-cmek](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-ensure-to-use-cmek)
64. [composer-restrict-ip-masquerade](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-restrict-ip-masquerade)
65. [composer-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-composer-use-approved-regions)
66. [compute-instance-enable-private-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-enable-private-access)
67. [compute-instance-enforce-to-use-persistent-disks](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-enforce-to-use-persistent-disks)
68. [compute-instance-ensure-connection-to-serial-port-is-not-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-ensure-connection-to-serial-port-is-not-enabled)
69. [compute-instance-ensure-integrity-monitoring-enabled-for-shielded-instance](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-ensure-integrity-monitoring-enabled-for-shielded-instance)
70. [compute-instance-ensure-secure-boot-enabled-for-shielded-instance](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-ensure-secure-boot-enabled-for-shielded-instance)
71. [compute-instance-ensure-vm-google-image](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-ensure-vm-google-image)
72. [compute-instance-ensure-vmdisk-cmek-encryption](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-ensure-vmdisk-cmek-encryption)
73. [compute-instance-ensure-vTPM-enabled-for-shielded-instance](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-ensure-vTPM-enabled-for-shielded-instance)
74. [compute-instance-restrict-disks-location](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-disks-location)
75. [compute-instance-restrict-instance-location](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-instance-location)
76. [compute-instance-restrict-internet-facing-ip](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-internet-facing-ip)
77. [compute-instance-restrict-ip-forwarding-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-ip-forwarding-enabled)
78. [compute-instance-restrict-oslogin-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-oslogin-enabled)
79. [compute-instance-restrict-projectwide-ssh-keys](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-projectwide-ssh-keys)
80. [compute-instance-restrict-snapshot-share-permission-in-customrole](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-snapshot-share-permission-in-customrole)
81. [compute-instance-restrict-snapshot-storage-location](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-snapshot-storage-location)
82. [compute-instance-restrict-vm-default-serviceaccount](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-vm-default-serviceaccount)
83. [compute-instance-restrict-vm-multiple-nic](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-vm-multiple-nic)
84. [compute-instance-restrict-vm-serviceaccount-scope](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-instance-restrict-vm-serviceaccount-scope)
85. [compute-snapshot-enable-cmek-encryption](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-compute-snapshot-enable-cmek-encryption)
86. [datacatalog-ensure-resources-within-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-datacatalog-ensure-resources-within-same-project)
87. [datacatalog-ensure-tag-templates-in-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-datacatalog-ensure-tag-templates-in-approved-region)
88. [datacatalog-ensure-tag-uses-approved-template](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-datacatalog-ensure-tag-uses-approved-template)
89. [datacatalog-restrict-user-specified-system](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-datacatalog-restrict-user-specified-system)
90. [dataflow-ensure-bucket-in-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataflow-ensure-bucket-in-same-project)
91. [dataflow-restrict-default-service-account](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataflow-restrict-default-service-account)
92. [dataflow-restrict-enable-streaming-engine](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataflow-restrict-enable-streaming-engine)
93. [dataflow-restrict-public-IP-for-jobs](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataflow-restrict-public-IP-for-jobs)
94. [dataflow-streaming-jobs-prime-dissallowed](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataflow-streaming-jobs-prime-dissallowed)
95. [dataflow-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataflow-use-approved-regions)
96. [dataflow-use-same-project-for-subnetwork-and-dataflow-jobs](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataflow-use-same-project-for-subnetwork-and-dataflow-jobs)
97. [data-fusion-ensure-to-enable-logging-and-monitoring](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-data-fusion-ensure-to-enable-logging-and-monitoring)
98. [data-fusion-instance-use-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-data-fusion-instance-use-approved-region)
99. [data-fusion-must-use-private-instance](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-data-fusion-must-use-private-instance)
100. [data-fusion-restrict-dataproc-default-sa](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-data-fusion-restrict-dataproc-default-sa)
101. [dataplex-block-metastore-configuration](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataplex-block-metastore-configuration)
102. [dataproc-cluster-creation-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-cluster-creation-approved-region)
103. [dataproc-disable-http-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-disable-http-access)
104. [dataproc-ensure-allowed-image-version](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-allowed-image-version)
105. [dataproc-ensure-allowed-optional-components](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-allowed-optional-components)
106. [dataproc-ensure-cluster-network-tags-used](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-cluster-network-tags-used)
107. [dataproc-ensure-initialization-actions-reference-to-bucket](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-initialization-actions-reference-to-bucket)
108. [dataproc-ensure-notebooks-reside-within-same-project-as-dataproc](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-notebooks-reside-within-same-project-as-dataproc)
109. [dataproc-ensure-spark-job-driver-logs-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-spark-job-driver-logs-enabled)
110. [dataproc-ensure-storageaccess-in-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-storageaccess-in-same-project)
111. [dataproc-ensure-to-use-internalIp-only](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-ensure-to-use-internalIp-only)
112. [dataproc-image-compatible-with-component-gateway](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-image-compatible-with-component-gateway)
113. [dataproc-mustbe-accessed-via-private-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-mustbe-accessed-via-private-access)
114. [dataproc-restrict-auto-creation-of-staging-bucket](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-restrict-auto-creation-of-staging-bucket)
115. [dataproc-restrict-auto-creation-of-temp-bucket](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-restrict-auto-creation-of-temp-bucket)
116. [dataproc-restrict-cross-realm-trust-access-with-kdc](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-restrict-cross-realm-trust-access-with-kdc)
117. [dataproc-restrict-default-service-account](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-restrict-default-service-account)
118. [dataproc-temp-staging-bucket-from-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dataproc-temp-staging-bucket-from-same-project)
119. [dns-ensure-cloud-dns-logging](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-ensure-cloud-dns-logging)
120. [dns-ensure-nsec3-DoS-protection](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-ensure-nsec3-DoS-protection)
121. [dns-ensure-to-use-approved-ip-for-forwarding-config](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-ensure-to-use-approved-ip-for-forwarding-config)
122. [dns-ensure-to-use-private-routing](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-ensure-to-use-private-routing)
123. [dns-ensure-zonal-dns-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-ensure-zonal-dns-enabled)
124. [dns-restrict-cross-project-binding](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-restrict-cross-project-binding)
125. [dns-restrict-inbound-forwarding](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-restrict-inbound-forwarding)
126. [dns-restrict-peering-for-managed-zones](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-restrict-peering-for-managed-zones)
127. [dns-restrict-public-DNS-zones](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-restrict-public-DNS-zones)
128. [dns-restrict-service-directory](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-dns-restrict-service-directory)
129. [function-allow-ingress-setting-to-allow-internal](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-function-allow-ingress-setting-to-allow-internal)
130. [function-ensure-event-trigger-to-approved-services](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-function-ensure-event-trigger-to-approved-services)
131. [function-in-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-function-in-approved-regions)
132. [function-restrict-default-service-account](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-function-restrict-default-service-account)
133. [function-restrict-egress-to-internet](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-function-restrict-egress-to-internet)
134. [function-restrict-publicly-deployed](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-function-restrict-publicly-deployed)
135. [gke-enable-workload-identity-config](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-enable-workload-identity-config)
136. [gke-restrict-cloudrun-config](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-cloudrun-config)
137. [gke-cloud-logging-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-cloud-logging-enabled)
138. [gke-cloud-monitoring-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-cloud-monitoring-enabled)
139. [gke-ensure-alpha-cluster-feature-disabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-alpha-cluster-feature-disabled)
140. [gke-ensure-auth-using-client-cert-is-disabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-auth-using-client-cert-is-disabled)
141. [gke-ensure-auto-repair-must-be-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-auto-repair-must-be-enabled)
142. [gke-ensure-auto-update-must-be-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-auto-update-must-be-enabled)
143. [gke-ensure-binary-auth-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-binary-auth-enabled)
144. [gke-ensure-boot-disk-encryption-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-boot-disk-encryption-enabled)
145. [gke-ensure-explicit-deny-firewall-used](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-explicit-deny-firewall-used)
146. [gke-ensure-gke-metadata-server-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-gke-metadata-server-enabled)
147. [gke-ensure-high-availability](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-high-availability)
148. [gke-ensure-ip-alias-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-ip-alias-enabled)
149. [gke-ensure-legacy-auth-disabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-legacy-auth-disabled)
150. [gke-ensure-master-authorized-networks-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-master-authorized-networks-enabled)
151. [gke-ensure-metadata-service-disabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-metadata-service-disabled)
152. [gke-ensure-pod-security-policy-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-pod-security-policy-enabled)
153. [gke-ensure-release-channelproperty-set](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-release-channelproperty-set)
154. [gke-ensure-sandbox-config-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-sandbox-config-enabled)
155. [gke-ensure-secure-boot-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-secure-boot-enabled)
156. [gke-ensure-use-kubernetes-rbac](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-use-kubernetes-rbac)
157. [gke-ensure-vpc-native-clusters](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-ensure-vpc-native-clusters)
158. [gke-integrity-monitoring-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-integrity-monitoring-enabled)
159. [gke-intranode-visibility-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-intranode-visibility-enabled)
160. [gke-must-use-container-optimized-os](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-must-use-container-optimized-os)
161. [gke-must-use-private-clusters](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-must-use-private-clusters)
162. [gke-must-use-shielded-nodes](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-must-use-shielded-nodes)
163. [gke-network-policy-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-network-policy-enabled)
164. [gke-restrict-database-encryption-disabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-database-encryption-disabled)
165. [gke-restrict-ipv6](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-ipv6)
166. [gke-restrict-manual-cluster-container-creation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-manual-cluster-container-creation)
167. [gke-restrict-over-privileged-accounts](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-over-privileged-accounts)
168. [gke-restrict-over-privileged-scopes](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-over-privileged-scopes)
169. [gke-restrict-pod-container-privilege-escalation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-pod-container-privilege-escalation)
170. [gke-restrict-pod-containers-run-as-root](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-gke-restrict-pod-containers-run-as-root)
171. [iam-ensure-automatic-grants-for-default-sa-disabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-ensure-automatic-grants-for-default-sa-disabled)
172. [iam-ensure-serviceacc-groups-naming-convention](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-ensure-serviceacc-groups-naming-convention)
173. [iam-ensure-to-use-custom-roles-only](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-ensure-to-use-custom-roles-only)
174. [iam-restrict-access-to-saac-at-project-folder-level](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-access-to-saac-at-project-folder-level)
175. [iam-restrict-api-key-usage](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-api-key-usage)
176. [iam-restrict-attribute-mapping-aws](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-attribute-mapping-aws)
177. [iam-restrict-domain-wide-delegation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-domain-wide-delegation)
178. [iam-restrict-external-cloud-idp](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-external-cloud-idp)
179. [iam-restrict-permission-changes-custom-roles](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-permission-changes-custom-roles)
180. [iam-restrict-permissions-to-approved-domains-only](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-permissions-to-approved-domains-only)
181. [iam-restrict-permissions-to-users](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-permissions-to-users)
182. [iam-restrict-serviceaccount-impersonation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-serviceaccount-impersonation)
183. [iam-restrict-usage-of-primitive-iam-roles](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-usage-of-primitive-iam-roles)
184. [iam-restrict-user-creation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-user-creation)
185. [iam-restrict-user-manged-keys-for-serviced-accounts](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-iam-restrict-user-manged-keys-for-serviced-accounts)
186. [kms-ensure-to-create-kms-key-in-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-ensure-to-create-kms-key-in-approved-regions)
187. [kms-ensure-to-use-approved-encryption-algorithms](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-ensure-to-use-approved-encryption-algorithms)
188. [kms-ensure-to-use-keys-rotation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-ensure-to-use-keys-rotation)
189. [kms-import-of-keys-disallowed](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-import-of-keys-disallowed)
190. [kms-restrict-cloudkms-in-perimeter-perimeters](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-restrict-cloudkms-in-perimeter-perimeters)
191. [kms-restrict-hsm-keys](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-restrict-hsm-keys)
192. [kms-restrict-usage-of-ekms](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-restrict-usage-of-ekms)
193. [kms-soft-deletion-state-duration](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-kms-soft-deletion-state-duration)
194. [load-balancer-enable-health-check-logging](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-enable-health-check-logging)
195. [load-balancer-ensure-SSLCertififate-minTLSVersion-and-profile](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-ensure-SSLCertififate-minTLSVersion-and-profile)
196. [load-balancer-ensure-forwarding-rules-uses-network-within-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-ensure-forwarding-rules-uses-network-within-same-project)
197. [load-balancer-ensure-forwarding-rules-uses-subnetwork-within-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-ensure-forwarding-rules-uses-subnetwork-within-project)
198. [load-balancer-ensure-forwarding-rules-uses-target-within-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-ensure-forwarding-rules-uses-target-within-same-project)
199. [load-balancer-resources-must-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-resources-must-use-approved-regions)
200. [load-balancer-restrict-external-load-balancer-org-level-policy](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-restrict-external-load-balancer-org-level-policy)
201. [load-balancer-restrict-extrenal-loadbalancer](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-restrict-extrenal-loadbalancer)
202. [load-balancer-restrict-google-managed-ssl-cert](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-restrict-google-managed-ssl-cert)
203. [load-balancer-restrict-internet-serverless-NEGs](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-restrict-internet-serverless-NEGs)
204. [load-balancer-restrict-service-label](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-restrict-service-label)
205. [load-balancer-restrict-target-pool](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-restrict-target-pool)
206. [load-balancer-restrict-usage-of-ipv6](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-load-balancer-restrict-usage-of-ipv6)
207. [logging-ensure-data-access-logs-are-enabled-for-approved-services](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-logging-ensure-data-access-logs-are-enabled-for-approved-services)
208. [logging-ensure-dataaccess-logs-enabled-by-default](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-logging-ensure-dataaccess-logs-enabled-by-default)
209. [logging-ensure-no-sink-configured-to-route-logs-outsideproject](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-logging-ensure-no-sink-configured-to-route-logs-outsideproject)
210. [logging-restrict-aws-ec2-logs](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-logging-restrict-aws-ec2-logs)
211. [logging-restrict-usage-of-exlusion-filters](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-logging-restrict-usage-of-exlusion-filters)
212. [memcache-instances-to-use-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-memcache-instances-to-use-approved-region)
213. [memorystore-enable-transit-encryption](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-memorystore-enable-transit-encryption)
214. [memorystore-ensure-auth-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-memorystore-ensure-auth-enabled)
215. [memorystore-ensure-to-use-private-service-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-memorystore-ensure-to-use-private-service-access)
216. [metadata-server-ensure-to-set-vmDnsSetting-to-zonalonly](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-metadata-server-ensure-to-set-vmDnsSetting-to-zonalonly)
217. [metadata-server-restrict-external-ip](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-metadata-server-restrict-external-ip)
218. [metadata-server-restrict-guest-attribute](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-metadata-server-restrict-guest-attribute)
219. [metadata-server-restrict-legacy-endpoint-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-metadata-server-restrict-legacy-endpoint-access)
220. [metadata-server-restrict-legacy-endpoints](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-metadata-server-restrict-legacy-endpoints)
221. [metadata-server-restrict-nic-forwardedIP](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-metadata-server-restrict-nic-forwardedIP)
222. [metadata-server-restrict-ssh-keys](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-metadata-server-restrict-ssh-keys)
223. [monitoring-ensure-to-use-pubsub-email-notification-channel](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-monitoring-ensure-to-use-pubsub-email-notification-channel)
224. [monitoring-ensure-to-use-same-project-for-notification-channel-alertpolicy](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-monitoring-ensure-to-use-same-project-for-notification-channel-alertpolicy)
225. [monitoring-restrict-aws-scopes](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-monitoring-restrict-aws-scopes)
226. [monitoring-restrict-external-metrics](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-monitoring-restrict-external-metrics)
227. [monitoring-restrict-to-disable-monitoring-api](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-monitoring-restrict-to-disable-monitoring-api)
228. [monitoring-uptime-check-to-use-specific-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-monitoring-uptime-check-to-use-specific-region)
229. [pubsub-ensure-deadletter-topic-and-subscription-uses-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-ensure-deadletter-topic-and-subscription-uses-same-project)
230. [pubsub-ensure-publisher-and-subscription-uses-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-ensure-publisher-and-subscription-uses-same-project)
231. [pubsub-restrict-gmek-use-for-topics](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-restrict-gmek-use-for-topics)
232. [pubsub-restrict-http-endpoint](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-restrict-http-endpoint)
233. [pubsub-restrict-messages-storage-location](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-restrict-messages-storage-location)
234. [pubsub-restrict-public-access-to-topics](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-restrict-public-access-to-topics)
235. [pubsub-restrict-push-subscription](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-restrict-push-subscription)
236. [pubsub-restrict-usage-of-pubsub-lite](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-restrict-usage-of-pubsub-lite)
237. [pubsub-topic-message-retention](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-pubsub-topic-message-retention)
238. [resource-manager-ensure-all-categories-defined-for-essential-contacts](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-resource-manager-ensure-all-categories-defined-for-essential-contacts)
239. [resource-manager-restrict-user-project-creation-permission](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-resource-manager-restrict-user-project-creation-permission)
240. [sql-enforce-required-user-labels](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-enforce-required-user-labels)
241. [sql-ensure-to-use-encryption](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-to-use-encryption)
242. [sql-instance-ensure-to-use-private-ip](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-instance-ensure-to-use-private-ip)
243. [sql-instance-restrict-public-ip-access](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-instance-restrict-public-ip-access)
244. [sql-instance-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-instance-use-approved-regions)
245. [sql-ensure-approved-versions-allowed](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-approved-versions-allowed)
246. [sql-ensure-authorized-cidr-connections](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-authorized-cidr-connections)
247. [sql-ensure-cloning-from-same-project](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-cloning-from-same-project)
248. [sql-ensure-cloudiam-userauthentication](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-cloudiam-userauthentication)
249. [sql-ensure-dbflag-contained-database-auth-off](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-dbflag-contained-database-auth-off)
250. [sql-ensure-dbflag-local-infile-off](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-dbflag-local-infile-off)
251. [sql-ensure-pgaudit-log-must-set-to-all](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-pgaudit-log-must-set-to-all)
252. [sql-ensure-tls-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-tls-enabled)
253. [sql-ensure-to-enable-pgaudit-flag](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-to-enable-pgaudit-flag)
254. [sql-ensure-dbflag-cross-db-ownership-chaining-off](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-ensure-dbflag-cross-db-ownership-chaining-off)
255. [sql-multiRegion-backup-location-use-approved-regions](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-sql-multiRegion-backup-location-use-approved-regions)
256. [storage-buckets-must-be-encrypted](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-storage-buckets-must-be-encrypted)
257. [storage-ensure-uniform-bucket-level-access-enabled](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-storage-ensure-uniform-bucket-level-access-enabled)
258. [storage-restrict-bucket-access-owner-domain](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-storage-restrict-bucket-access-owner-domain)
259. [storage-restrict-public-access-to-buckets](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-storage-restrict-public-access-to-buckets)
260. [storage-restrict-region-for-buckets](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-storage-restrict-region-for-buckets)
261. [storage-restrict-unapproved-domain-users-to-access-buckets](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-storage-restrict-unapproved-domain-users-to-access-buckets)
262. [storage-standard-naming-convention-followed-for-buckets](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-storage-standard-naming-convention-followed-for-buckets)
263. [vertex-ai-enable-monitoring](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vertex-ai-enable-monitoring)
264. [vertex-ai-enforce-cmek](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vertex-ai-enforce-cmek)
265. [vertex-ai-ensure-to-use-approved-region](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vertex-ai-ensure-to-use-approved-region)
266. [vertex-ai-restrict-cmek](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vertex-ai-restrict-cmek)
267. [vertex-ai-restrict-kms-cloud-ekm](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vertex-ai-restrict-kms-cloud-ekm)
268. [vpc-block-egress-internet-traffic](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-block-egress-internet-traffic)
269. [vpc-block-ingress-internet-traffic](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-block-ingress-internet-traffic)
270. [vpc-ensure-dynamic-routes-configured-using-vpn](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-ensure-dynamic-routes-configured-using-vpn)
271. [vpc-ensure-to-access-allAPIs-using-private-service-connect](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-ensure-to-access-allAPIs-using-private-service-connect)
272. [vpc-ensure-to-enable-firewall-rule-logs](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-ensure-to-enable-firewall-rule-logs)
273. [vpc-ensure-to-enable-vpc-flow-logs](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-ensure-to-enable-vpc-flow-logs)
274. [vpc-ensure-to-restrict-filters-on-flow-logs](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-ensure-to-restrict-filters-on-flow-logs)
275. [vpc-restrict-auto-creation-of-subnetworks](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-auto-creation-of-subnetworks)
276. [vpc-restrict-creation-of-external-ips](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-creation-of-external-ips)
277. [vpc-restrict-default-network-creation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-default-network-creation)
278. [vpc-restrict-host-project-creation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-host-project-creation)
279. [vpc-restrict-ipv4-address-allocation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-ipv4-address-allocation)
280. [vpc-restrict-ipv6-for-subnetworks](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-ipv6-for-subnetworks)
281. [vpc-restrict-network-peering](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-network-peering)
282. [vpc-restrict-non-owned-public-IPv4-for-routes](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-non-owned-public-IPv4-for-routes)
283. [vpc-restrict-packet-mirroring](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-packet-mirroring)
284. [vpc-restrict-route-next-hop-to-internal-ipv4](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-route-next-hop-to-internal-ipv4)
285. [vpc-restrict-service-project-creation](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpc-restrict-service-project-creation)
286. [vpcsc-approved-apis-must-reside-in-service-perimeter-perimeters](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpcsc-approved-apis-must-reside-in-service-perimeter-perimeters)
287. [vpcsc-ensure-allowed-services-in-accessible-services-list](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpcsc-ensure-allowed-services-in-accessible-services-list)
288. [vpcsc-restrict-bridge-service-perimeter-perimeters](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpcsc-restrict-bridge-service-perimeter-perimeters)
289. [vpcsc-restrict-service-perimeter-perimeters-any-identity](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpcsc-restrict-service-perimeter-perimeters-any-identity)
290. [vpcsc-restrict-service-perimeter-perimeters-wildcard-use](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpcsc-restrict-service-perimeter-perimeters-wildcard-use)
291. [vpn-ensure-to-use-approved-peer-ip](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpn-ensure-to-use-approved-peer-ip)
292. [vpn-ensure-to-use-approved-vpc](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpn-ensure-to-use-approved-vpc)
293. [vpn-restrict-classicVPN](https://enterprise-confluence.aexp.com/confluence/display/ENCS/Sentinel+Preventative+Policies+-+GCP?src=contextnavpagetreemode#SentinelPreventativePoliciesGCP-vpn-restrict-classicVPN)