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# **Introduction**

**(where you describe the problem and discuss the motivation and/or possible application area of the problem as well as existing related work.**

# **Dataset description**

**(where you describe and critically analyse the datasets, preprocessing, feature selection and extraction)**

# **Implementation**

**where you describe the Machine Learning methods and/or other methods employed to solve the problem. Note that, if you are using algorithms/methods l earnt in the module or some well-known classic ones, you are only required to mention the algorithms/methods names. Otherwise, you are required to describe the algorithms.**

# **Results, Evaluations and Conclusions**

**4. Results, Evaluation and Conclusion where you present and evaluate the performance of the built models, and critically discuss your findings.**

# **Background Research**

# The more we evolve in technology, the more attention to cybersecurity we need to have. The Open Web Application Security Project (OWASP) focuses on web application security and keep informing developers of new security issues that may turn up.
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