Contenu

* Version de X509 : typiquement v3
* Numéro de série du certificat
* Algorithme de chiffrement pour la signature du certificat
* Emetteur du certificat
* Début validité
* Fin validité
* Usage de la clef publique
* La clef publique
* Signature électronique de l’émetteur du certificat sur le certificat en entier

Validité d’un certificat

* Signature pour le domaine OK
* Dates valides
* Non revoqué

Niveaux de certification

* Certificats auto-signés : certificats racine
* Certificats normaux signés