insert into c\_adm\_configuration (conf\_tid,conf\_created\_by\_id,conf\_owner\_type,conf\_owner\_id,conf\_key,conf\_value,conf\_description) values (  
1,  
-1,  
'organization',  
'1',  
'oidc-provider-metadata',  
'{  
 "acr\_values\_supported":[  
 "onelogin:nist:level:1:re-auth"  
 ],  
 "authorization\_endpoint":"https://dossiersolutions.onelogin.com/oidc/auth",  
 "claims\_parameter\_supported":true,  
 "claims\_supported":[  
 "acr",  
 "auth\_time",  
 "company",  
 "custom\_fields",  
 "department",  
 "email",  
 "family\_name",  
 "given\_name",  
 "groups",  
 "iss",  
 "locale\_code",  
 "name",  
 "phone\_number",  
 "preferred\_username",  
 "sub",  
 "title",  
 "updated\_at"  
 ],  
 "grant\_types\_supported":[  
 "authorization\_code",  
 "implicit",  
 "refresh\_token",  
 "password"  
 ],  
 "id\_token\_signing\_alg\_values\_supported":[  
 "RS256"  
 ],  
 "issuer":"https://openid-connect.onelogin.com/oidc",  
 "jwks\_uri":"https://dossiersolutions.onelogin.com/oidc/certs",  
 "request\_parameter\_supported":false,  
 "request\_uri\_parameter\_supported":false,  
 "response\_modes\_supported":[  
 "form\_post",  
 "fragment",  
 "query"  
 ],  
 "response\_types\_supported":[  
 "code",  
 "id\_token token",  
 "id\_token"  
 ],  
 "scopes\_supported":[  
 "openid",  
 "name",  
 "profile",  
 "groups",  
 "email",  
 "phone"  
 ],  
 "subject\_types\_supported":[  
 "public"  
 ],  
 "token\_endpoint":"https://dossiersolutions.onelogin.com/oidc/token",  
 "token\_endpoint\_auth\_methods\_supported":[  
 "client\_secret\_basic",  
 "client\_secret\_post"  
 ],  
 "userinfo\_endpoint":"https://dossiersolutions.onelogin.com/oidc/me",  
 "userinfo\_signing\_alg\_values\_supported":[  
  
 ],  
 "code\_challenge\_methods\_supported":[  
 "plain",  
 "S256"  
 ],  
 "claim\_types\_supported":[  
 "normal"  
 ]  
}  
',  
null  
);  
   
insert into c\_adm\_configuration (conf\_tid,conf\_created\_by\_id,conf\_owner\_type,conf\_owner\_id,conf\_key,conf\_value,conf\_description) values (  
1,  
-1,  
'organization',  
'1',  
'oidc-provider-jwks',  
'{"keys":[{"kty":"RSA","kid":"JRcO4nxs5jgc8YdN7I2hLO4V\_ql1bdoiMXmcYgHm4Hs","n":"z8fZszkUNh1y1iSI6ZCkrwoZx1ZcFuQEngI8G\_9VPjJXupqbgXedsV0YqDzQzYmdXd\_lLb\_OYWdyAP1FV6d2d4PfVjw4rGLqgYN5hEPFYqDEusiKtXyeh38xl37Nb8LGTX1qdstZjcXRo2YQ64W4UyuMko\_TGOCxRNJg1fAfxRt1yV\_ZeFV\_93BMNjubV2D7kvpzaStJmYJi8A6QHqaqHaQkxAvYhJVi9XDajD3vvUlTVyOjURAnuaByA749glGBio5N9AfFTnYbHbeBOK3VJi6EJZzsuj3-5P4GUTYnSfrScs\_kblaoeqt4GkExJqMZXGJTfGnX2UbYAjGHSTAoQw","e":"AQAB"}]}',  
null  
);  
   
insert into c\_adm\_configuration (conf\_tid,conf\_created\_by\_id,conf\_owner\_type,conf\_owner\_id,conf\_key,conf\_value,conf\_description) values (  
1,  
-1,  
'organization',  
'1',  
'oidc-client-metadata',  
'{  
 "redirect\_uris" : ["https://internal.dossier.no/development/openid/cb"],  
 "client\_name" : "Dossier ProFile",  
 "scope" : "openid email profile"  
}  
',  
null  
);  
   
insert into c\_adm\_configuration (conf\_tid,conf\_created\_by\_id,conf\_owner\_type,conf\_owner\_id,conf\_key,conf\_value,conf\_description) values (  
1,  
-1,  
'organization',  
'1',  
'oidc-client-information',  
'{  
 "client\_id" : "9451afa0-28fe-0136-d14d-061e4358eedc126049",  
 "client\_secret" : "65c4be7848e561e4aa516853de1c88cdbdff69784e7c00e3cce0d0db5b7ae16b"  
}',  
null  
);  
   
   
   
insert into c\_adm\_configuration (conf\_tid,conf\_created\_by\_id,conf\_owner\_type,conf\_owner\_id,conf\_key,conf\_value,conf\_description) values (  
1,  
-1,  
'organization',  
'1',  
'oidc-userid-from-idtoken-field',  
'preferred\_username',  
null  
);  
   
   
 insert into c\_adm\_configuration (conf\_tid,conf\_created\_by\_id,conf\_owner\_type,conf\_owner\_id,conf\_key,conf\_value,conf\_description) values (  
1,  
-1,  
'organization',  
'1',  
'oidc-allowed-acr-values',  
'onelogin:nist:level:1:re-auth',  
null  
);  
  
update c\_act\_organization set org\_ext\_id = 'internal' where org\_id = 1;  
update c\_adm\_user set user\_ext\_id = 'testuser1' where user\_username = 'test1';  
INSERT INTO config(config\_key, config\_value, config\_type, config\_description) VALUES ('sso-enabled', 'true', 'c\_1', NULL) ON CONFLICT ON CONSTRAINT pk\_config DO UPDATE SET config\_value = 'true';  
INSERT INTO config(config\_key, config\_value, config\_type, config\_description) VALUES ('authenticator-name', 'openIDConnectAuthenticator', 'c\_1', NULL) ON CONFLICT ON CONSTRAINT pk\_config DO UPDATE SET config\_value = 'openIDConnectAuthenticator';