DM-GMSP 版本更新说明：

1. 修复部分Bug。
2. 调整用户准入限制，使用更加安全可靠的认证模式。（增加接入限制、容易增加，要做。短信验证、验证地点）
3. 应用和文档新增断点续传功能。（要做）文档集成内置阅读器打开。增加误操作的撤回功能，应用和文档在后台删除后，客户端也删除。（要做，在线浏览和加密存储并存）。
4. 调整后台界面适配。（要尽快做，找前端）
5. 调整VPN自动设置功能。（后续再说）
6. 内置配套OA应用。（）
7. 内置配套安全浏览器（下一版本，统一）。
8. 内置配套网关（下一版本，统一）。
9. 内置配套iOS客户端（下一版本，统一）。
10. 内置配套邮件系统。（下一版本，统一）
11. 新增用户体验收集。（要做，政务上体验收集的可行性）
12. 新增客户端崩溃收集。（要做）
13. 新增奥联SM9加密算法，或者SM4。（测试一下SM9的效率，去要资料）
14. 新增客户端安全检测。（自己做假的，要做）
15. 新增超级管理员权限，调整系统部署架构。（后续再说）
16. 优化沙箱化过程，将apktool换成shakaapktool（调查一下靠不靠谱，后续再说）
17. 优化事务处理流程，将所有polysaas内容改为公司专属dmisec（必须换，马上换。）
18. 重新设计客户端和后台的使用流程，规范UI风格。
19. 互联网上的移动办公，移植到内网之后，很多功能无法使用，如何解决。
20. 用户只有一个身份，登录自服务平台之后，把移动端挤掉了，更加无法管控。
21. 防截屏。（办公规范）
22. 客户端开机自启动（办公规范）
23. SD卡检测（办公规范）
24. 第三方应用，加入开发商信息（办公规范）
25. 文档管理按页加载、按页清除（办公规范，下一版本）
26. 办公数据不在终端留存（办公规范）
27. 病毒查杀、漏洞修复（办公规范，后续再说）
28. 加入证书序列号（办公规范,后续再说）
29. 不合规的移动终端不能被注册（办公规范，）
30. 支持远程禁用或重启客户端（办公规范）
31. 应用可以回退至指定版本（办公规范，再讨论一下）
32. 集成邮件部分。

DM-GMSP作为安全支撑，入口应用：

1. 建立沙箱应用接入规范，修改应用接入模式和展示方式，统一风格。（调研一下，竞品分析）
2. 提供加密保护机制和接口。（花时间设计和考虑，建的就是个规范和标准）
3. 提供文档管理接口。
4. 提供网页管理接口，修改展现方式。
5. 提供消息管理接口，修改展现方式。
6. 提供用户管理接口。
7. 取消即时通讯和通讯录。或者做专做好。
8. 将策略管理改为高级设置等三级甚至四级菜单内。