**Security Report of PoRE PJ2**

* **App Basic Info (5’)**

|  |  |
| --- | --- |
| App Name | SeeWeather |
| Version |  |
| Package Name |  |
| MD5 |  |
| … |  |
|  |  |

* **Overall description (20’)**

Here you should write down the overall description of the backdoors you find.

Your description should include but not limit to what the backdoors are, how they work, what are the consequences, in clear and well-organized sentences, no more than **500** words.

* **Backdoor details (55’)**

Here you should write down the detailed logic of the backdoor, including but not limit to:

1. Server Info (5’)
2. Backdoor location (5’)
3. Start and alive logic (10’)
4. Config logic (10’)
5. Command logic (10’)
6. Backdoor techniques in summary (15’)

You have no words limit here.

* **Finding procedures and solved problems, or other efforts you made. (20’)**

Here you write down how you find these backdoors. You can write down your code, or attach images to describe your reverse engineering procedure, or the network packet you have intercepted or modified. You have no words limit here.