跨站脚本攻击（cross-site scripting），又称XSS。

实际上是攻击者向目标WEB站点注入HTML标签或者脚本。

如果Web页面的内容是动态生成的，并且这些内容是基于用户提交的。那么这时候就有可能会出问题。

有可能是HTML标签改变文档的内容，更严重的是如果是脚本的话，他就有可能窃取你的cookie。

防范其实很简单，就是如果你真的要动态生成文档内容，你也不要在任何时候相信用户的输入。

对字符串中的HTML标签进行转义或者过滤删除处理。

Name.replace(/</g,”&lt;”).replace(/>/g,”&gt;”);