MD5和密码保护
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最开始对MD5的了解来源于在网站上下载软件时MD5的信息。当时仅仅知道MD5可以用作校验文件是否被他人篡改。但这几年间，下载时MD5的信息大多被SHA-1所取代，我也就没有过多的关注MD5了。但是上了几节Web安全的课程后又了解到MD5其实在密码保护这一方面有很大的用处。下面我会对MD5的优势和劣势进行分析，这是造成它在前几年间盛行和这几年间逐渐走向下坡路的主要原因。

MD5的前身是MD4，它提高了算法的安全性：增强了运算的复杂度和不可逆性[1]。它具有以下几个优点：

第一，MD5有压缩性，无论多长的字符串，得到的MD5的值都是等长的，即32位16进制，128位2进制数；

第二，计算耗时较少。由于MD5没有涉及特别复杂的算法，因此计算出某个数据的MD5的值很快，在普通的民用机上也基本上能够在毫秒级得出结果；

第三，抗修改性强。如果对原始数据进行修改，即使只修改了1个字符，MD5的值会出现巨大的不同，因此很难通过MD5的值来倒推出原始的数据；

第四，强抗碰撞性，已知原数据和其MD5值，想找到一个具有相同MD5值的数据（即伪造数据）是非常困难的。这两点都大大的保证了MD5算法的安全性，不容易被轻易攻破。[2]

之前一直以为，我们在网路上注册的用户信息（用户名和密码等）是以明码的方式来存储的。其实，这样是很不安全的。首先，网络管理员有权限访问数据库，并看到所存储的密码；第二，黑客可能入侵到网站的数据库，同时进行拖库。如果密码是明文存储的，黑客就可以得到大量用户的信息，之后又可以进行撞库攻击，利用所得到的用户名和密码去尝试进入其它更有利可图的网站系统。毕竟，人具有懒惰性，能通过记一个密码解决的问题，一般不会再去记第二个。所以通过MD5加密在很大程度上都帮助了密码的隐藏和保护。

主要的操作方法如下：

用户在注册完毕后，系统将密码转换成MD5的值，和用户名一起保存在数据库中。当用户下次需要登录时，系统将登录时输入的密码转换成MD5并与数据库中的进行比对，如果相同，则用户密码正确；否则，判断用户密码输入错误。这就解释了当我们在使用登录系统时，按下忘记密码后并不会返回我们所设置的密码，而是系统随机生成的串。

自己实现了一遍MD5之后，发现实现方法确实有点麻烦和复杂，但实际上，MD5并没有我们所认为的那么安全，毕竟随着计算机的运算速度和计算能力的飞速增长，人们已经可以暴力破解MD5，逆向工程出原始的数据。

2004年8月17日的美国[加州](http://baike.baidu.com/view/526914.htm)圣巴巴拉的国际[密码学](http://baike.baidu.com/view/25311.htm)会议（Crypto’2004）上，来自中国山东大学的[王小云](http://baike.baidu.com/view/350813.htm)教授做了破译MD5、HAVAL-128、 MD4和RIPEMD算法的报告，公布了MD系列算法的破解结果。宣告了固若金汤的世界通行密码标准MD5的堡垒轰然倒塌，引发了密码学界的轩然大波。虽然这并非是真正的破解，但是加速了杂凑冲撞。[2]

2010年，卡耐基梅隆大学宣布MD5在密码学意义上已经不在适合用作加密，现在美国政府使用的软件都使用SHA-2进行加密。

同时，有些人提出如果对密码先进行MD5加密之后在进行SHA-1加密应该能提高安全性。但是这种组合方法不能增加用户输入的可能性，另外虽然SHA1生成的是160位的Hash，但是由于输入是一个128位的MD5，所以输出也至多只可能有2^128种可能，猜测的范围也没有缩小。黑客依然可以通过构建彩虹表（存储了MD5值和对应的密码的数据库），反查出密码来。  
 因此，现在比较常用的方法是加盐法。生成一个随机数，我们称之为salt，然后在数据库中记录salt和h=hash(pwd + salt)，查询的时候，得到用户的口令p，然后从数据库中查出salt，计算hash(p+salt)，看是不是等于h，等于就是对的，不等于就是不对的。[3]

总的说来，随着计算机的不断发展，MD5已经不足以应对庞大的计算力所带来的破解了。所以我们还需要更加高级的加密方法来保证数据的安全。
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