# Security Engineering as a Service – Plans & Deliverables

## Basic Plan – $1,900/month

Engineer Allocation: 3 days/month

Description: For MVP or pre-seed startups looking to set up essential security hygiene.

* 🛠️ One-Time / Setup Deliverables:
* • Security onboarding & asset inventory
* • Initial threat model & repo review
* • Basic CI/CD review & hardening
* • Secrets scanning setup (CI/CD + code)
* • Initial security scorecard setup
* 🔁 Recurring Monthly Tasks:
* • Monthly delta code audit (changed files)
* • CI/CD secrets & keys scan
* • Open-source dependency checks (SCA)
* • Monthly cloud IAM review
* • Slack/email support with response SLA
* • Monthly executive report (brief)

## Core Plan – $3,400/month

Engineer Allocation: 6 days/month

Description: For early-stage SaaS startups building a strong, secure foundation.

* 🛠️ One-Time / Setup Deliverables:
* • In-depth threat modeling & architecture mapping
* • Manual + automated code audit
* • Cloud IAM policy & permissions review
* • Secure CI/CD pipeline setup (GitHub/GitLab)
* • SAST/SCA integration (CodeQL, Snyk, etc.)
* • Developer onboarding & secure coding best practices
* • Security roadmap creation
* • Initial VAPT (greybox) on 1 app per year (on yearly plan)
* 🔁 Recurring Monthly Tasks:
* • Monthly code review for new features
* • Secrets and key rotation audits
* • Cloud configuration & drift review
* • Monthly security scorecard & roadmap updates
* • Patch verification follow-ups
* • Slack-based guidance on dev/security blockers

## Growth Plan – $6,200/month

Engineer Allocation: 12 days/month

Description: For growing SaaS with compliance needs (SOC2/ISO).

* 🛠️ One-Time / Setup Deliverables:
* • All Core Plan deliverables
* • Advanced IAM + Cloud Policy Automation
* • DAST Setup & CI Integration (ZAP, Burp CI)
* • SOC2/ISO Template Documentation (10+ docs)
* • Compliance gap analysis dashboard
* • Incident response playbook creation & simulation
* • Vulnerability SLA setup & enforcement
* • Secure feature reviews & threat modeling
* • 1 greybox VAPT per 6 months included
* 🔁 Recurring Monthly Tasks:
* • Feature-specific threat modeling (bi-weekly)
* • Monthly DAST triage & false positive filtering
* • Monthly developer training (recorded/live)
* • Weekly Jira/Linear vuln triage
* • Audit evidence documentation upkeep
* • Monthly stakeholder PDF report & executive briefing

## Scale Plan – $10,800+/month

Engineer Allocation: 20+ days/month

Description: For regulated, enterprise-grade, or Series A+ funded SaaS.

* 🛠️ One-Time / Setup Deliverables:
* • All Growth Plan deliverables
* • Multi-cloud enforcement (AWS, Azure, GCP)
* • Secrets mgmt via Vault or AWS Secrets Manager
* • Full Secure SDLC rollout
* • Custom Jira/Linear workflows for triage
* • Quarterly red team simulation
* • SIEM setup (Wazuh, Datadog, etc.)
* • Quarterly full VAPT (Black/Grey box)
* 🔁 Recurring Monthly Tasks:
* • Daily SIEM & alert triage
* • Sprint-based threat modeling with devs
* • DevOps workflows enforcement (PR policies, CI gates)
* • Cloud config drift control
* • Security SLA monitoring & escalation
* • Board-ready security metrics & posture dashboard
* • Monthly vCISO sessions
* • Dedicated Slack channel (<4hr SLA)