#### **bogons**

fullbogons includes IPs that should not be routable in the Internet. It includes bogons which lists **private and reserved IPs**, but it also includes IPs that are allocated to a local registry, but they are not currently assinged to any one, ISP, corporation, or end user.

fullbogons should be 100% safe, it should never include a false positive and should never give you a complaint from an end user or customer. Of course it needs to be up to date.

<http://www.cidr-report.org/bogons/freespace-prefix.txt>

http://www.team-cymru.org/Services/Bogons/fullbogons-ipv4.txt

https://raw.githubusercontent.com/firehol/blocklistipsets/master/iblocklist\_cidr\_report\_bogons.netset

**attacks**

Various attacks launched by malicious sources on the Internet.

BadIPs

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_attacks.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/voipbl.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/talosintel_ipfilter.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/snort_ipfilter.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/shunlist.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/openbl_all.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/openbl_1d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/openbl_180d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/nt_ssh_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/nt_malware_irc.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/nt_malware_http.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/nt_malware_dns.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/jigsaw_attacks.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/iblocklist_spamhaus_drop.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/iblocklist_cruzit_web_attacks.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/haley_ssh.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/greensnow.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/gofferje_sip.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/firehol_webserver.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/et_spamhaus.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/et_dshield.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/et_compromised.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/et_block.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/dshield_top_1000.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/dshield_30d.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/dshield.netset>

<https://www.dragonresearchgroup.org/insight/vncprobe.txt>

<https://www.dragonresearchgroup.org/insight/sshpwauth.txt>

<http://www.dragonresearchgroup.org/insight/http-report.txt>

<https://dataplane.org/sshpwauth.txt>

<https://dataplane.org/sipquery.txt>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/darklist_de.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bruteforceblocker.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/botvrij_src.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/botvrij_dst.ipset>

<https://freeapi.blueliv.com/v1/crimeserver/recent>

<https://freeapi.blueliv.com/v1/crimeserver/online>

<https://freeapi.blueliv.com/v1/crimeserver/last>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_strongips.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_ssh.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_sip.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_imap.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_ftp.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_bruteforce.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_bots.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de_apache.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_de.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_voip_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_ssh_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_sql_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_proxy_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_mail_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_ftp_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_bruteforce_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_any_2_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_any_2_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bi_any_2_1d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_scans_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_scans.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_fastflux_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_fastflux_2d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_fastflux.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_botnets_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_botnets_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_botnets_2d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_botnets.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_attacks_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_attacks_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_attacks_2d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas_attacks_2d.ipset>

**dns**

##BadIPs  
http://wget-mirrors.uceprotect.net/rbldnsd-all/dnsbl-1.uceprotect.net.gz  
http://wget-mirrors.uceprotect.net/rbldnsd-all/dnsbl-2.uceprotect.net.gz  
http://wget-mirrors.uceprotect.net/rbldnsd-all/dnsbl-3.uceprotect.net.gz  
http://www.openbl.org/lists/base\_all.txt  
https://rules.emergingthreats.net/open/suricata/rules/emerging-dns.rules  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/openbl\_1d.ipset

##BadDomains  
https://malc0de.com/bl/ZONES  
https://www.dshield.org/feeds/suspiciousdomains\_Low.txt  
https://www.dshield.org/feeds/suspiciousdomains\_Medium.txt  
https://www.dshield.org/feeds/suspiciousdomains\_High.txt  
http://ransomwaretracker.abuse.ch/downloads/RW\_DOMBL.txt  
http://ransomwaretracker.abuse.ch/downloads/RW\_URLBL.txt  
http://www.nothink.org/blacklist/blacklist\_malware\_dns.txt

**spam**

##BadIPs  
http://sblam.com/blacklist.txt  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/sp\_spammers.netset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/spamhaus\_edrop.netset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/iblocklist\_spamhaus\_drop.netset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/virbl.ipset  
http://antispam.imp.ch/spamlist  
http://www.unsubscore.com/blacklist.txt  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/botscout.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/et\_spamhaus.netset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/php\_harvesters.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/sp\_spammers.netset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/nixspam.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cleanmx\_phishing.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/chaosreigns\_iprep0.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/lashback\_ubl.ipset  
  
##BadDomains  
http://www.joewein.net/dl/bl/dom-bl-base.txt

**malware**   
  
##BadIPs  
https://zeustracker.abuse.ch/blocklist.php?download=ipblocklist  
http://www.urlvir.com/export-ip-addresses/   
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/zeus.ipset  
http://www.malwaredomainlist.com/hostslist/ip.txt  
https://www.badips.com/get/list/any/2?age=7d  
http://osint.bambenekconsulting.com/feeds/c2-ipmasterlist-high.txt  
http://osint.bambenekconsulting.com/feeds/dga-feed.txt  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bambenek\_suppobox.ipse  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bitcoin\_nodes\_1d.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/hphosts\_emd.ipset  
http://lists.blocklist.de/lists/all.txt  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/botscout\_1d.ipset  
http://cinsscore.com/list/ci-badguys.txt  
http://isc.sans.edu/reports.html  
http://www.projecthoneypot.org/list\_of\_ips.php  
http://www.openbl.org/lists/base.txt  
http://www.nothink.org/blacklist/blacklist\_malware\_http.txt  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/malc0de.ipset  
https://palevotracker.abuse.ch/blocklists.php?download=ipblocklist  
http://www.malwaredomainlist.com/hostslist/ip.txt  
http://rules.emergingthreats.net/blockrules/compromised-ips.txt  
http://rules.emergingthreats.net/blockrules/emerging-botcc.rules  
http://rules.emergingthreats.net/fwrules/emerging-PF-CC  
http://rules.emergingthreats.net/blockrules/emerging-ciarmy.rules  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ciarmy.ipset  
http://doc.emergingthreats.net/pub/Main/RussianBusinessNetwork/emerging-rbn-malvertisers.txt  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ransomware\_feed.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cybercrime.ipset  
http://ransomwaretracker.abuse.ch/downloads/RW\_IPBL.txt  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/iblocklist\_malc0de.netset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/vxvault.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/pushing\_inertia\_blocklist.netset  
http://www.malwaregroup.com/ipaddresses  
  
##BadDomains  
http://secure.mayhemiclabs.com/malhosts/malhosts.txt  
http://www.urlvir.com/export-hosts/   
http://isc.sans.edu/feeds/suspiciousdomains\_Low.txt  
http://isc.sans.edu/feeds/suspiciousdomains\_Medium.txt  
http://isc.sans.edu/feeds/suspiciousdomains\_High.txt  
https://zeustracker.abuse.ch/blocklist.php?download=domainblocklist  
https://palevotracker.abuse.ch/blocklists.php?download=domainblocklist  
https://zeustracker.abuse.ch/blocklist.php?download=compromised  
http://osint.bambenekconsulting.com/feeds/c2-dommasterlist-high.txt  
  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/malwaredomainlist.ipset  
https://www.dshield.org/feeds/suspiciousdomains\_High.txt  
https://lists.malwarepatrol.net/cgi/getfile?receipt=f1417692233&product=8&list=dansguardian  
http://ransomwaretracker.abuse.ch/downloads/RW\_URLBL.txt   
http://vxvault.net/URL\_List.php

**phishing**   
  
##BadIPs  
  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cleanmx\_phishing.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/atlas\_phishing.ipset  
  
  
#BadDomains  
  
https://openphish.com/feed.txt  
http://data.phishtank.com/data/online-valid.csv

**tor**   
  
  
##BadIPs  
  
https://check.torproject.org/exit-addresses  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/tor\_exits.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bm\_tor.ipset

**ssl**  
  
  
##BadIPs  
  
https://sslbl.abuse.ch/downloads/ssl\_extended.csv  
https://sslbl.abuse.ch/blacklist/sslipblacklist\_aggressive.csv  
https://sslbl.abuse.ch/blacklist/sslipblacklist\_aggressive.rules  
https://sslbl.abuse.ch/blacklist/dyre\_sslipblacklist\_aggressive.csv  
https://sslbl.abuse.ch/blacklist/dyre\_sslipblacklist\_aggressive.rules  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/sslbl.ipset  
https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/sslproxies.ipset  
http://iplists.firehol.org/?ipset=sslproxies\_30d

**Anonymizers**

**##BadIPs**

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/xroxy.ipset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/proxylists.ipset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/proxyspy.ipset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/proxz.ipset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ri\_connect\_proxies.ipset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/socks\_proxy.ipset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/xroxy.ipset

http://list.iblocklist.com/?list=xoebmbyexwuiogmbyprb&fileformat=p2p&archiveformat=gz

http://multiproxy.org/txt\_anon/proxy.txt

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/firehol\_proxies.netset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/firehol\_anonymous.netset

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/maxmind\_proxy\_fraud.ipset

##BadDomains

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ri\_web\_proxies\_30d.ipset

abuse

 This List contains all reported negative influence of the harmful and potentially dangerous events on the Internet. First of all this service will help internet and hosting providers to protect subscribers sites from being hacked. BlockList will help to stop receiving a large amount of spam from dubious SMTP relays or from attempts of brute force passwords to servers and network equipment.

**##BadIPs**

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam_toxic.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam_90d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam_365d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam_1d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam_180d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/stopforumspam.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/sblam.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/myip.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ipblacklistcloud_top.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ipblacklistcloud_recent_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ipblacklistcloud_recent_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ipblacklistcloud_recent_1d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ipblacklistcloud_recent.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/graphiclineweb.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/firehol_abusers_1d.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/firehol_abusers_30d.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cleantalk_updated_7d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cleantalk_updated.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cleantalk_top20.ipset>

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cleantalk\_new.ipset

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/cleantalk_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/botscout_30d.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/blocklist_net_ua.ipset>

**Reputation**

Ps of hosting providers that are known to host various bots, spiders, scrapers, etc. to block access from these providers to web servers.

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/spamhaus_drop.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/packetmail_emerging_ips.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/packetmail.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/iblocklist_ciarmy_malicious.netset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/hphosts_wrz.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/hphosts_psh.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/hphosts_pha.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/hphosts_fsa.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/et_botcc.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/ciarmy.ipset>

<https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/bds_atif.ipset>

https://raw.githubusercontent.com/firehol/blocklist-ipsets/master/alienvault\_reputation.ipset