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# General Information

## Scope

{company.name} has mandated us to perform security tests on the following scope:

* {-w:p scope}{name}{/scope}

## Organisation

The testing activities were performed between {date\_start | convertDateLocale} and {date\_end | convertDateLocale}.

# Executive Summary

{#executive\_summary.text}

{@text | convertHTML}

{#images}

{%image}

Image 1 – {caption}

{/images}

{/executive\_summary.text}

# Vulnerabilities summary

Following vulnerabilities have been discovered:

|  |  |  |  |
| --- | --- | --- | --- |
| **Risk** | **ID** | **Vulnerability** | **Affected Scope** |
| {#findings}{#cvss.baseSeverity == 'Critical'}  {cvss.baseSeverity} | {identifier} | {title} | {@affected | convertHTML}  {/cvss.baseSeverity == 'Critical'}{/findings} |
| {#findings}{#cvss.baseSeverity == 'High'}  {cvss.baseSeverity} | {identifier} | {title} | {@affected | convertHTML}  {/cvss.baseSeverity == 'High'}{/findings} |
| {#findings}{#cvss.baseSeverity == 'Medium'}  {cvss.baseSeverity} | {identifier | changeID: 'VULN-'} | {title} | {@affected | convertHTML}  {/cvss.baseSeverity == 'Medium'}{/findings} |
| {#findings}{#cvss.baseSeverity == 'Low'}  {cvss.baseSeverity} | {identifier} | {title} | {@affected | convertHTML}  {/cvss.baseSeverity == 'Low'}{/findings} |

# Technical Details

{#findings}

## {title}

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| CVSS Severity | {@cvss.cellColor}  {cvss.baseSeverity} | | CVSSv3 Score | | {@cvss.cellColor}  {cvss.baseMetricScore} |
| **CVSSv3 criterias** | Attack Vector : | **{cvssObj.AV}** | Scope : | **{cvssObj.S}** | |
| Attack Complexity : | **{cvssObj.AC}** | Confidentiality : | **{cvssObj.C}** | |
| Required Privileges : | **{cvssObj.PR}** | Integrity : | **{cvssObj.I}** | |
| User Interaction : | **{cvssObj.UI}** | Availability : | **{cvssObj.A}** | |
| **Affected scope** | {@affected | convertHTML} | | | | |
| **Description** | {#description}  {@text | convertHTML}  {#images}  {%image}  Image 1 – {caption}  {/images}  {/description} | | | | |
| **Observation** | {#observation}  {@text | convertHTML}  {#images}  {%image}  Image 1 – {caption}  {/images}  {/observation} | | | | |
| **Test details**  {#poc}  {@text | convertHTML}  {#images}  {%image}  Image 1 – {caption}  {/images}  {/poc} | | | | | |
| **Remediation** | {#remediation}  {@text | convertHTML}  {#images}  {%image}  Image 1 – {caption}  {/images}  {/remediation} | | | | |
| **References** | {#references}  {.}  {/references} | | | | |

{/findings}