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Assignment 8: Scripts for Security - Part 1

1. **Script for detecting unusual or suspicious IP activity**

To begin, we will note the things that must be focused on by the script in order to have the most effectiveness when detecting potential red flag activities. Things such as these may be: After hours access, excessive logins for a specific user (as mentioned in the instruction), or a sudden increase in failed login attempts, logins from IPs that are not from within a network, or a sudden and large number of attempts in a short span of time.

These are often indications of a potential brute-force attack and can prove a threat unless detected in time. For the purpose of functionality, this script will be made as a cron job so that it will run hourly in order to cover the widest possible range of potential attacks.

This can be done using the command **crontab -e**, which will allow the user to begin writing a new cron job. The process is very similar for both servers and both scripts have been attached. Begin by using **sudo crontab -e** to open the editor. If necessary, select the default text editor, which is typically **nano**. For CentOS it is **vi**. Following the format provided by the crontab display, we enter

**\* 6 \* \* \* /home/cjavier/scripts/file\_name.sh (This will allow for the script to run daily at 6 AM).**

Then press **Esc, then enter :wq** to save and quit.

This message should appear in the terminal.
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1. **How else can the server be fortified with additional scripts/cron jobs?**

With cron jobs, automation is made extremely simple and effective. In this way, a tedious task such as reimplementing network rules or gathering IP/port/routing table data can be made extremely efficient. This is also a strong security measure because being able to have rules updated in a timely fashion while also being able to determine what comes in and out (such as the scripts designed in the networking and firewall labs) makes for a tightly-run server and provides the root user with as much information as they need as often as they need it. In a specific cron job, for example, could be an hourly report of which ports are open, which are receiving traffic, and automated rules to be set in place especially since they are able to be run after a reboot whereas iptables rules are not.
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