Supposed you are logged in as user Alice, whose home directory is /home/alice, and the current directory is /home/alice/Documents/. Suppose you execute the following command:

$ cd ~/../bin/

Which one of the following statements best describes the effect of this command?

Question 1

Select one:

a.

It will change the current directory to the /bin, because the symbol ~ represents /home/ directory, so ~/../bin resolves to /bin.

b.

It will produce an error, because the path ~/../bin/ resolves to /bin, which does not exist.

c.

It will produce an error, because the path ~/../bin/ resolves to /home/bin, which does not exist.

d.

It will change the current directory to /root/bin/.

#### Feedback

Your answer is correct.

The correct answer is:

It will produce an error, because the path ~/../bin/ resolves to /home/bin, which does not exist.

### Question **2**

Incorrect

Mark 0.00 out of 0.50
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#### Question text

Suppose you are logged in as user 'Alice' and the home directory of Alice is /home/alice, and you execute the following commands:

$ export PATH=/usr/bin:/bin:/home/alice:/usr/local/bin  
$ cp /bin/echo ~/ls  
$ ls /etc

Which statement below best describes the effect of these commands?

Question 2

Select one:

a.

A string containing ’/etc’ is displayed, because the ‘ls’ command in the last line is actually the program ‘echo’.

b.

A string containing ‘/etc/‘ is displayed, because the command `ls’ always refers to /bin/ls irrespective of the value of the PATH environment variable.

c.

The content of the directory /etc/ is displayed.

d.

An error occurs because the user tries to override a system command.

#### Feedback

Your answer is incorrect.

The correct answer is: The content of the directory /etc/ is displayed.

### Question **3**

Correct

Mark 0.50 out of 0.50
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#### Question text

Suppose the current directory has two directories:

dir1   
dir2

and two files

doc1  
exe1

What does the following command do?

$ ls d?

Question 3

Select one:

a.

It will display a list containing 'doc1' and the contents of subdirectories dir1 and dir2.

b.

It will display a list containing only 'doc1'.

c.

It will display all files (but not directories) in the current directory.

d.

It will display the content of the file 'doc1'.

e.

It will display an error message.

#### Feedback

Your answer is correct.

The correct answer is: It will display an error message.

### Question **4**

Correct

Mark 1.00 out of 1.00
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#### Question text

Consider the following shell script:

#!/bin/bash  
read x  
if [ $x = $USER ]   
then   
 echo "Correct"  
else  
 echo "Wrong"  
fi

Which of the following statements best describes a behaviour of the above shell script?

Question 4

Select one:

a.

It reads a string from the standard input, outputs "Wrong" to the standard output if the input is the same as the username of the current user. Otherwise, it outputs "Correct".

b.

It reads a string from the standard input, outputs "Correct" to the standard output if the input is the same as the username of the current user. Otherwise, it outputs "Wrong".

c.

It always output "Wrong" no matter what input is provided to the script.

d.

It reads a string from the standard input, outputs "Correct" to the standard output if the input is the string "$USER".

#### Feedback

Your answer is correct.

The correct answer is: It reads a string from the standard input, outputs "Correct" to the standard output if the input is the same as the username of the current user. Otherwise, it outputs "Wrong".

### Question **5**

Correct

Mark 0.50 out of 0.50
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#### Question text

Which one of the following commands finds all the files and directories whose names start with ‘conf’ in the /etc directory?

Question 5

Select one:

a.

find /etc/ -name "conf"

b.

find /etc/ -name "conf\*"

c.

find /etc/ -name "\*conf"

d.

find -name "conf" /etc/

#### Feedback

Your answer is correct.

The correct answer is: find /etc/ -name "conf\*"

### Question **6**

Correct

Mark 1.00 out of 1.00
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#### Question text

Consider the following script:

#!/bin/bash  
i=1  
j=0  
while [ $i -lt 10 ]  
do  
 ((j=i+j))  
 ((i=i+1))  
done  
echo $j

This script is supposed to calculate the sum of the first 10 integers (1+2+…+10). There is a mistake in the script. Which of the following fixes this mistake?

Question 6

Select one:

a.

Replace ‘((j=i+j))’ with ‘((j=i+10))’

b.

Replace ‘((i=i+1))’ with ‘((i=i+2))’

c.

Replace ‘j=0’ with ‘j=1’

d.

Replace ‘while [ $i -lt 10 ]’ with ‘while [ $i -le 10 ]’

#### Feedback

Your answer is correct.

The correct answer is: Replace ‘while [ $i -lt 10 ]’ with ‘while [ $i -le 10 ]’

### Question **7**

Correct

Mark 1.00 out of 1.00
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#### Question text

Which command(s) below display the names of the first 15 files, alphabetically ordered, in directory /bin? Select all applicable answers.

Question 7

Select one or more:

a.

ls /bin > ~/list.txt | head -n ~/list.txt

b.

ls /bin; head -n 15

c.

ls /bin > ~/list.txt ; head -n 15 ~/list.txt

d.

ls /bin | head -n 15

e.

ls /bin | grep 15

f.

head -n 15 < ls /bin

#### Feedback

Your answer is correct.

The correct answers are: ls /bin > ~/list.txt ; head -n 15 ~/list.txt, ls /bin | head -n 15

What type of attacks does password salting prevent?

Question 1

Select one:

a.

Phishing attack

b.

Offline password guessing via pre-computed hash table

c.

Offline password guessing via dictionary attack

d.

Reuse of stolen password

#### Feedback

Your answer is correct.

The correct answer is: Offline password guessing via pre-computed hash table

### Question **2**

Correct

Mark 2.00 out of 2.00
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#### Question text

Assuming that every password is chosen with equal probability, which one of the following password policies gives the highest entropy?

Question 2

Select one:

a.

A password must be of length 8 and each character is a lower-case letter ranging from ‘a’ to ‘z’ or an upper-case letter ranging from ‘A’ – ‘Z’.

b.

A password must be of length 16 and each character is a lower-case letter ranging from ‘a’ to ‘z’.

c.

A password must be a 16-digit number.

d.

A password must be of length 8 and each character is a lower-case letter ranging from ‘a’ to ‘z’ or a number ranging from ‘0’ – ‘9’.

e.

A password must be of length 8 and each character is a lower-case letter ranging from ‘a’ to ‘z’ or an upper-case letter ranging from ‘A’ – ‘Z’ or a number ranging from ‘0’ – ‘9’.

#### Feedback

Your answer is correct.

The correct answer is: A password must be of length 16 and each character is a lower-case letter ranging from ‘a’ to ‘z’.

### Question **3**

Correct

Mark 1.00 out of 1.00
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#### Question text

Consider the following biometric authentication scheme implemented in a computer system: to log in to the system, a user, say Alice, types in her username and scans her fingerprint, and the system looks up the database of enrolled users to find the fingerprint registered under Alice’s username. If Alice’s username is registered and the scanned fingerprint matches with the reference fingerprint for Alice in the database, then the authentication succeeds; otherwise the system will reject the login attempt.

Suppose the system has 200 users registered, and Alice is among these users, and assume the fingerprint scanner has an FTA of 0.5%, FNMR of 2.8% and FMR of 2.5%. What is the probability that Alice fails to log in to the system?

Give your answer as a percentage, rounded up to two decimal places.

Answer:

Question 3

#### Feedback

This corresponds to FRR = FTA + (1-FTA)\*FNMR

The correct answer is: 3.29

In modern Linux systems, such as Ubuntu 20.04, user password hashes are stored in /etc/passwd file.

Question 1

Select one:

True

False

#### Feedback

In modern Linux systems, password hashes are stored in /etc/shadow, which can only be accessed by the root user. The /etc/passwd contains general user information but not the password hashes. This is because /etc/passwd is readable by all users in the system, and if the password hashes are stored there, it may allow a (malicious) user to try to perform a guessing attack to reverse the hashes to obtain passwords of other users.

The correct answer is 'False'.

### Question **2**

Correct

Mark 1.00 out of 1.00
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#### Question text

A SUID binary program in Linux, when run, may assume the effective uid of the owner user of the program.

Question 2

Select one:

True

False

#### Feedback

The correct answer is 'True'.

### Question **3**

Correct

Mark 1.00 out of 1.00
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#### Question text

In Linux, a user can create a symbolic link to a file even if the user does not have read access to the file.

Question 3

Select one:

True

False

#### Feedback

The correct answer is 'True'.

### Question **4**

Correct

Mark 1.00 out of 1.00
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#### Question text

In Unix/Linux systems, only the root user can change the owner user of a file to a different user.

Question 4

Select one:

True

False

#### Feedback

True. This is because certain access control features, such as the SUID/SGID bit, may allow a program to assume the effective UID or GID of the owner of the program when it is executed. If the non-root owner of a program can change the ownership of the program without any restriction, they can change the owner to root, and if the SUID bit is preserved after the change of ownership, that program, when executed, would assume the privilege of root.

The correct answer is 'True'.

### Question **5**

Correct

Mark 1.00 out of 1.00
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#### Question text

In a Unix/Linux system, the file /etc/passwd is readable only by the root user.

Question 5

Select one:

True

False

#### Feedback

The file /etc/passwd is readable by all users in the system.

The correct answer is 'False'.

### Question **6**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8FAwAIzgLnVJKFDQAAAABJRU5ErkJggg==)Flag question

#### Question text

In a bash shell in Linux, what is the effect of setting the PATH environment variable as follows:

export PATH=/home/alice:$PATH

on the command 'ls' run in the same shell?

Question 6

Select one:

a.

The system will look for the command 'ls' in /home/alice first, unless it is an SUID program, in which case, the system will always use the command 'ls' in /bin/

b.

The PATH environment variable has no effect on which command gets executed.

c.

The system will look for the command 'ls' in /home/alice and prints an error message if the command is not found there

d.

The system will look for the command 'ls' in /home/alice last.

e.

The system will look for the command 'ls' in /home/alice first before searching other directories.

#### Feedback

Your answer is correct.

When a user executes a command in bash, without specifying the full path to the program (e.g., typing 'ls' instead of '/usr/bin/ls'), bash will check the existence of the 'ls' program in the directories listed in the PATH environment variable, from left to right. In this case, the path "/home/alice" will be checked first; if it is found there, then the 'ls' program in "/home/alice" will be executed. Otherwise, bash will continue searching the rest of the directories in PATH.

The correct answer is: The system will look for the command 'ls' in /home/alice first before searching other directories.

### Question **7**

Incorrect

Mark 0.00 out of 2.00
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#### Question text

Suppose a program produces files with default permission 642 (in octal notation) and suppose the umask set by a user is 044. What is the actual permission of the files produced by the program when run by the user? Give your answer in 3-digit octal notation.

Note: recall that when the permission bits are specified using a 3-digit octal, it is assumed implicitly that there are no special modes (i.e., all the bits in the special modes are 0).

Answer:

Question 7

#### Feedback

To calculate the actual permission of a file after the umask is applied, first invert the umask, and then perform a bit-wise AND operation with the default permission.

Umask: 044 --> 000 100 100

Inverted umask: 111 011 011

Default permission: 642 --> 110 100 010

Actual permission: (Inverted umask) AND (default permission) = (111 011 011) AND (110 100 010) = 110 000 010 --> 602 (in octal).

The correct answer is: 602

### Question **8**

Correct

Mark 2.00 out of 2.00
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#### Question text

Suppose Alice is a user in a Linux system. She creates a SUID binary program, `foo', that displays the content of a text file, `bar', in her home directory. Assume that the owner group of 'bar' is the group 'tutors', and that the file bar has the following permission (in textual notation): -rw------- (read/write access only for Alice and no one else). Assume also that Alice's home directory is readable and executable by everyone else, i.e., its permission bits (in textual notation) are: drwxr-xr-x.

She requires the program `foo' to be readable and executable by every user in the system, but is writeable only by herself. Furthermore, she wants the program `foo' to display the content of `bar', regardless of which user executes the program. What permissions should she give to the program `foo' to fulfil these requirements? Provide your answer in a 4-digit octal notation.

Answer:

Question 8

#### Feedback

Since the file "bar" is only readable/writeable by Alice, other users can't access it directly. The program "foo", if run by other users, will need to change its effective UID to that of Alice, in order for the program to be able to access "bar". This suggests that the SUID bit of "foo" needs to be set. The program "foo" also needs to be readable and executable by every user (this includes Alice, anyone in Alice's group, and everyone else), but writeable only by Alice. The following permission bits should fulfil this requirement:

Special modes: 100 (set the SUID bit)

Owner (Alice): 111 (read,write,exec)

Group: 101 (read, exec)

Other: 101 (read, exec)

So the complete permission bits are 100 111 101 101, which in octal notation is 4755.

The correct answer is: 4755

### Question **9**

Incorrect

Mark 0.00 out of 3.00
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#### Question text

Consider the following output of ls -l command in a Linux system:

alice@comp2700-lab:~$ ls -l  
total 44  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Desktop  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Documents  
drwxr-xr-x 2 alice alice 4096 Oct 9 20:37 Downloads  
-rw-r--r-- 1 alice alice 8445 Sep 6 2015 examples.desktop  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Music  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Pictures  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Public  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Templates  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Videos  
alice@ubuntu32:~$ ls -l Downloads/  
total 4  
-rw------- 1 root root 6 Oct 9 20:36 rootfile  
alice@ubuntu32:~$

The user `alice' here is a non-root user. Which one of the following statements is true?

Question 9

Select one:

alice can read the content of `rootfile'

alice can delete 'rootfile'

alice cannot delete 'rootfile'

alice can modify the content of 'rootfile'

#### Feedback

Your answer is incorrect.

The operation of deleting a file is an operation on the directory, so to be able to delete a file, one needs write access to the directory the file is located. The file can be deleted even if the user does not have read/write access to the file.

From the output of "ls", we see that

drwxr-xr-x 2 alice alice 4096 Oct 9 20:37 Downloads

so the directory Downloads is owned by alice, and alice has "rwx" (read, write, execute) permissions, which means that alice can delete any files in that directory, regardless of who owns the files.

The correct answer is: alice can delete 'rootfile'

### Question **10**

Correct

Mark 3.00 out of 3.00
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#### Question text

Consider the following output of ls -l command in a Linux system, run by a user 'alice' in her home directory:

alice@comp2700-lab:~$ ls -l  
total 44  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Desktop  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Documents  
drwxr-xr-x 2 alice alice 4096 Oct 9 20:37 Downloads  
-rw-r--r-- 1 alice alice 8445 Sep 6 2015 examples.desktop  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Music  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Pictures  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Public  
drwxr--r-- 2 root root 4096 Sep 6 2015 root\_private  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Templates  
drwxr-xr-x 2 alice alice 4096 Sep 6 2015 Videos

Suppose that the directory root\_private contains a file called 'rootfile' with the following attributes (as output by a ls -l command):

-rw-r--r-- 1 root root 6 Oct 9 20:36 rootfile

The user `alice' here is a non-root user. Suppose alice runs the command 'cat root\_private/rootfile' in her home directory.

Which one of the following statements best describes the outcome of this command and the reason for that outcome?

Question 10

Select one:

The content of 'root\_private/rootfile' will be displayed because its permission bits indicate all users have read access to it.

A 'permission denied' error will be output, because alice does not have execute access to the directory 'root\_private', which is required to traverse to that directory in order to display the 'rootfile'.

A 'permission denied' error will be output, because alice does not have write access to the directory 'root\_private', which is required to traverse to that directory in order to display the 'rootfile'.

The content of 'root\_private/rootfile' will be displayed because its permission bits indicate all users have read access to it, and all users have read access to the directory 'root\_private', so alice can traverse to root\_private to display the file.

#### Feedback

Your answer is correct.

The directory root\_private is owned by root user and root group, and has the permission: drwxr--r--. Since alice is not a member of root group, her permission for the root\_private directory is determined by the 'other' part of the permission, i.e., r-- (read, no write, no exec). With no executable permission on root\_private, alice cannot change into that directory to perform any operation on it, and this includes displaying the content of root\_file, even if alice has read permission on the file.

The correct answer is: A 'permission denied' error will be output, because alice does not have execute access to the directory 'root\_private', which is required to traverse to that directory in order to display the 'rootfile'.

### Question **11**

Correct

Mark 3.00 out of 3.00
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#### Question text

Consider the following shell script, named `backdoor.sh':

===========

#!/bin/bash

/bin/cat /etc/shadow

===========

Suppose this shell is owned by user root, and has its permission set to 4755. Suppose this script is put in a directory where every user in the system has read and execute access. Suppose this script is run by a non-root user, bob. Which one of the following statements best describes the outcome of bob's attempt to run the shellscript?

Question 11

Answer

a.

A permission denied error occurs since the permission 4755 means the owner (root) has only read access to the shell script, not execute access right.

b.

A permission denied error occurs, since the SUID bit is ignored for shell scripts and the bob has no read access to /etc/shadow.

c.

The content of /etc/shadow is displayed, since the shell script executes under the effective UID of root, which has read access to /etc/shadow.

d.

The content of /etc/shadow is displayed since by default /etc/shadow is readable by everyone in the system.

#### Feedback

Your answer is correct.

The correct answer is:

A permission denied error occurs, since the SUID bit is ignored for shell scripts and the bob has no read access to /etc/shadow.

Consider a variant of the affine cipher where the alphabet consists of lower case letter 'a' to 'z', whitespace characters (newline, space and tab), and punctuations (question mark and exclamation mark). So we have a total of 31 symbols in the alphabet.

What is the size of the key space for this cipher?

Answer:

Question 1

#### Feedback

We map each character in the alphabet to 0,...,30 and encryption/decryption is done  
modulo 31.   
Recall that a key in this case is a pair (a,b) and encryption is done as follows:

![ e_k(x) = a x + b  ~ mod ~ 31 ](data:image/png;base64,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)

The pair k = (a,b) is a valid key if and only if a has a multiplicative inverse modulo 31, that is, gcd(a,31)=1.

Since 31 is a prime number, every number in {1,..,30} has an inverse modulo 31.   
Only the number 0 has no inverse mod 31.  
So we have 30 possibilites for a, and 31 possibilities for b.  
So total number of keys is 30x31 = 930.

The correct answer is: 930

### Question **2**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8nAwAI8AL4r01o1wAAAABJRU5ErkJggg==)Flag question

#### Question text

The multiplicative inverse of x modulo n exists if n is prime and n > x > 0.

Question 2

Select one:

True

False

#### Feedback

The correct answer is 'True'.

### Question **3**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8+AwAIvALe9oZAkwAAAABJRU5ErkJggg==)Flag question

#### Question text

Suppose we know that ![ x \times 9 \equiv 2 \mod 11 ](data:image/png;base64,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). Which one of the following correctly describes the value of ![ x ](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAsAAAAKCAQAAADI+WwIAAAAcUlEQVR4XlWOARHAIAwDY6FasIAFLGABC1iYhVnAAlpmYUta2G3HQZ6UhuLGDRg6VyE1aqW62bw4cJALMenaYMvuPJMe6ZpkUi/FLH5Bjd71txvm5q99KnkPAGToZ2Ny2D6A7MndWRrUGgNEW6Ah78gHSxBOCK7ILA0AAAAASUVORK5CYII=)?

Question 3

Select one:

a.

![ x \equiv \frac{9}{2} \mod 11 ](data:image/png;base64,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)

b.

![ x \equiv 2^{-1} \cdot 9 \mod 11 ](data:image/png;base64,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)

c.

![ x \equiv 2^{-1} \mod 11 ](data:image/png;base64,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)

d.

![ x \equiv 9^{-1} \cdot 2 \mod 11 ](data:image/png;base64,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)

#### Feedback

Your answer is correct.

The correct answer is: ![ x \equiv 9^{-1} \cdot 2 \mod 11 ](data:image/png;base64,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)

### Question **4**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8RAwAIwgLhJ3phgQAAAABJRU5ErkJggg==)Flag question

#### Question text

The following cipher text was encrypted using the Caeser cipher.

ghezbvy unf rathysrq gur tnynpgvp erchoyvp  
gur gnkngvba bs genqr ebhgrf gb bhgylvat fgne  
flfgrzf vf va qvfchgr  
ubcvat gb erfbyir gur znggre jvgu n oybpxnqr bs qrnqyl  
onggyrfuvcf gur terrql genqr srqrengvba unf fgbccrq nyy  
fuvccvat gb gur fznyy cynarg bs anobb  
juvyr gur pbaterff bs gur erchoyvp raqyrffyl qrongrf  
guvf nynezvat punva bs riragf gur fhcerzr punapryybe unf  
frpergyl qvfcngpurq gjb wrqv xavtugf gur thneqvnaf bs  
crnpr naq whfgvpr va gur tnynkl gb frggyr gur pbasyvpg

The plaintext that corresponds to this cipher text was written in English. Decrypt this cipher text. What is the last word in the plain text you recovered?

Hint: you may want to use JCrypTool to help you with this question. Use 'Algorithms -> Classic -> Caesar'.

Answer:

Question 4

#### Feedback

The correct answer is: conflict

### Question **5**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//87AwAI7AL2/bfpfgAAAABJRU5ErkJggg==)Flag question

#### Question text

Shift cipher or Caesar cipher can be made more secure if it is applied multiple times. For example, if the key space for the original cipher is 26, then applying encryption twice, with two different keys, increases the key space to 26 \* 26.

Question 5

Select one:

True

False

#### Feedback

Applying the shift cipher twice does not make it more secure; in this case the key space is still 26.

For example, if the first key is k1 and the second key is k2, then applying the encryption twice to a cipher text x is equivalent to

![ \begin{align*}
e_{k1}(e_{k2}(x)) & = (x+k2) + k1 \mod 26 \\
  &  = x + (k1+k2) \mod 26 \\
  & = x + (k1+k2 \mod 26) \mod 26.
\end{align*}
 ](data:image/png;base64,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)

So applying the cipher twice with two different keys is the same as applying it once with the key (k1+k2) mod 26. The key space is exactly the same: 26.

The correct answer is 'False'.

Modern block ciphers are structured in rounds of transformations that achieve the confusion and the diffusion operations. Which of the following transformations in AES corresponds to the confusion operation?

Question 1

Select one:

Inverse MixColumn

Key Schedule

ShiftRows

Byte Substitution

MixColumn

#### Feedback

Your answer is correct.

The correct answer is: Byte Substitution

### Question **2**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//83AwAI9AL6IZQ96QAAAABJRU5ErkJggg==)Flag question

#### Question text

The multiplicative inverse of ![ x^6 + x^2 + 1 ](data:image/png;base64,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) in ![ GF(2^8) ](data:image/png;base64,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) modulo ![ P(x) = x^8 + x^4 + x^3 + x + 1 ](data:image/png;base64,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) is

Question 2

Select one:

![ x^3 + x + 1 ](data:image/png;base64,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)

![ x^5 + x^4 + 1 ](data:image/png;base64,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)

![ x^5 + x^3 ](data:image/png;base64,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)

![ x^3 + 1 ](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAADQAAAATCAQAAAB12ObuAAABNklEQVR4Xp1VARGDMAx8C1iYBSzUAhawgIVawMIsYAELWMDC9oS2Kyl0hPs71n1CviRfwAfnQIseDh6tjjxDQaTAjBevHRYdeYaCSIFRhBxWHXmGglDhN3rN2bBtV351IEtpMVAoJD4BXpzxFNY6qFLZOjSaTdFOM1mspcjASdeFuJchJYRViVjkGpj+CfW729Dw4nQ0ZVmFWM4TbAQf1m/jF6Zj40Z4fXNeRjMaByEWleaQHLnuuJRDyi67uhWsQsM+bpJeyl/ORMMqFF4y9FfFRRF8yh/m/J/OlOzSDHySz7WRf5ApRizZ+rQPZ0L0vE77B2PrwuK9+yta4w5MQuwuXcbyaxAK1rgDq9A2Un53SDoeVMP3py7EmiO3v25nkW8aadZ+bppz51yjLnREQVhw5zhEfAEUBYJkTJczkwAAAABJRU5ErkJggg==)

![ x^7 + x^6 + 1 ](data:image/png;base64,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)

#### Feedback

Your answer is correct.

The correct answer is: ![ x^5 + x^4 + 1 ](data:image/png;base64,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)

### Question **3**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8PAwAI9gL7zpsyJAAAAABJRU5ErkJggg==)Flag question

#### Question text

What is the bit string representation of the polynomial ![ x^3 + 2x + 1  ](data:image/png;base64,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) in GF(28)? Give your answer in the binary notation.

Answer:

Question 3

#### Feedback

The correct answer is: 00001001

### Question **4**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8aAwAIqgLVQg1bVgAAAABJRU5ErkJggg==)Flag question

#### Question text

Which of the following is *not* true of the one-time pad cipher?

Question 4

Select one:

The encryption key must be as long as the message to be encrypted.

One-time pad can be implemented using AES in OFB mode.

One-time pad can be proved to be unconditionally secure.

Every encryption key can only be used once.

Encryption is done simply by applying the XOR operator to the key stream and the message.

#### Feedback

Your answer is correct.

The key used in one-time pad must be truly random; that is one of the main requirements of one-time pad. Using AES in OFB mode does not produce a truly random key stream; it produces a key stream from an initial seed of fixed length, so the key stream cannot be truly random. AES in OFB mode produces only pseudorandom key streams.

The correct answer is: One-time pad can be implemented using AES in OFB mode.

### Question **5**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8OAwAItgLbIxiUmAAAAABJRU5ErkJggg==)Flag question

#### Question text

If ![ A(x)= x^7+x^5+x^4+x^3+x+1  ](data:image/png;base64,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) and ![ B(x)= x^6+x^4+x+1 ](data:image/png;base64,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). What is A(x)+B(x) in GF(28)? Give your answer in the binary notation.

Answer:

Question 5

#### Feedback

![ A(x) + B(x) = x^7 + x^6 + x^5 + 2x^4 + x^3 + 2x + 2 \equiv x^7 + x^6 + x^5 + x^3  ](data:image/png;base64,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).

In binary representation: 11101000.

The correct answer is: 11101000

### Question **6**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8tAwAI2ALsJ7n0vAAAAABJRU5ErkJggg==)Flag question

#### Question text

There are no finite fields of order 12.

Question 6

Select one:

True

False

#### Feedback

The correct answer is 'True'.

### Question **7**

Incorrect

Mark 0.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8XAwAI8gL5c60pfQAAAABJRU5ErkJggg==)Flag question

#### Question text

The AES block cipher, with the key size of 128 bits, combines 10 rounds of confusion-diffusion operations. At the minimum, how many rounds are needed so to ensure a good diffusion property, i.e., if one bit is flipped in the plaintext input, then around half of the bits in the output ciphertext will be flipped?

Question 7

Select one:

a.

9

b.

8

c.

2

d.

1

#### Feedback

Your answer is incorrect.

The correct answer is: 2

### Question **8**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8eAwAIugLdpL9UBwAAAABJRU5ErkJggg==)Flag question

#### Question text

If ![ A(x)= x^5+x+1 ](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAJoAAAAWCAQAAACShE0/AAACtUlEQVR4Xt1YC5XCMBBcC1jAQi1gAQtYwEItxAIWsFALWMACN0nTNtlPkl7Lg8ebe0e6u8wlk81uevSibwZdqA+4cs8nIQzfBYh2B75KMkM0OnJLmH7HbbPvSgdu2wd04pZvgDAE44NPlk6l3aYDOW7bB/i7JzrThds/gymZhAOmHr8y0SDKjUflwNJ6btsDY36D/U2b0g46Qpd7HCvOGz6yvSXHM08ClUc51HsBP2ZxgPfMLf+BzUKdb0U02KL1yKtXmjd4fvAoCRyi3bPBb2AcsdxncXEx21Bj8S0pjpjj5CdHuWiXtqNHT27ZCuxw2Ahs27PUamrLbUONxRYtyIMpJgQ4rkniYgH+3gQLErZPjzFIC9lQh8aM0dnXy3IrKC1XY9VRYhn9qmggDXVpcYenYREDUwhdFBEO4zMltQYW0WGRK77/SYgKZTEHhkKWjd/hltljsGqwWSa/IhoqSFw03EkVo1cyjjcyRPRhQYlMfkeXp8WmQ0QWmGuwl7uG1WaZ/JpoLhwFj1smVDqO+4QDLHqNJkU7Sswasrwd0qcsqsLaxhJjpWgIvM5fcZZo0dLhlzgy20QboTNrCBVqwiMZK7lks65iUURLLgygSlq8IhruLNymi5ZNKgOPnOMV5hqqB6uJtcrCRcO1IrmaItdS0eRL1S122Vhmo9XJ3mQ2AiX9Q7zKXEN1uU2sVZZcNH/jzdxetLkGLFeOYO/CrWmcRPaiDlKzM9VQZq7BWu46Votl8c+ioWc6kCaFEodnwMcwCemPWByNxbLHRHAn4//32HK5LTPXYC13HavFEnx9VMlhdBRuCQTNFQG7Nt6eDvyAbX2NspnrsJe7htVm4RAGDU0v7O6dL+xl6NeJtWhnEQYNy4uzBV4VfxvCoAP1QHTGzO9KJfbXIAwWULPMMlruSr+HPwGkI5flT4q6AAAAAElFTkSuQmCC) and ![ B(x)= x^4+x^2+1 ](data:image/png;base64,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). What is ![ A(x)\times B(x) ](data:image/png;base64,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) in GF(28) with modulus ![ P(x) = x^8+x^4+x^3+x+1 ](data:image/png;base64,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)? Give your answer in the binary notation.

Answer:

Question 8

#### Feedback

We first find the remainder of x^8 mod P(x) in GF(2^8):

![ x^8 = P(x) - (x^4 + x^3 +1) \equiv x^4 + x^3 + x + 1 \mod P(x)
 ](data:image/png;base64,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)

Then we substitute ![ x^4 + x^3 + x + 1 ](data:image/png;base64,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) for ![ x^8 ](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABIAAAASCAQAAAD8x0bcAAAAv0lEQVR4XoWRARXDIAxEzwIWsICFWsACFrCAhVrAAhawMAtY2I4A6wp97OXRXLmfhlC88RxQ8Di4NPVsfqHQc9xBL6j/UCRm4eA2EK2Egrw/U4JmVFAtZkccfFcnJ5ztBXI8mQiFwLBUntnJHjPvydaraIhUsf9JXeuMvGtCWpRUtxtJUmVGo5/mdbvLUhs+xSUMH/LFNS7hkWdzhWL7pWOMG8QJOA2t0qE+xgxlrkAwMbsxxg2SBu1eFI7ZbvEBQeYMrQTOpDkAAAAASUVORK5CYII=) in A(x)B(x):

![ \begin{align*}
A(x) \times B(x) & = (x^5 + x + 1) (x^4 + x^2 + 1) \\
 & \equiv x^9 + x^7 + x^5 + x^5 + x^3 + x + x^4 + x^2 + 1 \\
 & \equiv x^9 + x^7 + x^4 + x^3 + x^2 + x + 1 \\
 & \equiv x \cdot x^8 + x^7 + x^4 + x^3 + x^2 + x + 1 \\
 & \equiv x(x^4 + x^3 + x + 1) + x^7 + x^4 + x^3 + x^2 + x + 1 \\
 & \equiv x^5 + x^4 + x^2 + x + x^7 + x^4 + x^3 + x^2 + x + 1 \\
 & \equiv x^7 + x^5 + x^3 + 1  \mod P(x)\\
\end{align*}

 ](data:image/png;base64,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)

In the binary notation this is 10101001.

The correct answer is: 10101001

### Question **9**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8rAwAI6AL0c268QAAAAABJRU5ErkJggg==)Flag question

#### Question text

Consider a stream cipher generated using a linear congruential generator used in Exercise 5 in Lab 8. That stream cipher is used to encrypt a text file. The encrypted file is attached here ([quiz.enc](https://wattlecourses.anu.edu.au/pluginfile.php/3749336/question/questiontext/4057142/9/25215275/quiz.enc?time=1633057257203)). We know that the first word in the original unencrypted file is 'COMP2700' (without the quotes). Use this information to decrypt the file quiz.enc, and you will find the (numerical) answer to this question. Provide that answer in the provided answer box below.

Answer:

Question 9

#### Feedback

The correct answer is: 462

Which of the following AES encryption mode(s) is/are possible to be parallelised in terms of implementation?

Question 1

Select one or more:

CFB

CTR

ECB

CBC

OFB

#### Feedback

Your answer is incorrect.

The correct answers are: ECB, CTR

### Question **2**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8TAwAI4gLxlR8mLAAAAABJRU5ErkJggg==)Flag question

#### Question text

If we are using AES in CTR mode to encrypt a file of size 232 bytes, how many bits we need to allocate to encode the counter, at a minimum, to ensure no counter is repeated?

Answer:

Question 2

#### Feedback

We know that the key stream generated from the CTR mode is done per block (16 bytes). So each counter value can generate one block (= 16 bytes) of key streams. To encrypt 2^32 bytes, we need 2^32/16 = 2^28 blocks of key streams to avoid a counter value being re-used.

The correct answer is: 28

### Question **3**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8LAwAI5gLzKCk9dQAAAABJRU5ErkJggg==)Flag question

#### Question text

In OFB mode, reusing the same key and IV to encrypt different messages can potentially compromise secrecy of the messages if the plaintext of one of the messages is known to the attacker.

Question 3

Select one:

True

False

#### Feedback

The correct answer is 'True'.

### Question **4**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//81AwAI1ALqk/F6RAAAAABJRU5ErkJggg==)Flag question

#### Question text

In CBC encryption mode, if the IV is not reused to encrypt different messages, then its value does not need to be kept secret in order to protect the secrecy of the encrypted message.

Question 4

Select one:

True

False

#### Feedback

The correct answer is 'True'.

### Question **5**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8qAwAIqALUnu0a/AAAAABJRU5ErkJggg==)Flag question

#### Question text

Which of the following statements are true of the ECB encryption mode? Select all applicable answers.

Question 5

Select one or more:

a.

When using ECB to encrypt a message of length greater than one block, each block can be encrypted independently of the other blocks.

b.

Choosing a random IV is important to ensure the security of ECB

c.

ECB ensures the integrity of the ciphertext, that is, it is not possible to modify the ciphertext that would decrypt to a meaningful message without knowing the encryption key.

d.

ECB may reveal a pattern in the underlying plaintext if the size of the plaintext is larger than the block size of the cipher.

e.

ECB mode does not require an IV.

#### Feedback

Your answer is correct.

The correct answers are: ECB may reveal a pattern in the underlying plaintext if the size of the plaintext is larger than the block size of the cipher., When using ECB to encrypt a message of length greater than one block, each block can be encrypted independently of the other blocks., ECB mode does not require an IV.

### Question **6**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8HAwAI7gL35vfCoAAAAABJRU5ErkJggg==)Flag question

#### Question text

Consider the following 12-byte input (represented as a HEX string, with spaces added for clarity):

01 aa b2 c2 01 cd e8 d9 ff 23 87 00

If this were to be passed on to AES for encryption, it needs to be padded. Suppose we use the PKCS#7 padding scheme. What would be the padded message?

Question 6

Answer

a.

01 aa b2 c2 01 cd e8 d9 ff 23 87 00 04 04 04 04

b.

01 aa b2 c2 01 cd e8 d9 ff 23 87 00 04

c.

01 aa b2 c2 01 cd e8 d9 ff 23 87 00 00 00 00 00

d.

01 aa b2 c2 01 cd e8 d9 ff 23 87 00 06 06 06 06

#### Feedback

Your answer is correct.

The correct answer is:

01 aa b2 c2 01 cd e8 d9 ff 23 87 00 04 04 04 04

Suppose H is a hash function with 512-bit output. If we are going to find a collision attack for H by brute force, how many hash values need to be randomly generated, on average, in order to have a 50% chance of finding a collision?

Question 1

Select one:

a.

![ 1.177 \times 2^{256}  ](data:image/png;base64,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)

b.

![ 1.177 \times 10^{128} ](data:image/png;base64,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)

c.

![ 1.177 \times 2^{512}  ](data:image/png;base64,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)

d.

256

e.

128

#### Feedback

Your answer is correct.

The correct answer is: ![ 1.177 \times 2^{256}  ](data:image/png;base64,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)

### Question **2**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//85AwAIzALmT9Ku0wAAAABJRU5ErkJggg==)Flag question

#### Question text

Consider the following construction of a MAC: the MAC of a message m under the key k is defined as follows:

MAC(m,k) = H(k || c || m)

where H is a hash function constructed using Merkle-Damgard construction, c is a block of 0's of length 128 bits, and || refers to the concatenation operator on bit strings.

This MAC construction is vulnerable to a forgery attack. That is, if the attacker learns the value of m and MAC(m,k), then the attacker will be able to construct a message m', distinct from m, and its MAC, without knowing the key k.

Question 2

Select one:

True

False

#### Feedback

True.

This MAC construction is essentially based on the secret prefix construction. Since H is based on Merkle-Damgard construction, the scheme is vulnerable to the message extension attack.

The correct answer is 'True'.

### Question **3**

Correct

Mark 2.00 out of 2.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8bAwAI6gL1r4796gAAAABJRU5ErkJggg==)Flag question

#### Question text

Any collision attack on a hash function H can be turned into a second-preimage attack on the same hash function H.

Question 3

Select one:

True

False

#### Feedback

The correct answer is 'False'.

### Question **4**

Correct

Mark 3.00 out of 3.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8VAwAI0gLpwchu0AAAAABJRU5ErkJggg==)Flag question

#### Question text

Consider the hash function ecbhash used in Exercise 3 of Lab 10. Suppose you have a message m obtained by concatenating 2 16-byte messages x and y. That is,

m = x || y

where || denotes the concatenation operator on bit strings.

Assume that x and y are distinct messages.

Which one of the following constructions will definitely produce a second pre-image of m?

Question 4

Select one:

a.

x || x || y

b.

x || x

c.

x || x || y || x

d.

y || y

e.

y || x || y

#### Feedback

Your answer is correct.

The correct answer is: x || x || y || x

### Question **5**

Incorrect

Mark 0.00 out of 3.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//86AwAIrALWEDRPwgAAAABJRU5ErkJggg==)Flag question

#### Question text

Consider the function cbcmac from Exercise 6 in Lab 10. Suppose you are given the following input string (written in Python notation):

m = b'CBCMAC is broken'

(which is exactly 16 bytes), and its MAC (represented as a HEX string), created using an unknown key:

fa72eea8123d57107ebfe1918bf7241c

Construct a two-block input that has the same MAC as m (under the same MAC key) using the CBC-MAC attack discussed in this lab. Write your answer as a HEX string.

Note that the IV value of cbcmac is hard-coded in cbcmac.py, i.e., it is fixed to the following value:

b'fedcba9876543210'

The attacker is assumed to know this value (since the algorithm is supposed to be public).

NOTE: *you need to provide your answer as a HEX string. If you use python scripts to create the input bytes (as shown in the lab 10 solution), make sure you convert the bytes to hex string, e.g., using the hex() function. For example, if the input you constructed is the bytes (in python notation) b'abc\x01', then its HEX string would be 61626301.*

Answer:

Question 5

#### Feedback

The correct answer is: 4342434d41432069732062726f6b656edf55c986311f4e413aa9b6d7d7ae7042

What is the value of ![ \Phi(70) ](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAC4AAAAUCAQAAABYUcd3AAABs0lEQVR4Xp1VC7HEIAyMhVqohVqohVo4C7VQC7VQC1iohbNwFvqWJYQAvc+8yVwnhGQhm4STS76LPGRqbe9FVhlU42eUrUjnPMuq2ihju0v75O0yyK6aM50QPbNyPUzf8AlOFtgWWGd893IA1ryih4G7h1XrLrPTgxyWY2AuT92b5HRRIR6V1EjLKk/ICq1OUYO5Unqob7EOOM5oRN6L6UukhiGJjnRz0lMCHr4Gpay4Jw+Sl/MNmeu0gx/OuFLimRbkcclDXY5yGy8ZUjSWekUrVnNM5mo3cZ/M5FmCXaBSh3APvlWs72AEQD34GZOipnteQFz2a8GdN0uOE67UgEbLgI91anG3sNVIacF98QluBTTwrfT7Lbh1BatTOqTmPILzplGZOBYTMtnLKPXgBCy3vapusXEzcF3MnNCmfOj81mLdxdVR9bmfgx1t7JY3E9q3Iu9TwGfrqxGt4R4PsqAbGwv78hPHHSueWSK4eyPhARqBEOqXk0NUh7aCINe7tAx5wJzPCgqqJ8/G/7P4h+t3SW9kZ24F93I98JuA7fbJfSdIuSHim+Rm7jbuBAz+62/uD6GUEgiUnUTKAAAAAElFTkSuQmCC) ?

Answer:

Question 1

#### Feedback

The correct answer is: 24

### Question **2**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8xAwAIxALidUN1FQAAAABJRU5ErkJggg==)Flag question

#### Question text

Which one of the following is a primitive element of the cyclic group ![ Z_{17}^* ](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABoAAAAVCAQAAADyFTaQAAABAUlEQVR4Xo2UARGDMAxFYwELs4AFLMwCFrCAhVrAAhawgAUsdD8lbZKWAZfb2oS+5C8po0hPRp8mIktHc2OdPAv/oJEOHOvF69lLuw17xGm9gpYMsBwgkj0p2LWqh1JeObZpXgoA0qeBUD4LY2TTvBznhKqjQMYNEOOkIDZ6v4KAHD7ntdktd/AFYiAgMQupBdaWl54KAm+qj3k7v3iYpql5AJiYDnwtN4U1oc0emc6aePjFMlTQQoNMxiDcDp2TQKiZKuI0pPMFiqXwiilFWkyKUkn880baUGvkIBYs0TsjD+0lemdkIH1BmmPeyELTCwi/YMYSytTmF1BtaLf8W/wAsc/Xah8/DNQAAAAASUVORK5CYII=) ?

Question 2

Select one:

a.

4

b.

2

c.

1

d.

5

#### Feedback

Your answer is correct.

The correct answer is: 5

### Question **3**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8mAwAIsALYQs7OawAAAABJRU5ErkJggg==)Flag question

#### Question text

Consider the following parameters for RSA: p=11, q=23, e=17. Compute the private key given these parameters.

Hint: You can use python to help you calculate multiplicative modular inverse. See Lab 8 guide for some examples.

Answer:

Question 3

#### Feedback

The correct answer is: 13

### Question **4**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8uAwAIuALceF8VrQAAAABJRU5ErkJggg==)Flag question

#### Question text

In RSA, two randomly generated prime numbers p and q are used to generate the modulus ![ n = p \times q  ](data:image/png;base64,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) and ![ \Phi(n ) ](data:image/png;base64,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).

The value of ![ \Phi(n ) ](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAACYAAAAUCAQAAABLhoeDAAABcElEQVR4Xo1UC7XDIAyNhVqoBSxgoRZmAQu1gIVZqIVZmIVa4N0ECOGz7Z172qaBhHxuoES/QQ9yo86sBtqKJK+dzoZps6cw6rr1jWKRjOoFlDO6rc9RNwLHSQhWddE1boM2kh91M2C72zQDvYEAaTebNnqPhivQwamyEHJ6OTJJV+uG0k81XINuPPCZciI1TcSZ6FG2POkwBi43CF/OoDsG1p4QR9LfUjO6a3JYNRXjrqIUZz4KB5kuo7aBDWdnLw5apLIm8sFsg1AigrmJTWgFVcqE0DQ3vJQ5Zrvnp2lwpI1MnGnB1dnZ+GadlbUaPVfW9p2dSSQsOHaGdwSUupOzS5MEB7qV7Kz8eJmAgaAod6eh0vmapCFRBI3MxsUEDNSwFZMkK4XE2mWBJ4AbcfcdkmT6jumcIrKj3Rcpk9aazsAxpjKorrkIOgbWcfqOfw561EH/BsT2+wpy0xX0CeiSlnmNSqZpYYU8SJ/Q2vAHmPOQaiqrs+8AAAAASUVORK5CYII=) can be made public without compromising the security of RSA.

Question 4

Select one:

True

False

#### Feedback

The correct answer is 'False'.

### Question **5**

Correct

Mark 1.00 out of 1.00

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAAEAAAABCAYAAAAfFcSJAAAADUlEQVR4XmP4//8BAwAIvgLf3C5x0AAAAABJRU5ErkJggg==)Flag question

#### Question text

In practice, when choosing the public exponent e for RSA, often a small number is chosen as the value for e. What is the main reason for this choice?

Question 5

Select one:

a.

To make sure that decryption with the private key can be performed efficiently.

b.

To guarantee that the decryption key will always be a prime number.

c.

To make it harder to compute the prime factors of the modulus used in RSA.

d.

To ensure that encryption with the public key can be performed efficiently.

#### Feedback

Your answer is correct.

The correct answer is: To ensure that encryption with the public key can be performed efficiently.