认证接口文档

1. 用户登录

**接口地址：/api/auth/login**

请求方式：POST

请求参数：

Email ，password

{

  "email": "user@example.com",

  "password": "password123"

}

响应参数：

success

user

message

**{**

**"success": true,**

**"user": {**

**"user\_id": 1,**

**"email": "user@example.com"**

**}**

**}**

响应示例(失败)：

{

  "success": false,

  "message": "邮箱或密码错误"

}

2. 用户注册

**接口地址：/api/auth/register**

请求方式：POST

请求参数：

{

  "email": "newuser@example.com",

  "password": "password123"

}

响应参数：

响应示例(成功)：7

{

**"success": true,**

**"user": {**

**"user\_id": 2,**

**"email": "newuser@example.com"**

**}**

**}**

响应示例(失败)：

{

  "success": false,

  "message": "该邮箱已被注册"

}

3. 接口实现说明

登录接口需要验证用户提供的邮箱和密码是否匹配

注册接口需要检查邮箱是否已被注册

密码应当在后端进行加密存储

登录成功后前端将用户ID存储在localStorage中，用于后续请求的身份识别