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**概要设计说明书**

# 1引言

## 1.1编写目的

为了加强网络通信安全，防止网络数据被第三方劫持。

## 1.2背景

1. 网络安全防护；
2. 提出者：2101所有组员；

开发者：2101组员；

用户：面向广大的上网用户；

计算机站：DO数据中心；

## 1.3定义

客户机：客户端浏览器插件；

服务器：处理用户客户端数据加密，解密的服务器；

VPS：虚拟网络计算机（云服务器）

Chrome内核：谷歌开源的浏览器内核

## 1.4参考资料

《代码大全》：出版社---电子工业 ISBN：978712120

《深入理解计算机系统》：出版社：机械工业出版社 ISBN：9787111321330

# 2总体设计

## 2.1需求规定

|  |  |  |  |
| --- | --- | --- | --- |
| 输入 | 输出 | 处理 | 返回 |
| 用户输入字符（请求） | 加密的级别 | 服务器处理用户请求 | 返回加密的文件数据包 |

## 2.2运行环境

本软件主要是建立在基于谷歌最新的chrome内核（canary版），因为调用其中某个借口的原因，所以在低于此版本的情况下会出现功能的异常，处理用户请求数据出错，从而引起网站不能被正常打开，或者排版出错！

## 2.3基本设计概念和处理流程

## 2.4结构

## 2.5功能器求与程序的关系

本条用一张如下的矩阵图说明各项功能需求的实现同各块程序的分配关系：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | 用户处理模块 | 加密发送模块 | 异常处理模块 | 解密数据模块 |
| 处理用户请求 | √ |  |  |  |
| 加密 |  | √ |  |  |
| 解密 |  |  |  | √ |
| 错误处理 |  |  | √ |  |
| 发送 |  | √ | √ |  |

## 2.6人工处理过程

人工处理仅仅对于服务器的修复，以及软件的更新，在出现错误的时候软件自动重启，并且提示用户重启浏览器，清除浏览器的换缓存！

## 2.7尚未问决的问题

尚未解决在基于https加密的网站上再次加密会出现部分网站排版异常，以及网站打开速度过慢问题。

# 3接口设计

## 3.1用户接口

用户发出网络请求的时候会对用户数据做出判断，以及对404,502等错误页面进行劫持，保证用户请求的合法性！

## 3.2外部接口

本软件需要chrome的最新内核，在本地建立浏览器代理，以及有广告拦截的功能，所占用的本地计算机数据端口为8081，服务器的端口为1007

## 3.3内部接口

本软件与服务器建立联系和数据请求的端口为1007，所以保持外网1007端口以及内网1080端口的通畅

# 4运行设计

## 4.1运行模块组合

用户浏览时将会触发软件的用户请求模块

用户请求模块再触发加密模块

加密后发送给服务器

服务器发送数据，根据数据包head，触发接收解密文件

## 4.2运行控制

用户浏览时将会让数据自动经过软件加密

加密后发送给服务器

服务器发送数据，根据数据包head，接收解密文件

最后将数据呈现给用户

## 4.3运行时间

数据加密将会占用0.1ms的时间

数据发送，服务器处理会占用2-3ms时间，具体与网速有关

客户端解密会占用1ms时间，具体与数据包大小有关

# 5系统数据结构设计

## 5.1逻辑结构设计要点

## 5.2物理结构设计要点

占用计算机的物理内存，会导致浏览器的内存占用变大！

## 5.3数据结构与程序的关系

说明各个数据结构与访问这些数据结构的形式:

用户发出请求与加密模块相关联

用户接收与解密相关联

# 6系统出错处理设计

## 6.1出错信息

|  |  |
| --- | --- |
| 404 | 源网站404错误 |
| 503 | 源网站503错误 |
| Error get | 服务器反向代理错误 |
| Error send | 服务器发送错误 |

。

## 6.2补救措施

服务器发生宕机会自动重启服务器

软件崩溃会提示用户重启浏览器

## 6.3系统维护设计

软件发生异常，会提示用户做出相应的处理，及时解决问题，并且会发送错误数据到网站工程师，及时处理！