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1. Which of the answer choices is a major type of vulnerability scan?

**A- credentialed\***

B- nmap

C- Scanning the network

D- ping

2. Penetration testing attempts to exploit \_\_\_\_\_\_\_\_\_\_\_\_\_\_ .

A- Users

B- Businesses

**C- Vulnerabilities\***

D- Databases

3. A Cybersecurity \_\_\_\_\_\_\_\_\_ is a series of documented processes used to define policies and procedures for implementing and managing security controls in an enterprise environment.

A - defense-plan

B – layout

**C - framework\***

D – portfolio

4. True or False? The first step in a penetration test is to scan the network.

A – True

**B- False\***

5. True or False? A vulnerability scan and penetration test are similar in some ways?

**A- True\***

B-False