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1. Write a note on Metasploit, and its role in security defense / ethical hacking, and black hat hacking

Metasploit is a great tool to use for Cyber security and ethical hacking. This tool is super easy to use. Also this tool can be used very quickly to exploit attacks on systems once the attackers get the information they need. The tool could also be very dangerous in the hands of someone with bad intent. The creators of this tool have instructions on their website of how to commit any type of attack. The website also has the instructions if you were to use it on a command line. This makes it really dangerous because black hat hackers have everything they need in order to use and learn this tool properly. But this tool can be used for both good and bad it all depends on who is actually using it. That is why you need to be very careful when you are using these tools.

1. Reflect on your experience in this lab *(Read “Writing Your Lab Reflection”, available in the Left Panel on BB Course Homepage).* *Minimum 150 words*

This lab was a lot of fun and a great experience. We used metasploit to conduct an attack on a windows 7 machine. The lab we used a payload in order to get into the victims computer. Its scary to think that its so easy for someone to get into your computer from opening one file. Once we were in the targets computer we can do a lot of damage. In this lab we not only go into the persons computer but we were able to download their files on our device. Also we changed a file making it say “I got you”. Then verified that on the windows 7 machine. The crazy part about this lab is if we did not take our time with it you can do it in 5 minutes. To me its insane that you can gain control over someones device that quickly. These labs are a lot of fun and I thoroughly enjoy every single one.
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