**NAME**: Yashwanth Sai Ambati **Contact**: +91 8686912674

**EMAIL**: [Yashwanthsai.a@gmail.com](mailto:surya19385@gmail.com) **Designation**: Information Security Analyst

**\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_**

**Professional Summary:**

I am looking forward to build a long-term challenging career with responsibility and scope, which totally utilizes my skills and able to develop my personality.

**Technology and Skills:**

Penetration Testing Web Application Security Testing Vulnerability Assessment

MS-Office, Windows, Linux

**Cyber Security Tools & Projects:**

Burp Suite Acunetix Nmap

Seqrite Endpoint Security

**Work Experience:**

**Organization**: Suwanee Technologies

**Designation:** Information Security Analyst

**Time Period:** 2018 April – Present

**Summary:** As part of my job, I have successfully completed all the tasks assigned to me also took initiative to work on various issues and resolved successfully. With a great desire to learn and a focused attitude, I was always been a quick learner in the team. Had an experience working on various kinds of issues.

**Organization**: Ivent IT Solutions Private Limited

**Designation:** Web Developer & Digital Marketing Analyst

**Time Period:** 2017 Jan– 2018 April (1Y 4M)

**Current Responsibilities:**

* Web Application Security Testing
* Mobile Application Security Testing
* Data Loss Prevention

**Certifications& Achievements:**

* + Certified Ethical Hacker

**Project Experience:**

**Worked in well reputed Organization Related to Banking Sector.**

**Summary**: Used Tools like Burpsuite, Acunetix and web application security techniques like Broken Authentication, XSS and SQL injection.

**Accomplishments:**

* + Good knowledge in Web Application Security Testing (automated and manual approach security Testing of Application, running on open source tools, Recommendation for patches, report generation)
  + Experience on both commercial and open source tools Burpsuite, Nmap, Nessus, Acunetix, OWASP ZAP.
  + Understanding of OWASP top 10 and mitigation techniques.
  + Information Gathering and Foot printing tools like Google Hacking & DNS Reconnaissance
  + Port Scanning, OS scanning, version scanning with Nmap.
  + Good Knowledge of LAN, WAN, MAN,SNMP,FTP,SNTP.
  + Basic knowledge of System Hacking on Windows and Linux Platforms.
  + Basic knowledge of Vulnerability Management and Assessment Process with NESSUS.
  + Good at Attack methods like Web Application Attacks including cross site scripting, SQL injection and Security misconfiguration.

**Personal Details:**

Father's Name : Kumara Swamy Ambati

Languages known : English.

Address : 7-1-329 , Warangal, TS

**Declaration**:

I do hereby declare that the particulars of information and facts stated herein above are true, correct and complete to the best of my knowledge and belief.

**Place:** Hyderabad

**Date:** **(Yashwanth Sai Ambati)**