![W:\Security Contract\ARTI\TECHNICAL EDITOR DOCS\Seal\seal-color-oig-logo.JPG](data:image/jpeg;base64,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)

Office of Inspector General

FedRAMP System Security Plan (SSP)  
Moderate Baseline

|  |
| --- |
| ***HHS OIG***  ***AWS Digital Services Platform***  ***Version 1*** |

***March 31, 2017***

Document Change Control Sheet

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Date** | **File Name** | **Initials** | **Status/Comments** | **Version** |
| 03/16/2017 | DSGSS SSP v0 2.docx | MB | Initial document preparation | 0.2 |
| 03/31/2017 | DSGSS SSP v1 0.docx | MB | Complete document for DSGSS | 1.0 |

***Note: Retain this table for document maintenance.***

**MB** – Michael R Brown

Prepared by:

| **Document Preparer and Cloud Service Provider** | | |
| --- | --- | --- |
|  | Organization Name | HHS OIG |
| Street Address | 330 Independence Ave SW |
| Suite/Room/Building | <Enter Suite/Room/Building> |
| City, State Zip | Washington, DC, 20201 |

**Table of Contents**

1 INFORMATION SYSTEM NAME/TITLE 13

2 Information System Categorization 13

2.1 Information Types 13

2.2 Security Objectives Categorization (FIPS 199) 15

2.3 E-Authentication Determination 16

3 Information System Owner 16

4 Authorizing Official 17

5 Other Designated Contacts 17

6 Assignment of Security Responsibility 19

7 Information System Operational Status 20

8 Information System Type 20

8.1 Cloud Service Models 20

8.2 Cloud Deployment Models 21

8.3 Leveraged Authorizations 21

9 General System Description 22

9.1 System Function or Purpose 22

9.2 Information System Components and Boundaries 22

9.2.1 AWS Components and Boundaries 23

9.2.2 DSGSS Components and Boundaries 24

9.3 Types of Users 24

9.4 Network Architecture 26

10 System Environment 28

10.1 Hardware Inventory 29

10.2 Software Inventory 29

10.3 Network Inventory 29

10.4 Data Flow 30

10.5 Ports, Protocols and Services 33

11 System Interconnections 34

12 Laws, Regulations, Standards, and Guidance 35

12.1 Applicable Laws and Regulations 35

12.2 APPLICABLE STANDARDS AND GUIDANCE 35

13 Minimum Security Controls 35

13.1 Access Control (AC) 45

AC-1 Access Control Policy and Procedures Requirements 45

AC-2 Account Management 47

AC-3 Access Enforcement 64

AC-4 Information Flow Enforcement 65

AC-5 Separation of Duties 67

AC-6 Least Privilege 68

AC-7 Unsuccessful Login Attempts 73

AC-8 System Use Notification 74

AC-10 Concurrent Session Control 78

AC-11 Session Lock 79

AC-12 Session Termination 81

AC-14 Permitted Actions without Identification or Authentication 82

AC-17 Remote Access 83

AC-18 Wireless Access 88

AC-19 Access Control for Mobile Devices 90

AC-20 Use of External Information Systems 92

AC-21 Information Sharing 95

AC-22 Publicly Accessible Content 96

13.2 Awareness and Training (AT) 98

AT-1 Security Awareness and Training Policy and Procedures 98

AT-2 Security Awareness 99

AT-3 Role-Based Security Training 102

AT-4 Security Training Records 103

13.3 Audit and Accountability (AU) 104

AU-1 Audit and Accountability Policy and Procedures 104

AU-2 Audit Events 105

AU-3 Content of Audit Records 108

AU-4 Audit Storage Capacity 110

AU-5 Response to Audit Processing Failures 111

AU-6 Audit Review, Analysis, and Reporting 112

AU-7 Audit Reduction and Report Generation 115

AU-8 Time Stamps 117

AU-9 Protection of Audit Information 121

AU-11 Audit Record Retention 124

AU-12 Audit Generation 125

13.4 Security Assessment and Authorization (CA) 126

CA-1 Security Assessment and Authorization Policy and Procedures 126

CA-2 Security Assessments 127

CA-3 System Interconnections 132

CA-5 Plan of Action and Milestones 136

CA-6 Security Authorization 137

CA-7 Continuous Monitoring 139

CA-8 Penetration Testing 144

CA-9 Internal System Connections 146

13.5 Configuration Management (CM) 147

CM-1 Configuration Management Policies and Procedures 147

CM-2 Baseline Configuration 148

CM-3 Configuration Change Control 153

CM-4 Security Impact Analysis 157

CM-5 Access Restrictions for Change 158

CM-6 Configuration Settings 161

CM-7 Least Functionality 164

CM-8 Information System Component Inventory 169

CM-9 Configuration Management Plan 174

CM-10 Software Usage Restrictions 175

CM-11 User-Installed Software 178

13.6 Contingency Planning (CP) 179

CP-1 Contingency Planning Policy and Procedures 179

CP-2 Contingency Plan 180

CP-3 Contingency Training 187

CP-4 Contingency Plan Testing 188

CP-6 Alternate Storage Site 190

CP-7 Alternate Processing Site 193

CP-8 Telecommunications Services 197

CP-9 Information System Backup 200

CP-10 Information System Recovery and Reconstitution 204

13.7 Identification and Authentication (IA) 206

IA-1 Identification and Authentication Policy and Procedures 206

IA-2 Identification and Authentication (Organizational Users) 207

IA-3 Device Identification and Authentication 214

IA-4 Identifier Management 215

IA-5 Authenticator Management 218

IA-6 Authenticator Feedback 233

IA-7 Cryptographic Module Authentication 234

IA-8 Identification and Authentication (Non-Organizational Users) 234

13.8 Incident Response (IR) 238

IR-1 Incident Response Policy and Procedures 238

IR-2 Incident Response Training 239

IR-3 Incident Response Testing 241

IR-4 Incident Handling 243

IR-5 Incident Monitoring 245

IR-6 Incident Reporting 246

IR-7 Incident Response Assistance 248

IR-8 Incident Response Plan 251

IR-9 Information Spillage Response 254

13.9 Maintenance (MA) 260

MA-1 System Maintenance Policy and Procedures 260

MA-2 Controlled Maintenance 262

MA-3 Maintenance Tools 263

MA-4 Nonlocal Maintenance 266

MA-5 Maintenance Personnel 268

MA-6 Timely Maintenance 270

13.10 Media Protection (MP) 271

MP-1 Media Protection Policy and Procedures 271

MP-2 Media Access 272

MP-3 Media Marking 273

MP-4 Media Storage 274

MP-5 Media Transport 275

MP-6 Media Sanitization 277

MP-7 Media Use 279

13.11 Physical and Environmental Protection (PE) 281

PE-1 Physical and Environmental Protection Policy and Procedures 281

PE-2 Physical Access Authorizations 282

PE-3 Physical Access Control 283

PE-4 Access Control for Transmission Medium 285

PE-5 Access Control for Output Devices 286

PE-6 Monitoring Physical Access 286

PE-8 Visitor Access Records 288

PE-9 Power Equipment and Cabling 289

PE-10 Emergency Shutoff 290

PE-11 Emergency Power 291

PE-12 Emergency Lighting 292

PE-13 Fire Protection 292

PE-14 Temperature and Humidity Controls 294

PE-15 Water Damage Protection 296

PE-16 Delivery and Removal 297

PE-17 Alternate Work Site 298

13.12 Planning (PL) 299

PL-1 Security Planning Policy and Procedures 299

PL-2 System Security Plan 300

PL-4 Rules of Behavior 303

PL-8 Information Security Architecture 306

13.13 Personnel Security (PS) 308

PS-1 Personnel Security Policy and Procedures 308

PS-2 Position Risk Designation 309

PS-3 Personnel Screening 310

PS-4 Personnel Termination 312

PS-5 Personnel Transfer 315

PS-6 Access Agreements 316

PS-7 Third-Party Personnel Security 318

PS-8 Personnel Sanctions 319

13.14 Risk Assessment (RA) 321

RA-1 Risk Assessment Policy and Procedures 321

RA-2 Security Categorization 322

RA-3 Risk Assessment 323

RA-5 Vulnerability Scanning 325

13.15 System and Services Acquisition (SA) 334

SA-1 System and Services Acquisition Policy and Procedures 334

SA-2 Allocation of Resources 335

SA-3 System Development Life Cycle 337

SA-4 Acquisition Process 339

SA-5 Information System Documentation 345

SA-8 Security Engineering Principles 348

SA-9 External Information System Services 348

SA-10 Developer Configuration Management 354

SA-11 Developer Security Testing and Evaluation 357

13.16 System and Communications Protection (SC) 362

SC-1 System and Communications Protection Policy and Procedures 362

SC-2 Application Partitioning 363

SC-4 Information in Shared Resources 364

SC-5 Denial of Service Protection 365

SC-6 Resource Availability 366

SC-7 Boundary Protection 367

SC-8 Transmission Confidentiality and Integrity 377

SC-10 Network Disconnect 379

SC-12 Cryptographic Key Establishment and Management 379

SC-13 Cryptographic Protection 382

SC-15 Collaborative Computing Devices 383

SC-17 Public Key Infrastructure Certificates 385

SC-18 Mobile Code 386

SC-19 Voice Over Internet Protocol 387

SC-20 Secure Name / Address Resolution Service (Authoritative Source) 388

SC-21 Secure Name / Address Resolution Service (Recursive or Caching Resolver) 389

SC-22 Architecture and Provisioning for Name / Address Resolution Service 390

SC-23 Session Authenticity 391

SC-28 Protection of Information at Rest 392

SC-39 Process Isolation 394

13.17 System and Information Integrity (SI) 394

SI-1 System and Information Integrity Policy and Procedures 395

SI-2 Flaw Remediation 396

SI-3 Malicious Code Protection 399

SI-4 Information System Monitoring 404

SI-5 Security Alerts, Advisories, and Directives 413

SI-6 Security Functionality Verification 414

SI-7 Software, Firmware, and Information Integrity 416

SI-8 Spam Protection 419

SI-10 Information Input Validation 421

SI-11 Error Handling 422

SI-12 Information Handling and Retention 423

SI-16 Memory Protection 424

14 Acronyms 426

15 Attachments 429

15.1 ATTACHMENT 1 - Information Security Policies and Procedures 430

15.2 ATTACHMENT 2 - User Guide 432

15.3 ATTACHMENT 3 – E-Authentication 433

15.4 ATTACHMENT 4 – PTA / PIA 434

15.5 ATTACHMENT 5 - Rules of Behavior 435

15.6 ATTACHMENT 6 – Information System Contingency Plan 436

15.7 ATTACHMENT 7 - Configuration Management Plan 437

15.8 ATTACHMENT 8 - Incident Response Plan 438

15.9 ATTACHMENT 9 - CIS Report and Worksheet 439

15.10 ATTACHMENT 10 - FIPS 199 440

15.11 ATTACHMENT 11 - Separation of Duties Matrix 441

15.12 ATTACHMENT 12 – FedRAMP Laws and Regulations 442

FedRAMP Applicable Laws 442

FedRAMP Applicable Standards and Guidance 445

15.13 ATTACHMENT 13 – FedRAMP Inventory Workbook 450

**List of Tables**

[Table 1‑1 Information System Name and Title 13](#_Toc468805119)

[Table 2‑1 Security Categorization 13](#_Toc468805120)

[Table 2‑2 Sensitivity Categorization of Information Types 15](#_Toc468805121)

[Table 2‑3 Security Impact Level 15](#_Toc468805122)

[Table 2‑4 Baseline Security Configuration 15](#_Toc468805123)

[Table 2‑5 E-Authentication Questions 16](#_Toc468805124)

[Table 2‑6 Authentication Level Determination 16](#_Toc468805125)

[Table 3‑1 Information System Owner 17](#_Toc468805126)

[Table 5‑1 Information System Management Point of Contact 18](#_Toc468805127)

[Table 5‑2 Information System Technical Point of Contact 18](#_Toc468805128)

[Table 6‑1 CSP Name Internal ISSO (or Equivalent) Point of Contact 19](#_Toc468805129)

[Table 6‑2 AO ISSO Point of Contact 20](#_Toc468805130)

[Table 7‑1 System Status 20](#_Toc468805131)

[Table 8‑1 Service Layers Represented in this SSP 21](#_Toc468805132)

[Table 8‑2 Cloud Deployment Model Represented in this SSP 21](#_Toc468805133)

[Table 8‑3 Leveraged Authorizations 22](#_Toc468805134)

[Table 9‑1 Personnel Roles and Privileges 24](#_Toc468805135)

[Table 10‑1 Ports, Protocols, and Services 33](#_Toc468805136)

[Table 11‑1 System Interconnections 34](#_Toc468805137)

[Table 12‑1 Information System Name Laws and Regulations 35](#_Toc468805138)

[Table 12‑2 Information System Name Standards and Guidance 35](#_Toc468805139)

[Table 13‑1 Summary of Required Security Controls 36](#_Toc468805140)

[Table 13‑2 Control Origination and Definitions 44](#_Toc468805141)

[Table 13‑3 CA-3 Authorized Connections 132](#_Toc468805142)

[Table 15‑1. Attachment File Naming Convention 430](#_Toc468805143)

[Table 15‑3 FedRAMP Laws and Regulations 442](#_Toc468805144)

[Table 15‑4 FedRAMP Applicable Standards and Guidance 446](#_Toc468805145)

**List of Figures**

[Figure 9‑1 Authorization Boundary Diagram 23](#_Toc468805307)

[Figure 9‑2 Network Diagram 26](#_Toc468805308)

[Figure 10‑1 Data Flow Diagram 30](#_Toc468805309)

System Security Plan Approvals

Cloud Service Provider Signatures

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | | | | |
| Name | <Enter Name> | | Date | <Select Date> |
| Title | <Enter Title> | | | |
| Cloud Service Provider | | CSP Name | | |
|  | | | | |
|  | | | | |
|  | | | | |
| Name | <Enter Name> | | Date | <Select Date> |
| Title | <Enter Title> | | | |
| Cloud Service Provider | | CSP Name | | |
|  | | | | |
|  | | | | |
|  | | | | |
| Name | <Enter Name> | | Date | <Select Date> |
| Title | <Enter Title> | | | |
| Cloud Service Provider | | CSP Name | | |
|  | |  | | |

# 1 INFORMATION SYSTEM NAME/TITLE

This System Security Plan provides an overview of the security requirements for the Digital Services General Support System (DSGSS) and describes the controls in place or planned for implementation to provide a level of security appropriate for the information to be transmitted, processed or stored by the system. Information security is vital to our critical infrastructure and its effective performance and protection is a key component of our national security program. Proper management of information technology systems is essential to ensure the confidentiality, integrity and availability of the data transmitted, processed or stored by the DSGSS information system.

The security safeguards implemented for the DSGSS system meet the policy and control requirements set forth in this System Security Plan. All systems are subject to monitoring consistent with applicable laws, regulations, agency policies, procedures and practices.

Table 1‑ Information System Name and Title

| **Unique Identifier** | **Information System Name** | **Title** |
| --- | --- | --- |
| 89BAB66B-FBEB-4790-9597-3EC495D7E14A | Digital Services General Support System | DSGSS |

# 2 Information System Categorization

The overall information system sensitivity categorization is recorded in Table 2‑1 Security Categorization that follows.

Table 2‑ Security Categorization

|  |  |
| --- | --- |
| System Sensitivity Level: | Moderate (M) |

## 2.1 Information Types

This section describes how the information types used by the information system are categorized for confidentiality, integrity, and availability sensitivity levels.

The following tables identify the information types that are input, stored, processed, and/or output from DSGSS. The selection of the information types is based on guidance provided by OMB Federal Enterprise Architecture Program Management Office Business Reference Model 2.0, and FIPS Pub 199, Standards for Security Categorization of Federal Information and Information Systems, which is based on NIST SP 800-60, Guide for Mapping Types of Information and Information Systems to Security Categories.

The tables also identify the security impact levels for confidentiality, integrity, and availability for each of the information types expressed as low, moderate, or high. The security impact levels are based on the potential impact definitions for each of the security objectives (i.e., confidentiality, integrity, and availability) discussed in NIST SP 800-60 and FIPS Pub 199.

The potential impact is low if:

* The loss of confidentiality, integrity, or availability could be expected to have a limited adverse effect on organizational operations, organizational assets, or individuals.
* A limited adverse effect means that, for example, the loss of confidentiality, integrity, or availability might: (i) cause a degradation in mission capability to an extent and duration that the organization is able to perform its primary functions, but the effectiveness of the functions is noticeably reduced; (ii) result in minor damage to organizational assets; (iii) result in minor financial loss; or (iv) result in minor harm to individuals.

The potential impact is moderate if:

* The loss of confidentiality, integrity, or availability could be expected to have a serious adverse effect on organizational operations, organizational assets, or individuals.
* A serious adverse effect means that, for example, the loss of confidentiality, integrity, or availability might: (i) cause a significant degradation in mission capability to an extent and duration that the organization is able to perform its primary functions, but the effectiveness of the functions is significantly reduced; (ii) result in significant damage to organizational assets; (iii) result in significant financial loss; or (iv) result in significant harm to individuals that does not involve loss of life or serious life threatening injuries.

The potential impact is high if:

* The loss of confidentiality, integrity, or availability could be expected to have a severe or catastrophic adverse effect on organizational operations, organizational assets, or individuals.
* A severe or catastrophic adverse effect means that, for example, the loss of confidentiality, integrity, or availability might: (i) cause a severe degradation in or loss of mission capability to an extent and duration that the organization is not able to perform one or more of its primary functions; (ii) result in major damage to organizational assets; (iii) result in major financial loss; or (iv) result in severe or catastrophic harm to individuals involving loss of life or serious life threatening injuries.

Table 2- Sensitivity Categorization of Information Types

| **Information Type**  **(Use only information types from NIST SP 800-60, Volumes I and II**  **as amended)** | **NIST 800-60 identifier for Associated Information Type** | **Confidentiality** | **Integrity** | **Availability** |
| --- | --- | --- | --- | --- |
| System Development | C.3.5.1 | Low (L) | Moderate (M) | Low (L) |
| System Maintenance | C.3.5.3 | Low (L) | Moderate (M) | Low (L) |
| IT Infrastructure | C.3.5.4 | Low (L) | Low (L) | Low (L) |

## 2.2 Security Objectives Categorization (FIPS 199)

Based on the information provided in Table 2-2 Sensitivity Categorization of Information Types, for the DSGSS, default to the high-water mark for the Information Types as identified in Table 2‑3 Security Impact Level below.

Table 2‑ Security Impact Level

| **Security Objective** | **Low, Moderate or High** |
| --- | --- |
| Confidentiality | Low (L) |
| Integrity | Moderate (M) |
| Availability | Low (L) |

Through review and analysis it has been determined that the baseline security categorization for the DSGSS system is listed in the Table 2‑4 Baseline Security Configuration that follows.

Table 2‑ Baseline Security Configuration

|  |  |
| --- | --- |
| **DSGSS Security Categorization** | Moderate (M) |

Using this categorization, in conjunction with the risk assessment and any unique security requirements, we have established the security controls for this system, as detailed in this SSP.

## 2.3 E-Authentication Determination

The information system E-Authentication determination is described in Table 2‑5 E-Authentication Questions that follows. Directions for attaching the E-Authentication document may be found in the following section: 15.3 ATTACHMENT 3 – E-Authentication .

Table 2‑ E-Authentication Questions

| **Select Response** | **E-Authentication Question** |
| --- | --- |
| No | Does the system require authentication via the Internet? |
| No | Is data being transmitted over the Internet via browsers? |
| No | Do users connect to the system from over the Internet? |

**Note:** Refer to OMB Memo M-04-04 E-Authentication Guidance for Federal Agencies for more information on E-Authentication.

The summary E-Authentication level is recorded in Table 2‑6 Authentication Level Determination that follows.

Table 2‑ Authentication Level Determination

| **E-Authentication Determination** | |
| --- | --- |
| **System Name** | Digital Services General Support System |
| **System Owner** | Evan Lee |
| **Assurance Level** | Low (L) |
| **Date Approved** | 3/31/2017 |

# 3 Information System Owner

The following individual is identified as the system owner or functional proponent/advocate for this system.

Table 3‑ Information System Owner

| **Information System Owner Information** | |
| --- | --- |
| **Name** | Evan Lee |
| **Title** | Chief Technical Officer |
| **Company / Organization** | HHS OIG |
| **Address** | 330 Independence Avenue SW |
| **Phone Number** | 202-302-6424 |
| **Email Address** | evan.lee@oig.hhs.gov |

# 4 Authorizing Official

The Authorizing Official (AO) or Designated Approving Authority (DAA) for this information system is the Agency ATO: Chris Chilbert, CIO, Chris.Chilbert@oig.hhs.gov

# 5 Other Designated Contacts

The following individual(s) identified below possess in-depth knowledge of this system and/or its functions and operation.

Table 5‑ Information System Management Point of Contact

| **Information System Management Point of Contact** | |
| --- | --- |
| **Name** | Evan Lee |
| **Title** | Chief Technical Officer |
| **Company / Organization** | HHS OIG |
| **Address** | 330 Independence Avenue SW |
| **Phone Number** | 202-302-6424 |
| **Email Address** | evan.lee@oig.hhs.gov |

Table 5‑ Information System Technical Point of Contact

| **Information System Technical Point of Contact** | |
| --- | --- |
| **Name** | Michael Brown |
| **Title** | Development Lead |
| **Company / Organization** | HHS OIG |
| **Address** | 330 Independence Avenue SW |
| **Phone Number** | 330-206-5711 |
| **Email Address** | michael.brown3@oig.hhs.gov |

| **Point of Contact** | |
| --- | --- |
| **Name** | <Enter Name> |
| **Title** | <Enter Title> |
| **Company / Organization** | <Enter Company/Organization>. |
| **Address** | <Enter Address, City, State and Zip> |
| **Phone Number** | <555-555-5555> |
| **Email Address** | <Enter email address> |

# 6 Assignment of Security Responsibility

The Information System Security Officers (ISSO), or their equivalent, identified below, have been appointed in writing and are deemed to have significant cyber and operational role responsibilities.

Table 6‑ CSP Name Internal ISSO (or Equivalent) Point of Contact

| **CSP Name Internal ISSO (or Equivalent) Point of Contact** | |
| --- | --- |
| **Name** | <Enter Name> |
| **Title** | <Enter Title> |
| **Company / Organization** | <Enter Company/Organization>. |
| **Address** | <Enter Address, City, State and Zip> |
| **Phone Number** | <555-555-5555> |
| **Email Address** | <Enter email address> |

Table 6‑ AO ISSO Point of Contact

|  |  |
| --- | --- |
| **AO ISSO Point of Contact** | |
| **Name** | **Kamran Khaliq** |
| **Title** | **ISSO** |
| **Organization** | **HHS OIG** |
| **Address** | **330 Independence Ave. SW** |
| **Phone Number** | **202-205-9207** |
| **Email Address** | **Kamran.khaliq@oig.hhs.gov** |

# 7 Information System Operational Status

The system is currently in the life-cycle phase shown in Table 7‑1 System Status that follows.

Table 7‑ System Status

| **System Status** | | |
| --- | --- | --- |
|  | Operational | The system is operating and in production. |
|  | Under Development | The system is being designed, developed, or implemented |
|  | Major Modification | The system is undergoing a major change, development, or transition. |

# 8 Information System Type

The DSGSS makes use of unique managed service provider architecture layer(s).

## 8.1 Cloud Service Models

The layers of the DSGSS defined in this SSP are indicated in Table 8‑1 Service Layers Represented in this SSP that follows.

Table 8‑ Service Layers Represented in this SSP

| Service Provider Architecture Layers | | |
| --- | --- | --- |
|  | Software as a Service (SaaS) | Major Application |
|  | Platform as a Service (PaaS) | Major Application |
|  | Infrastructure as a Service (IaaS) | General Support System |
|  | Other | Explain: |

Note: Refer to NIST SP 800-145 for information on cloud computing architecture models.

## 8.2 Cloud Deployment Models

Information systems are made up of different deployment models. The deployment models of the DSGSS that are defined in this SSP, and are not leveraged by any other FedRAMP Authorizations, are indicated in Table 8‑2 Cloud Deployment Model Represented in this SSP that follows.

Table 8‑ Cloud Deployment Model Represented in this SSP

| Service Provider Cloud Deployment Model | | |
| --- | --- | --- |
|  | Public | Cloud services and infrastructure supporting multiple organizations and agency clients |
|  | Private | Cloud services and infrastructure dedicated to a specific organization/agency and no other clients |
|  | Government Only Community | Cloud services and infrastructure shared by several organizations/agencies with same policy and compliance considerations |
|  | Hybrid | Explain: (e.g., cloud services and infrastructure that provides private cloud for secured applications and data where required and public cloud for other applications and data) |

## 8.3 Leveraged Authorizations

The DSGSS plans to leverage a pre-existing FedRAMP Authorization. FedRAMP Authorizations leveraged by this DSGSS are listed in

Table 8‑3 Leveraged Authorizations that follows.

Table 8‑ Leveraged Authorizations

| Leveraged Information System Name | Leveraged Service Provider Owner | Date Granted |
| --- | --- | --- |
| AWS US East West | Amazon Web Services | 5/1/2013 |
| 18F Cloud.gov | GSA | 1/24/2017 |

# 9 General System Description

This section includes a general description of the DSGSS.

## 9.1 System Function or Purpose

The Digital Services General Support System is a cloud IaaS platform built on Amazon Web Services, enabling the OIG to host various software services.

The DSGSS platform provides several core services necessary to maintain the platform, while utilizing Amazon’s built in services. For example, Bitbucket provides version control services necessary for deploying software on all VPCs. Ansible Tower, another core service, executes automated actions to create and maintain infrastructure in all VPCs.

Additionally, one internal software service is deployed in the Dev VPC as the pilot application for the platform: The OIG Dashboard for data driven decisions.

## 9.2 Information System Components and Boundaries

A detailed and explicit definition of the system authorization boundary diagram is represented in Figure 9‑1 Authorization Boundary Diagram below.

|  |
| --- |
|  |

Figure 9‑ Authorization Boundary Diagram

## 9.2.1 AWS Components and Boundaries

AWS software components include:

* **Identity and Access Management (IAM)** – access control for services and resources
* **Virtual Private Cloud (VPC)** – secure and segmented virtual networks
* **Elastic Compute Cloud (EC2)** – virtual machines (VMs)
* **Elastic Block Store (EBS)** – persistent block-level storage volumes
* **Relational Database Service (RDS)** – AWS operated databases as a service
* **Simple Storage Service (S3)** – secure and durable object-based storage

All underlying physical components and boundaries are managed by AWS. The security documentation for these systems is leveraged through the AWS US East West FedRAMP ATO package.

## 9.2.2 DSGSS Components and Boundaries

Using AWS components, DSGSS utilizes four VPC environments, two of which are within the *Production* authorization boundary:

* **DSGSS Core VPC** (in the production boundary) Contains core maintenance services utilized by all VPCs, including version control and automated infrastructure provisioning tools.
* **DSGSS Production VPC** (in the production boundary)
* **DSGSS Dev VPC**
* **DSGSS QA VPC**

## 9.3 Types of Users

All personnel have their status categorized with a sensitivity level in accordance with PS-2. Personnel (employees or contractors) of service providers are considered Internal Users. All other users are considered External Users. User privileges (authorization permission after authentication takes place) are described in Table 9‑1 Personnel Roles and Privileges that follows.

Table 9‑ Personnel Roles and Privileges

| Role | Internal or External | Privileged (P), Non-Privileged (NP), or No Logical Access (NLA) | Sensitivity Level | Authorized Privileges | Functions Performed |
| --- | --- | --- | --- | --- | --- |
| AWS System Administrator | Internal | P | Moderate | Full administrative access (root) to the AWS Management Console | Add/remove users and hardware, install and configure software, OS updates, patches and hotfixes, perform backups. |
| Application Developers | Internal | P | Moderate | Access to deploy and administer software services | Deploy and configure application software on AWS servers.  Write access to software code in version control.  Read and write access to sensitive software repositories in version control |
| Network Administrators | Internal | NLA | Limited | N/A | Configure VLANs outside the boundary for AWS Direct Connect access into the OIG network. |
| Looker Users | Internal | NP | Limited | Login to Looker web application | Visit Looker application. |
| HHS OIG User on OIG network | Internal | NP | Limited |  | Read only access to non-sensitive software repositories in version control |
| Authorizing Official | Internal | NLA | Limited |  | Accepts risk on behalf of the government.  Reviews and approves all compliance documentation before, during, and after P-ATO approval. |

There are currently 10 internal personnel and 0 external personnel. Within one year, it is anticipated that there will be 40 internal personnel and 0 external personnel.

## 9.4 Network Architecture

The logical network topology is shown in Figure 9‑2 Network Diagram mapping the data flow between components. The following Figure 9‑2 Network Diagram(s) provides a visual depiction of the system network components that constitute DSGSS.
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Figure 9‑ Network Diagram

When implementing a Direct Connect with AWS, where multiple Virtual Private Clouds (VPC) for internal organizations or customers are required, the Amazon recommended best practice is to implement Virtual Interfaces (VIFs) and associate those VIFs with Virtual Private Gateways (VGWs). On the internal corporate network, each VIFs is associated with a separate VLAN.

**The DSGSS Direct Connect Implementation**

All traffic initiated from the OIG will be NAT’d to the public range 158.70.20.0/24. As a result, OIG private IP space will not appear within AWS. VPC access controls permit 158.70.20.0/24.

OIG announces the default route to AWS. This will grant AWS resources access to the Internet via the OIG’s TIC compliant Internet connection. The OIG Firewall cluster will control all AWS initiated connections riding this default route.

Each VPC’s gateway must announce its respective subnet to OIG via its BGP peer across its dedicated private VIF. Inter-VPC traffic must be realized by VPC peering. This will ensure that OIG does not become a transit network.

**VPC Details**

Currently, there will be four VPCs configured in OIG’s AWS tenant. There will be four VLANs required on the OIG network to support this configuration. Based on best practices, all VPC connectivity will be configured the same way. Future VPCs will reuse same configurations. Future VLANs requests will follow standard HHS CCB request process. Below is a brief description of each VPC and their requirements.

**Core-VPC**

The Core-VPC will be used for code repository, all CI/CD, automation management, and other support and shared components/services. Core-VPC will be attached to a Virtual Private Gateway (VGW) and a Virtual Interface with an associated VLAN on the internal OIG network. This VPC will require internet access through the TIC.

**Dev-VPC**

The Dev-VPC will be used for application development, tool testing, and evaluation purposes. Dev-VPC will be attached to a Virtual Private Gateway (VGW) and a Virtual Interface with an associated VLAN on the internal OIG network. The Dev-VPC will connect to the Core-VPC via an AWS VPC Peering connection. Assets in the Dev-VPC also require internet access for patches and licensing communications, this will require outbound access through the TIC.

**QA-VPC**

The QA-VPC will be used for application development, tool testing, and evaluation purposes. QA-VPC will be attached to a Virtual Private Gateway (VGW) and a Virtual Interface with an associated VLAN on the internal OIG network. The QA-VPC will connect to the Core-VPC via an AWS VPC Peering connection. Assets in the QA-VPC also require internet access for patches and licensing communications, this will require outbound access through the TIC.

**Prod-VPC**

The Prod-VPC will be used for application development, tool testing, and evaluation purposes. Prod -VPC will be attached to a Virtual Private Gateway (VGW) and a Virtual Interface with an associated VLAN on the internal OIG network. The Prod -VPC will connect to the Core-VPC via an AWS VPC Peering connection. Assets in the Prod -VPC also require internet access for patches and licensing communications, this will require inbound-outbound access through the TIC.

**VPC to VPC access**

Because AWS does not allow transitive routing, VPC to VPC access has to be purposefully established via VPC Peering. Therefore, even though both Dev and the Prod VPCs are both VPC Peered with the Core-VPC, there is no access from the Dev to the Prod VPC.

# 10 System Environment

There are four system environments in AWS: Prod, Core, QA, and Dev. Each environment is encapsulated by a Virtual Private Cloud (VPC) in the US-East-1 AWS Region. Each VPC has a distinct and isolated address space, and each VPC has a dedicated VLAN on the OIG network for network communication. The CORE VPC also has a VPC Peering connection to the other three VLANs for performing deployment/configuration tasks.

None of the environments are permitted to connect directly to the Internet. Instead, connections originating from the VPC to the public internet are routed through the Direct Connect interface and then through the TIC.

A NAT service on the OIG on-premise network ensures that none of the environments are permitted to connect directly to interfaces in the OIG network. Instead, connections between the OIG on-premise network and the AWS network must originate from the former.

The VPCs leverage Amazon public services that are available through Amazon’s public virtual interface (VIF). These interfaces do not route any traffic through the public Internet.

## 10.1 Hardware Inventory

DSGSS is completely virtualized within the boundary of AWS. There are no hardware components within the scope or authorization boundary.

## 10.2 Software Inventory

Use the FedRAMP Inventory Workbook to list the principal software components for DSGSS.

## 10.3 Network Inventory

Use the FedRAMP Inventory Workbook to list the principal network devices and components for DSGSS.

## 10.4 Data Flow

The data flow in and out of the system boundaries is represented in Figure 10‑1 Data Flow Diagram below.
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Figure 1‑ Data Flow Diagram
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Figure 1‑2 Core Services Data Flow Diagram
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Figure 1‑3 Bastion Host SSH Data Flow Diagram

## 10.5 Ports, Protocols and Services

The Table 10‑1 Ports, Protocols, and Services below lists the ports, protocols, and services enabled in this information system.

Table 1‑ Ports, Protocols, and Services

| Ports (TCP/UDP) | Protocols | Services | Purpose | Used By |
| --- | --- | --- | --- | --- |
| 22 | TCP | Looker, Talend, Ansible Tower, Bitbucket, Bastion | Server configuration and maintenance | Ansible Tower, AWS Administrators, Developers |
| 80 | TCP | Looker, Talend, Ansible Tower, Bitbucket | Browser Interface | AWS Administrators, Data Integration Developers, HHS OIG Users |
| 443 | TCP | Looker (Prod), Talend (Prod), Ansible Tower, Bitbucket, AWS Management Console, AWS CLI, S3 | Browser interface | Talend, AWS Administrators, Data Integration Developers, HHS OIG Users |
| 9999 | TCP | Looker (Dev only) | Browser interface | HHS OIG Users |
| 5439 | TCP | Redshift | Database Interface | Talend, Looker, Data Integration Developers |
| 5432 | TCP | RDS PostgreSQL | Database Interface | Bitbucket |
| 3306 | TCP | RDS MySQL | Database Interface | Talend |

All web services will utilize port 443 for https/SSL encrypted traffic. Port 80 will be used to redirect users from http to https. Many services will utilize Nginx to reverse proxy 80 and 443 to the native application ports that are not exposed outside the virtual machine. Currently, some services in Dev have not yet implemented SSL support, as denoted by “Dev only”.

# 11 System Interconnections

The Table 11‑1 System Interconnections below is consistent with Table 0‑3 CA-3 Authorized Connections.

Table 11‑ System Interconnections

| SP IP Address and Interface | External Organization Name and IP Address of System | External Point of Contact and Phone Number | Connection Security (IPSec VPN, SSL, Certificates, Secure File Transfer etc.) | Data Direction  (incoming, outgoing, or both) | Information Being Transmitted | Port or Circuit Numbers |
| --- | --- | --- | --- | --- | --- | --- |
| On-Premise Direct Connect | HHS OIG | Hassen Sheikh  202-708-9773 | NAT | Incoming and outgoing | Internet Traffic, data transfers from OIG datacenter | All ports |

# 12 Laws, Regulations, Standards, and Guidance

A summary of FedRAMP Laws and Regulations is included in 15.12 ATTACHMENT 12 – FedRAMP Laws and Regulations.

## 12.1 Applicable Laws and Regulations

Table 12‑1 Information System Name Laws and Regulations includes additional laws and regulations specific to Information System Name.

Table 12‑ Information System Name Laws and Regulations

|  |  |  |  |
| --- | --- | --- | --- |
| Identification Number | Title | Date | Link |
| <Reference ID> | <Reference ID> | <Ref Date>. | <Reference ID> |
| <Reference ID> | <Reference ID> | <Ref Date>. | <Reference ID> |
| <Reference ID> | <Reference ID> | <Ref Date>. | <Reference ID> |

## 12.2 APPLICABLE STANDARDS AND GUIDANCE

Table 12‑2 Information System Name Standards and Guidance includes in this section any additional standards and guidance specific to Information System Name.

Table 12‑ Information System Name Standards and Guidance

|  |  |  |  |
| --- | --- | --- | --- |
| Identification Number | Title | Date | Link |
| <Reference ID> | <Reference ID> | <Ref Date>. | <Reference ID> |
| <Reference ID> | <Reference ID> | <Ref Date>. | <Reference ID> |
| <Reference ID> | <Reference ID> | <Ref Date>. | <Reference ID> |

# 13 Minimum Security Controls

Security controls must meet minimum-security control baseline requirements. Upon categorizing a system as Low, Moderate, or High sensitivity in accordance with FIPS 199, the corresponding security control baseline standards apply. Some of the control baselines have enhanced controls, which are indicated in parentheses.

Security controls that are representative of the sensitivity of DSGSS are described in the sections that follow. Security controls that are designated as “Not Selected” or “Withdrawn by NIST” are not described unless they have additional FedRAMP controls. Guidance on how to describe the implemented standard can be found in NIST 800-53, Rev 4. Control enhancements are marked in parenthesis in the sensitivity columns.

Systems that are categorized as FIPS 199 Low use the controls designated as Low, systems categorized as FIPS 199 Moderate use the controls designated as Moderate and systems categorized as FIPS 199 High use the controls designated as High. A summary of which security standards pertain to which sensitivity level is found in Table 13‑1 Summary of Required Security Controls that follows.

Table 13‑ Summary of Required Security Controls

| ID | Control Description |  | Sensitivity Level |  |
| --- | --- | --- | --- | --- |
| Low | Moderate | High |
| AC | Access Control |  |  |  |
| AC-1 | Access Control Policy and Procedures | AC-1 | AC-1 | AC-1 |
| AC-2 | Account Management | AC-2 | AC-2 (1) (2) (3) (4) (5) (7) (9) (10) (12) | AC-2 (1) (2) (3) (4) (5) (7) (9) (10) (11) (12) (13) |
| AC-3 | Access Enforcement | AC-3 | AC-3 | AC-3 |
| AC-4 | Information Flow Enforcement | Not Selected | AC-4 (21) | AC-4 (8) (21) |
| AC-5 | Separation of Duties | Not Selected | AC-5 | AC-5 |
| AC-6 | Least Privilege | Not Selected | AC-6 (1) (2) (5) (9) (10) | AC-6 (1) (2) (3) (5) (7) (8) (9) (10) |
| AC-7 | Unsuccessful Logon Attempts | AC-7 | AC-7 | AC-7 (2) |
| AC-8 | System Use Notification | AC-8 | AC-8 | AC-8 |
| AC-10 | Concurrent Session Control | Not Selected | AC-10 | AC-10 |
| AC-11 | Session Lock | Not Selected | AC-11 (1) | AC-11 (1) |
| AC-12 | Session Termination | Not Selected | AC-12 | AC-12 (1) |
| AC-14 | Permitted Actions Without Identification or Authentication | AC-14 | AC-14 | AC-14 |
| AC-17 | Remote Access | AC-17 | AC-17 (1) (2) (3) (4) (9) | AC-17 (1) (2) (3) (4) (9) |
| AC-18 | Wireless Access | AC-18 | AC-18 (1) | AC-18 (1) (3) (4) (5) |
| AC-19 | Access Control For Mobile Devices | AC-19 | AC-19 (5) | AC-19 (5) |
| AC-20 | Use of External Information Systems | AC-20 | AC-20 (1) (2) | AC-20 (1) (2) |
| AC-21 | Information Sharing | Not Selected | AC-21 | AC-21 |
| AC-22 | Publicly Accessible Content | AC-22 | AC-22 | AC-22 |
| AT | Awareness and Training |  |  |  |
| AT-1 | Security Awareness and Training Policy and Procedures | AT-1 | AT-1 | AT-1 |
| AT-2 | Security Awareness Training | AT-2 | AT-2 (2) | AT-2 (2) |
| AT-3 | Role-Based Security Training | AT-3 | AT-3 | AT-3 (3) (4) |
| AT-4 | Security Training Records | AT-4 | AT-4 | AT-4 |
| AU | Audit and Accountability |  |  |  |
| AU-1 | Audit and Accountability Policy and Procedures | AU-1 | AU-1 | AU-1 |
| AU-2 | Audit Events | AU-2 | AU-2 (3) | AU-2 (3) |
| AU-3 | Content of Audit Records | AU-3 | AU-3 (1) | AU-3 (1) (2) |
| AU-4 | Audit Storage Capacity | AU-4 | AU-4 | AU-4 |
| AU-5 | Response to Audit Processing Failures | AU-5 | AU-5 | AU-5 (1) (2) |
| AU-6 | Audit Review, Analysis and Reporting | AU-6 | AU-6 (1) (3) | AU-6 (1) (3) (4) (5) (6) (7) (10) |
| AU-7 | Audit Reduction and Report Generation | Not Selected | AU-7 (1) | AU-7 (1) |
| AU-8 | Time Stamps | AU-8 | AU-8 (1) | AU-8 (1) |
| AU-9 | Protection of Audit Information | AU-9 | AU-9 (2) (4) | AU-9 (2) (3) (4) |
| AU-10 | Non-repudiation | Not Selected | Not Selected | AU-10 |
| AU-11 | Audit Record Retention | AU-11 | AU-11 | AU-11 |
| AU-12 | Audit Generation | AU-12 | AU-12 | AU-12 (1) (3) |
| CA | Security Assessment and Authorization | |  |  |
| CA-1 | Security Assessment and Authorization Policies and Procedures | CA-1 | CA-1 | CA-1 |
| CA-2 | Security Assessments | CA-2 (1) | CA-2 (1) (2) (3) | CA-2 (1) (2) (3) |
| CA-3 | System Interconnections | CA-3 | CA-3 (3) (5) | CA-3 (3) (5) |
| CA-5 | Plan of Action and Milestones | CA-5 | CA-5 | CA-5 |
| CA-6 | Security Authorization | CA-6 | CA-6 | CA-6 |
| CA-7 | Continuous Monitoring | CA-7 | CA-7 (1) | CA-7 (1) (3) |
| CA-8 | Penetration Testing | Not Selected | CA-8 (1) | CA-8 (1) |
| CA-9 | Internal System Connections | CA-9 | CA-9 | CA-9 |
| CM | Configuration Management |  |  |  |
| CM-1 | Configuration Management Policy and Procedures | CM-1 | CM-1 | CM-1 |
| CM-2 | Baseline Configuration | CM-2 | CM-2 (1) (2) (3) (7) | CM-2 (1) (2) (3) (7) |
| CM-3 | Configuration Change Control | Not Selected | CM-3 | CM-3 (1) (2) (4) (6) |
| CM-4 | Security Impact Analysis | CM-4 | CM-4 | CM-4 (1) |
| CM-5 | Access Restrictions For Change | Not Selected | CM-5 (1) (3) (5) | CM-5 (1) (2) (3) (5) |
| CM-6 | Configuration Settings | CM-6 | CM-6 (1) | CM-6 (1) (2) |
| CM-7 | Least Functionality | CM-7 | CM-7 (1) (2) (5) | CM-7 (1) (2) (5) |
| CM-8 | Information System Component Inventory | CM-8 | CM-8 (1) (3) (5) | CM-8 (1) (2) (3) (4) (5) |
| CM-9 | Configuration Management Plan | Not Selected | CM-9 | CM-9 |
| CM-10 | Software Usage Restrictions | CM-10 | CM-10 (1) | CM-10 (1) |
| CM-11 | User-Installed Software | CM-11 | CM-11 | CM-11 (1) |
| CP | Contingency Planning |  |  |  |
| CP-1 | Contingency Planning Policy and Procedures | CP-1 | CP-1 | CP-1 |
| CP-2 | Contingency Plan | CP-2 | CP-2 (1) (2) (3) (8) | CP-2 (1) (2) (3) (4) (5) (8) |
| CP-3 | Contingency Training | CP-3 | CP-3 | CP-3 (1) |
| CP-4 | Contingency Plan Testing | CP-4 | CP-4 (1) | CP-4 (1) (2) |
| CP-6 | Alternate Storage Site | Not Selected | CP-6 (1) (3) | CP-6 (1) (2) (3) |
| CP-7 | Alternate Processing Site | Not Selected | CP-7 (1) (2) (3) | CP-7 (1) (2) (3) (4) |
| CP-8 | Telecommunications Services | Not Selected | CP-8 (1) (2) | CP-8 (1) (2) (3) (4) |
| CP-9 | Information System Backup | CP-9 | CP-9 (1) (3) | CP-9 (1) (2) (3) (5) |
| CP-10 | Information System Recovery and Reconstitution | CP-10 | CP-10 (2) | CP-10 (2) (4) |
| IA | Identification and Authentication |  |  |  |
| IA-1 | Identification and Authentication Policy and Procedures | IA-1 | IA-1 | IA-1 |
| IA-2 | Identification and Authentication (Organizational Users) | IA-2 (1) (12) | IA-2 (1) (2) (3) (5) (8) (11) (12) | IA-2 (1) (2) (3) (4) (5) (8) (9) (11) (12) |
| IA-3 | Device Identification and Authentication | Not Selected | IA-3 | IA-3 |
| IA-4 | Identifier Management | IA-4 | IA-4 (4) | IA-4 (4) |
| IA-5 | Authenticator Management | IA-5 (1) (11) | IA-5 (1) (2) (3) (4) (6) (7) (11) | IA-5 (1) (2) (3) (4) (6) (7) (8) (11) (13) |
| IA-6 | Authenticator Feedback | IA-6 | IA-6 | IA-6 |
| IA-7 | Cryptographic Module Authentication | IA-7 | IA-7 | IA-7 |
| IA-8 | Identification and Authentication (Non-Organizational Users) | IA-8 (1) (2) (3) (4) | IA-8 (1) (2) (3) (4) | IA-8 (1) (2) (3) (4) |
| IR | Incident Response |  |  |  |
| IR-1 | Incident Response Policy and Procedures | IR-1 | IR-1 | IR-1 |
| IR-2 | Incident Response Training | IR-2 | IR-2 | IR-2 (1) (2) |
| IR-3 | Incident Response Testing | Not Selected | IR-3 (2) | IR-3 (2) |
| IR-4 | Incident Handling | IR-4 | IR-4 (1) | IR-4 (1) (2) (3) (4) (6) (8) |
| IR-5 | Incident Monitoring | IR-5 | IR-5 | IR-5 (1) |
| IR-6 | Incident Reporting | IR-6 | IR-6 (1) | IR-6 (1) |
| IR-7 | Incident Response Assistance | IR-7 | IR-7 (1) (2) | IR-7 (1) (2) |
| IR-8 | Incident Response Plan | IR-8 | IR-8 | IR-8 |
| IR-9 | Information Spillage Response | Not Selected | IR-9 (1) (2) (3) (4) | IR-9 (1) (2) (3) (4) |
| MA | Maintenance |  |  |  |
| MA-1 | System Maintenance Policy and Procedures | MA-1 | MA-1 | MA-1 |
| MA-2 | Controlled Maintenance | MA-2 | MA-2 | MA-2 (2) |
| MA-3 | Maintenance Tools | Not Selected | MA-3 (1) (2) (3) | MA-3 (1) (2) (3) |
| MA-4 | Nonlocal Maintenance | MA-4 | MA-4 (2) | MA-4 (2) (3) (6) |
| MA-5 | Maintenance Personnel | MA-5 | MA-5 (1) | MA-5 (1) |
| MA-6 | Timely Maintenance | Not Selected | MA-6 | MA-6 |
| MP | Media Protection |  |  |  |
| MP-1 | Media Protection Policy and Procedures | MP-1 | MP-1 | MP-1 |
| MP-2 | Media Access | MP-2 | MP-2 | MP-2 |
| MP-3 | Media Marking | Not Selected | MP-3 | MP-3 |
| MP-4 | Media Storage | Not Selected | MP-4 | MP-4 |
| MP-5 | Media Transport | Not Selected | MP-5 (4) | MP-5 (4) |
| MP-6 | Media Sanitization | MP-6 | MP-6 (2) | MP-6 (1) (2) (3) |
| MP-7 | Media Use | MP-7 | MP-7 (1) | MP-7 (1) |
| PE | Physical and Environmental Protection | |  |  |
| PE-1 | Physical and Environmental Protection Policy and Procedures | PE-1 | PE-1 | PE-1 |
| PE-2 | Physical Access Authorizations | PE-2 | PE-2 | PE-2 |
| PE-3 | Physical Access Control | PE-3 | PE-3 | PE-3 (1) |
| PE-4 | Access Control For Transmission Medium | Not Selected | PE-4 | PE-4 |
| PE-5 | Access Control For Output Devices | Not Selected | PE-5 | PE-5 |
| PE-6 | Monitoring Physical Access | PE-6 | PE-6 (1) | PE-6 (1) (4) |
| PE-8 | Visitor Access Records | PE-8 | PE-8 | PE-8 (1) |
| PE-9 | Power Equipment and Cabling | Not Selected | PE-9 | PE-9 |
| PE-10 | Emergency Shutoff | Not Selected | PE-10 | PE-10 |
| PE-11 | Emergency Power | Not Selected | PE-11 | PE-11 (1) |
| PE-12 | Emergency Lighting | PE-12 | PE-12 | PE-12 |
| PE-13 | Fire Protection | PE-13 | PE-13 (2) (3) | PE-13 (1) (2) (3) |
| PE-14 | Temperature and Humidity Controls | PE-14 | PE-14 (2) | PE-14 (2) |
| PE-15 | Water Damage Protection | PE-15 | PE-15 | PE-15 (1) |
| PE-16 | Delivery and Removal | PE-16 | PE-16 | PE-16 |
| PE-17 | Alternate Work Site | Not Selected | PE-17 | PE-17 |
| PE-18 | Location of Information System Components | Not Selected | Not Selected | PE-18 |
| PL | Planning |  |  |  |
| PL-1 | Security Planning Policy and Procedures | PL-1 | PL-1 | PL-1 |
| PL-2 | System Security Plan | PL-2 | PL-2 (3) | PL-2 (3) |
| PL-4 | Rules of Behavior | PL-4 | PL-4 (1) | PL-4 (1) |
| PL-8 | Information Security Architecture | Not Selected | PL-8 | PL-8 |
| PS | Personnel Security |  |  |  |
| PS-1 | Personnel Security Policy and Procedures | PS-1 | PS-1 | PS-1 |
| PS-2 | Position Risk Designation | PS-2 | PS-2 | PS-2 |
| PS-3 | Personnel Screening | PS-3 | PS-3 (3) | PS-3 (3) |
| PS-4 | Personnel Termination | PS-4 | PS-4 | PS-4 (2) |
| PS-5 | Personnel Transfer | PS-5 | PS-5 | PS-5 |
| PS-6 | Access Agreements | PS-6 | PS-6 | PS-6 |
| PS-7 | Third-Party Personnel Security | PS-7 | PS-7 | PS-7 |
| PS-8 | Personnel Sanctions | PS-8 | PS-8 | PS-8 |
| RA | Risk Assessment |  |  |  |
| RA-1 | Risk Assessment Policy and Procedures | RA-1 | RA-1 | RA-1 |
| RA-2 | Security Categorization | RA-2 | RA-2 | RA-2 |
| RA-3 | Risk Assessment | RA-3 | RA-3 | RA-3 |
| RA-5 | Vulnerability Scanning | RA-5 | RA-5 (1) (2) (3) (5) (6) (8) | RA-5 (1) (2) (3) (4) (5) (6) (8) (10) |
| SA | System and Services Acquisition |  |  |  |
| SA-1 | System and Services Acquisition Policy and Procedures | SA-1 | SA-1 | SA-1 |
| SA-2 | Allocation of Resources | SA-2 | SA-2 | SA-2 |
| SA-3 | System Development Life Cycle | SA-3 | SA-3 | SA-3 |
| SA-4 | Acquisition Process | SA-4 (10) | SA-4 (1) (2) (8) (9) (10) | SA-4 (1) (2) (8) (9) (10) |
| SA-5 | Information System Documentation | SA-5 | SA-5 | SA-5 |
| SA-8 | Security Engineering Principles | Not Selected | SA-8 | SA-8 |
| SA-9 | External Information System Services | SA-9 | SA-9 (1) (2) (4) (5) | SA-9 (1) (2) (4) (5) |
| SA-10 | Developer Configuration Management | Not Selected | SA-10 (1) | SA-10 (1) |
| SA-11 | Developer Security Testing and Evaluation | Not Selected | SA-11 (1) (2) (8) | SA-11 (1) (2) (8) |
| SA-12 | Supply Chain Protection | Not Selected | Not Selected | SA-12 |
| SA-15 | Development Process, Standards and Tools | Not Selected | Not Selected | SA-15 |
| SA-16 | Developer-Provided Training | Not Selected | Not Selected | SA-16 |
| SA-17 | Developer Security Architecture and Design | Not Selected | Not Selected | SA-17 |
| SC | System and Communications Protection | |  |  |
| SC-1 | System and Communications Protection Policy and Procedures | SC-1 | SC-1 | SC-1 |
| SC-2 | Application Partitioning | Not Selected | SC-2 | SC-2 |
| SC-3 | Security Function Isolation | Not Selected | Not Selected | SC-3 |
| SC-4 | Information In Shared Resources | Not Selected | SC-4 | SC-4 |
| SC-5 | Denial of Service Protection | SC-5 | SC-5 | SC-5 |
| SC-6 | Resource Availability | Not Selected | SC-6 | SC-6 |
| SC-7 | Boundary Protection | SC-7 | SC-7 (3) (4) (5) (7) (8) (12) (13) (18) | SC-7 (3) (4) (5) (7) (8) (10) (12) (13) (18) (20) (21) |
| SC-8 | Transmission Confidentiality and Integrity | Not Selected | SC-8 (1) | SC-8 (1) |
| SC-10 | Network Disconnect | Not Selected | SC-10 | SC-10 |
| SC-12 | Cryptographic Key Establishment and Management | SC-12 | SC-12 (2) (3) | SC-12 (1) (2) (3) |
| SC-13 | Cryptographic Protection | SC-13 | SC-13 | SC-13 |
| SC-15 | Collaborative Computing Devices | SC-15 | SC-15 | SC-15 |
| SC-17 | Public Key Infrastructure Certificates | Not Selected | SC-17 | SC-17 |
| SC-18 | Mobile Code | Not Selected | SC-18 | SC-18 |
| SC-19 | Voice Over Internet Protocol | Not Selected | SC-19 | SC-19 |
| SC-20 | Secure Name / Address Resolution Service (Authoritative Source) | SC-20 | SC-20 | SC-20 |
| SC-21 | Secure Name / Address Resolution Service (Recursive or Caching Resolver) | SC-21 | SC-21 | SC-21 |
| SC-22 | Architecture and Provisioning for Name / Address Resolution Service | SC-22 | SC-22 | SC-22 |
| SC-23 | Session Authenticity | Not Selected | SC-23 | SC-23 (1) |
| SC-24 | Fail in Known State | Not Selected | Not Selected | SC-24 |
| SC-28 | Protection of Information At Rest | Not Selected | SC-28 (1) | SC-28 (1) |
| SC-39 | Process Isolation | SC-39 | SC-39 | SC-39 |
| SI | System and Information Integrity |  |  |  |
| SI-1 | System and Information Integrity Policy and Procedures | SI-1 | SI-1 | SI-1 |
| SI-2 | Flaw Remediation | SI-2 | SI-2 (2) (3) | SI-2 (1) (2) (3) |
| SI-3 | Malicious Code Protection | SI-3 | SI-3 (1) (2) (7) | SI-3 (1) (2) (7) |
| SI-4 | Information System Monitoring | SI-4 | SI-4 (1) (2) (4) (5) (14) (16) (23) | SI-4 (1) (2) (4) (5) (11) (14) (16) (18) (19) (20) (22) (23) (24) |
| SI-5 | Security Alerts, Advisories and Directives | SI-5 | SI-5 | SI-5 (1) |
| SI-6 | Security Function Verification | Not Selected | SI-6 | SI-6 |
| SI-7 | Software, Firmware and Information Integrity | Not Selected | SI-7 (1) (7) | SI-7 (1) (2) (5) (7) (14) |
| SI-8 | Spam Protection | Not Selected | SI-8 (1) (2) | SI-8 (1) (2) |
| SI-10 | Information Input Validation | Not Selected | SI-10 | SI-10 |
| SI-11 | Error Handling | Not Selected | SI-11 | SI-11 |
| SI-12 | Information Handling and Retention | SI-12 | SI-12 | SI-12 |
| SI-16 | Memory Protection | Not Selected | SI-16 | SI-16 |

Note: The -1 Controls (AC-1, AU-1, SC-1 etc.) cannot be inherited and must be provided in some way by the service provider.

The definitions in Table 13‑2 Control Origination and Definitions indicate where each security control originates.

Table 13‑ Control Origination and Definitions

| Control Origination | Definition | Example |
| --- | --- | --- |
| Service Provider Corporate | A control that originates from the CSP Name corporate network. | DNS from the corporate network provides address resolution services for the information system and the service offering. |
| Service Provider System Specific | A control specific to a particular system at the CSP Name and the control is not part of the standard corporate controls. | A unique host based intrusion detection system (HIDs) is available on the service offering platform but is not available on the corporate network. |
| Service Provider Hybrid | A control that makes use of both corporate controls and additional controls specific to a particular system at the CSP Name. | There are scans of the corporate network infrastructure; scans of databases and web-based application are system specific. |
| Configured by Customer | A control where the customer needs to apply a configuration in order to meet the control requirement. | User profiles, policy/audit configurations, enabling/disabling key switches (e.g., enable/disable http or https etc.), entering an IP range specific to their organization are configurable by the customer. |
| Provided by Customer | A control where the customer needs to provide additional hardware or software in order to meet the control requirement. | The customer provides a SAML SSO solution to implement two-factor authentication. |
| Shared | A control that is managed and implemented partially by the CSP Name and partially by the customer. | Security awareness training must be conducted by both the CSP Name and the customer. |
| Inherited from pre-existing FedRAMP Authorization | A control that is inherited from another CSP Name system that has already received a FedRAMP Authorization. | A PaaS or SaaS provider inherits PE controls from an IaaS provider. |

Responsible Role indicates the role of CSP employee who can best respond to questions about the particular control that is described.

## Access Control (AC)

### AC-1 Access Control Policy and Procedures Requirements

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. An access control policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the access control policy and associated access controls; and
2. Reviews and updates the current:
   1. Access control policy [FedRAMP Assignment: at least annually]; and
   2. Access control procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| AC-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-1(a): [TBD by Customer] | |
| Parameter AC-1(b)(1): [TBD by Customer] | |
| Parameter AC-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| AC-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for developing policies and procedures that apply specifically to the application]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b1 | Application  *[AWS customers are responsible for developing policies and procedures that apply specifically to the application]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b2 | Application  *[AWS customers are responsible for developing policies and procedures that apply specifically to the application]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-2 Account Management

The organization:

1. Identifies and selects the following types of information system accounts to support organizational missions/business functions: [Assignment: organization-defined information system account types];
2. Assigns account managers for information system accounts;
3. Establishes conditions for group and role membership;
4. Specifies authorized users of the information system, group and role membership, and access authorizations (i.e., privileges) and other attributes (as required) for each account;
5. Requires approvals by [Assignment: organization-defined personnel or roles] for requests to create information system accounts;
6. Creates, enables, modifies, disables, and removes information system accounts in accordance with [Assignment: organization-defined procedures or conditions];
7. Monitors the use of information system accounts;
8. Notifies account managers:
   1. When accounts are no longer required;
   2. When users are terminated or transferred; and
   3. When individual information system usage or need-to-know changes;
9. Authorizes access to the information system based on:
   1. A valid access authorization;
   2. Intended system usage; and
   3. Other attributes as required by the organization or associated missions/business functions;
10. Reviews accounts for compliance with account management requirements [FedRAMP Assignment: monthly for privileged accessed, every six (6) months for non-privileged access]; and
11. Establishes a process for reissuing shared/group account credentials (if deployed) when individuals are removed from the group.

| AC-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(a): [TBD by Customer] | |
| Parameter AC-2(e): [TBD by Customer] | |
| Parameter AC-2(f): [TBD by Customer] | |
| Parameter AC-2(j): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization (Refer to Table 8-3) | |

| AC-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the AWS administrators. Through the AWS Management console and API Endpoints AWS will provide the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part h | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part i | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part j | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part k | Application  [*AWS customers are responsible for account management within their AWS application. AWS customers are responsible for properly using IAM in order to create user accounts within their AWS account, as well as properly enforcing accounts within their EC2 instances, as well as any applications they install on EC2.*  *AWS customers should review the IAM best practices website and implement them within their account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html]  Infrastructure  [AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (1) Control Enhancement

The organization employs automated mechanisms to support the management of information system accounts.

| AC-2(1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly implementing the use of IAM within their account, as well as for federating identity with their on-premise LDAP/AD if required by their access control policy: https://aws.amazon.com/iam/details/manage-federation/]*  Infrastructure  *[AWS is responsible for account management of the internal users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS will provide the means for a customer to manage their top-level AWS account and IAM users. ]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (2) Control Enhancement

The information system automatically [FedRAMP Selection: disables] temporary and emergency accounts after [FedRAMP Assignment: 24 hours from last use].

| AC-2 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(2)1: [TBD by Customer] | |
| Parameter AC-2(2)2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (2) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly managing any temporary or emergency accounts within their AWS application.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (3) Control Enhancement

The information system automatically disables inactive accounts after [FedRAMP Assignment: thirty-five (35) days for user accounts].

AC-2 (3) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines the time period for non-user accounts (e.g., accounts associated with devices). The time periods are approved and accepted by the JAB/AO. Where user management is a function of the service, reports of activity of consumer users shall be made available.

|  |  |
| --- | --- |
| AC-2 (3) | Control Enhancement Summary Information |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (3) What is the solution and how is it implemented |
| --- |
| Application  *[AWS customers can enforce lockout due to inactivity for their IAM accounts by requiring users to change their password after a period determined by their access control policy, or through the use of federation to enforce the policy using their existing directory services (LDAP) policies.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (4) Control Enhancement

The information system automatically audits account creation, modification, enabling, disabling, and removal actions, and notifies [FedRAMP Assignment: organization and/or service provider system owner].

| AC-2 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(4): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (4) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for auditing the creation of new IAM accounts.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints, AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (5) Control Enhancement

The organization requires that users log out when [FedRAMP Assignment: inactivity is anticipated to exceed fifteen (15) minutes].

AC-2 (5) Additional FedRAMP Requirements and Guidance:

Guidance: Should use a shorter timeframe than AC-12

| AC-2 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(5): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (5) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for enforcing their organization’s inactivity policy within their AWS workloads.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (7) Control Enhancement

The organization:

1. Establishes and administers privileged user accounts in accordance with a role-based access scheme that organizes allowed information system access and privileges into roles;
2. Monitors privileged role assignments; and
3. Takes [FedRAMP Assignment: disables//revokes access within an organization-specified timeframe] when privileged role assignments are no longer appropriate.

| AC-2 (7) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(7)(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (7) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for managing their privileged accounts in accordance with their internal policies, to include host root accounts and all privileged IAM users for their account.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for managing their privileged accounts in accordance with their internal policies, to include host root accounts and all privileged IAM users for their account.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[AWS customers are responsible for managing their privileged accounts in accordance with their internal policies, to include host root accounts and all privileged IAM users for their account.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (9) Control Enhancement

The organization only permits the use of shared/group accounts that meet [FedRAMP Assignment: organization-defined need with justification statement that explains why such accounts are necessary].

AC-2 (9) Additional FedRAMP Requirements and Guidance: Required if shared/group accounts are deployed.

| AC-2 (9) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(9): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (9) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing and managing all group and/or shared accounts in accordance with their organizations access control policy.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (10) Control Enhancement

The information system terminates shared/group account credentials when members leave the group.

AC-2 (10) Additional FedRAMP Requirements and Guidance: Required if shared/group accounts are deployed.

| AC-2 (10) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (10) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing their AWS application’s accounts in accordance with their organizations access control policy.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (11) Control Enhancement

The information system enforces [Assignment: organization-defined circumstances and/or usage conditions] for [Assignment: organization-defined information system accounts].

| AC-2 (11) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2 (11)-1: [TBD by Customer] | |
| Parameter AC-2 (11)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (11) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing their AWS application’s and IAM accounts in accordance with their organizations access control policy.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-2 (12) Control Enhancement

The organization:

1. Monitors information system accounts for [Assignment: organization-defined atypical use]; and
2. Reports atypical usage of information system accounts to [FedRAMP Assignment: at a minimum, the ISSO and/or similar role within the organization].

AC-2 (12) (a) and AC-2 (12) (b) Additional FedRAMP Requirements and Guidance: Required for privileged accounts.

| AC-2 (12) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-2(12)(a): [TBD by Customer] | |
| Parameter AC-2(12)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-2 (12) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for implementing auditing capability that provides monitoring to detect atypical usage of their account.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for implementing auditing capability that provides monitoring to detect atypical usage of their account.]*  Infrastructure  *[AWS is responsible for account management of the internal AWS users of the AWS infrastructure. Through the AWS Management console and API Endpoints AWS provides the means for a customer to manage their top-level AWS account and IAM users.]*  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-3 Access Enforcement

The information system enforces approved authorizations for logical access to information and system resources in accordance with applicable access control policies.

| AC-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-3 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for establishing a process for approving logical access to their AWS application’s and the IAM management console, ensuring that the process is performed in accordance with the customer’s access control policy and the authorizations granted to the system users are approved as required.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-4 Information Flow Enforcement

The information system enforces approved authorizations for controlling the flow of information within the system and between interconnected systems based on [Assignment: organization-defined information flow control policies].

| AC-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-4: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-4 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for establishing and enforcing information flow control for their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-4 (21) Control Enhancement

The information system separates information flows logically or physically using [Assignment: organization-defined mechanisms and/or techniques] to accomplish [Assignment: organization-defined required separations by types of information].

| AC-4 (21) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-4(21)-1: [TBD by Customer] | |
| Parameter AC-4(21)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-4 (21) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for establishing and enforcing information flow control for their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-5 Separation of Duties

The organization:

1. Separates [Assignment: organization-defined duties of individuals];
2. Documents separation of duties of individuals; and
3. Defines information system access authorizations to support separation of duties.

AC-5 Additional FedRAMP Requirements and Guidance:

Guidance: CSPs have the option to provide a separation of duties matrix as an attachment to the SSP. Directions for attaching the Separation of Duties Matrix document may be found in Section 0 15.11 ATTACHMENT 11 - Separation of Duties Matrix.

| AC-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-5(a): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for properly configuring their AWS application’s and IAM accounts permissions as it relates to the application and guest operating system in order to enforce separation of duties within their AWS account and application.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for documenting the separation of duties as it relates to the application, guest operating systems and IAM accounts.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[AWS customers are responsible for properly defining the access authorizations to support the separation of duties as it relates to the application, guest operating systems and IAM accounts.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-6 Least Privilege

The organization employs the principle of least privilege, allowing only authorized accesses for users (or processes acting on behalf of users) which are necessary to accomplish assigned tasks in accordance with organizational missions and business functions.

| AC-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-6 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly configuring IAM accounts and user permissions within their application and guest operating system in order to enforce least privilege].*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-6 (1) Control Enhancement

The organization explicitly authorizes access to [FedRAMP Assignment: all functions not publicly accessible and all security-relevant information not publicly available].

| AC-6 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-6(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-6 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly configuring their AWS IAM accounts and their application and guest operating system to restrict access to all security-relevant functions and information].*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-6 (2) Control Enhancement

The organization requires that users of information system accounts, or roles, with access to [FedRAMP Assignment: all security functions], use non-privileged accounts or roles, when accessing non-security functions.

AC-6 (2) Additional FedRAMP Requirements and Guidance: Examples of security functions include but are not limited to: establishing system accounts, configuring access authorizations (i.e., permissions, privileges), setting events to be audited, and setting intrusion detection parameters, system programming, system and security administration, other privileged functions.

| AC-6 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-6(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-6 (2) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for creating non-privileged accounts as it relates to their application and guest operating system for accessing non-security functions.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC 6 (5) Control Enhancement

The organization restricts privileged accounts on the information system to [Assignment: organization-defined personnel or roles].

| AC-6 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-6 (5): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-6 (5) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for authorizing and documenting the users or roles as it relates to their application, guest operating system and with privileged access to their AWS account.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-6 (9) Control Enhancement

The information system audits the execution of privileged functions.

| AC-6 (9) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-6 (9) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly auditing the execution of privileged functions within their account as it relates to their IAM accounts, application and guest operating system.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-6 (10) Control Enhancement

The information system prevents non-privileged users from executing privileged functions to include disabling, circumventing, or altering implemented security safeguards/countermeasures.

| AC-6 (10) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-6 (10) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for configuring IAM, application and guest operating system accounts to restrict non-privileged users from altering security safeguards.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-7 Unsuccessful Login Attempts

The organization:

1. Enforces a limit of [FedRAMP Assignment: not more than three (3)] consecutive invalid logon attempts by a user during a [FedRAMP Assignment: fifteen (15) minutes]; and
2. Automatically [Selection: locks the account/node for a [FedRAMP Assignment: minimum of three (3) hours or until unlocked by an administrator]; delays next logon prompt according to [Assignment: organization-defined delay algorithm]] when the maximum number of unsuccessful attempts is exceeded.

| AC-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-7(a)-1: [TBD by Customer] | |
| Parameter AC-7(a)-2: [TBD by Customer] | |
| Parameter AC-7(b)-1: [TBD by Customer] | |
| Parameter AC-7(b)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-7 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for implementing account lockout. They need to consider both IAM accounts as well as accounts associated with their workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for implementing account lockout. They need to consider both IAM accounts as well as accounts associated with their workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-8 System Use Notification

The information system:

1. Displays to users [Assignment: organization-defined system use notification message or banner (FedRAMP Assignment: see additional Requirements and Guidance)] before granting access to the system that provides privacy and security notices consistent with applicable federal laws, Executive Orders, directives, policies, regulations, standards, and guidance and states that:
   1. Users are accessing a U.S. Government information system;
   2. Information system usage may be monitored, recorded, and subject to audit;
   3. Unauthorized use of the information system is prohibited and subject to criminal and civil penalties; and
   4. Use of the information system indicates consent to monitoring and recording;
2. Retains the notification message or banner on the screen until users acknowledge the usage conditions and take explicit actions to log on to or further access the information system; and
3. For publicly accessible systems:
   1. Displays system use information [Assignment: organization-defined conditions (FedRAMP Assignment: see additional Requirements and Guidance)], before granting further access;
   2. Displays references, if any, to monitoring, recording, or auditing that are consistent with privacy accommodations for such systems that generally prohibit those activities; and
   3. Includes a description of the authorized uses of the system.

AC-8 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider shall determine elements of the cloud environment that require the System Use Notification control. The elements of the cloud environment that require System Use Notification are approved and accepted by the JAB/AO.

Requirement: The service provider shall determine how System Use Notification is going to be verified and provide appropriate periodicity of the check. The System Use Notification verification and periodicity are approved and accepted by the JAB/AO.

Guidance: If performed as part of a Configuration Baseline check, then the % of items requiring setting that are checked and that pass (or fail) check can be provided.

Requirement: If not performed as part of a Configuration Baseline check, then there must be documented agreement on how to provide results of verification and the necessary periodicity of the verification by the service provider. The documented agreement on how to provide verification of the results are approved and accepted by the JAB/AO.

| AC-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-8(a): [TBD by Customer] | |
| Parameter AC-8(c)-1: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for displaying a system use notification or banner before granting access within their hosted systems/applications.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for ensuring a system use notification or banner is acknowledged before granting access within their hosted systems/applications.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[AWS customers are responsible for displaying a system use notification or banner before granting access within their hosted systems/applications that are publicly accessible.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

Additional FedRAMP Requirements and Guidance

Requirement 1: The service provider shall determine elements of the cloud environment that require the System Use Notification control. The elements of the cloud environment that require System Use Notification are approved and accepted by the JAB/AO.

Requirement 2: The service provider shall determine how System Use Notification is going to be verified and provide appropriate periodicity of the check. The System Use Notification verification and periodicity are approved and accepted by the JAB/AO. If performed as part of a Configuration Baseline check, then the % of items requiring setting that are checked and that pass (or fail) check can be provided.

Requirement 3: If not performed as part of a Configuration Baseline check, then there must be documented agreement on how to provide results of verification and the necessary periodicity of the verification by the service provider. The documented agreement on how to provide verification of the results are approved and accepted by the JAB/AO.

| AC-8 Req. | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-8 What is the solution and how is it implemented? | |
| --- | --- |
| Req. 1 | Application  *[AWS customers are responsible for determining which elements of their hosted systems/applications require a system use notification or banner.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Req. 2 | Application  *[AWS customers are responsible for determining how a system use notification or banner within their hosted systems/applications will be verified.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Req. 3 | Application  *[AWS customers are responsible for having a documented agreement to provide results of verification among the system use notification or banner.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-10 Concurrent Session Control

The information system limits the number of concurrent sessions for each [Assignment: organization-defined account and/or account type] to [FedRAMP Assignment: three (3) sessions for privileged access and two (2) sessions for non-privileged access].

| AC-10 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-10-1: [TBD by Customer] | |
| Parameter AC-10-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-10 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for limiting concurrent sessions to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-11 Session Lock

The information system:

1. Prevents further access to the system by initiating a session lock after [FedRAMP Assignment: fifteen (15) minutes] of inactivity or upon receiving a request from a user; and
2. Retains the session lock until the user reestablishes access using established identification and authentication procedures.

| AC-11 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-11(a): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-11 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for enabling session lock on their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for configuring appropriate session lock controls for their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-11 (1) Control Enhancement

The information system conceals, via the session lock, information previously visible on the display with a publicly viewable image.

| AC-11 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-11 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers must ensure session lock mechanisms, when activated on a device with a display screen, places a publicly viewable pattern onto the associated display, hiding what was previously visible on the screen.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-12 Session Termination

The information system automatically terminates a user session after [Assignment: organization-defined conditions or trigger events requiring session disconnect].

| AC-12 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-12: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-12 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for configuring access to their IAM account and AWS application to terminate due to a defined period of inactivity.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-14 Permitted Actions without Identification or Authentication

The organization:

1. Identifies [Assignment: organization-defined user actions] that can be performed on the information system without identification or authentication consistent with organizational missions/business functions; and
2. Documents and provides supporting rationale in the security plan for the information system, user actions not requiring identification or authentication.

| AC-14 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-14(a): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-14 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for identifying, authorizing and documenting the actions that are allowed without identity and authentication within their AWS account and workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for identifying, authorizing and documenting the actions that are allowed without identity and authentication within their AWS account and workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-17 Remote Access

The organization:

1. Establishes and documents usage restrictions, configuration/connection requirements, and implementation guidance for each type of remote access allowed; and
2. Authorizes remote access to the information system prior to allowing such connections.

| AC-17 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-17 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for documenting and implementing remote access methods to their workloads deployed on AWS infrastructure*.*]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for authorizing remote access to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-17 (1) Control Enhancement

The information system monitors and controls remote access methods.

| AC-17 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-17 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for monitoring remote access to their AWS account and their workloads deployed on AWS.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-17 (2) Control Enhancement

The information system implements cryptographic mechanisms to protect the confidentiality and integrity of remote access sessions.

| AC-17 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-17 (2) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for using encryption when remotely accessing their AWS account and application, to include ensuring they are making use of API endpoints that support appropriate encrypted connections. Customers must also install and manage cryptographic modules on their workloads to manage their client connections.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-17 (3) Control Enhancement

The information system routes all remote accesses through [Assignment: organization-defined number] managed network access control points.

| AC-17 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-17(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-17 (3) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for configuring their VPC’s Internet gateways to properly restrict remote access to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-17 (4) Control Enhancement

The organization:

1. Authorizes the execution of privileged commands and access to security-relevant information via remote access only for [Assignment: organization-defined needs]; and
2. Documents the rationale for such access in the security plan for the information system.

| AC-17 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-17(4)(a): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-17 (4) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[All customer access to AWS is done via remote connections. AWS customers are responsible for documenting and implementing remote access to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[All customer access to AWS is done via remote connections. AWS customers are responsible for documenting and implementing remote access to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-17 (9) Control Enhancement

The organization provides the capability to expeditiously disconnect or disable remote access to the information system within [FedRAMP Assignment: fifteen (15) minutes].

| AC-17 (9) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-17(9): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-17 (9) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for providing a mechanism to terminating remote access to their workloads deploy on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-18 Wireless Access

The organization:

1. Establishes usage restrictions, configuration/connection requirements, and implementation guidance for wireless access; and
2. Authorizes wireless access to the information system prior to allowing such connections.

| AC-18 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-18 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for properly configuring all wireless devices that connect to their workloads deployed on AWS infrastructure].*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for properly configuring all wireless devices that connect to their workloads deployed on AWS infrastructure].*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-18 (1) Control Enhancement

The information system protects wireless access to the system using authentication of [Selection (one or more): users; devices] and encryption.

| AC-18 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-18 (1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-18 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly configuring all wireless devices that connect to their workloads deployed on AWS infrastructure].*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-19 Access Control for Mobile Devices

The organization:

1. Establishes usage restrictions, configuration requirements, connection requirements, and implementation guidance for organization-controlled mobile devices; and
2. Authorizes the connection of mobile devices to organizational information systems.

| AC-19 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-19 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for authorizing the use of portable/mobile devices if they are used to connect to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for authorizing the use of portable/mobile devices if they are used to connect to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-19 (5) Control Enhancement

The organization employs [Selection: full-device encryption; container encryption] to protect the confidentiality and integrity of information on [Assignment: organization-defined mobile devices].

| AC-19 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-19(5)-1: [TBD by Customer] | |
| Parameter AC-19(5)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-19 (5) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for deploying encryption on mobile devices used to access their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-20 Use of External Information Systems

The organization establishes terms and conditions, consistent with any trust relationships established with other organizations owning, operating, and/or maintaining external information systems, allowing authorized individuals to:

1. Access the information system from external information systems; and
2. Process, store, or transmit organization-controlled information using external information systems.

| AC-20 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-20 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for establishing terms and conditions with third-party organizations connecting to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for establishing terms and conditions with third-party organizations connecting to their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-20 (1) Control Enhancement

The organization permits authorized individuals to use an external information system to access the information system or to process, store, or transmit organization-controlled information only when the organization:

1. Verifies the implementation of required security controls on the external system as specified in the organization’s information security policy and security plan; or
2. Retains approved information system connection or processing agreements with the organizational entity hosting the external information system.

| AC-20 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-20 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for establishing the verification and approval agreements of any external information systems permitted to access their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for establishing the verification and approval agreements of any external information systems permitted to access their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AC-20 (2) Control Enhancement

The organization [Selection: restricts; prohibits] the use of organization-controlled portable storage devices by authorized individuals on external information systems.

| AC-20 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-20(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-20 (2) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for developing policies regarding the use of portable storage devices.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-21 Information Sharing

The organization:

1. Facilitates information sharing by enabling authorized users to determine whether access authorizations assigned to the sharing partner match the access restrictions on the information for [Assignment: organization-defined information sharing circumstances where user discretion is required]; and
2. Employs [Assignment: organization-defined automated mechanisms or manual processes] to assist users in making information sharing/collaboration decisions.

| AC-21 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-21(a): [TBD by Customer] | |
| Parameter AC-21(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-21 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for properly protecting their sensitive data stored as part of their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for properly protecting their sensitive data stored as part of their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AC-22 Publicly Accessible Content

The organization:

1. Designates individuals authorized to post information onto a publicly accessible information system;
2. Trains authorized individuals to ensure that publicly accessible information does not contain nonpublic information;
3. Reviews the proposed content of information prior to posting onto the publicly accessible information system to ensure that nonpublic information is not included; and
4. Reviews the content on the publicly accessible information system for nonpublic information [FedRAMP Assignment: at least quarterly] and removes such information, if discovered.

| AC-22 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AC-22: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AC-22 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for properly controlling public information posted on websites or in their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for properly controlling public information posted on websites or in their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[AWS customers are responsible for properly controlling public information posted on websites or in their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  *[AWS customers are responsible for properly controlling public information posted on websites or in their workloads deployed on AWS infrastructure.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Awareness and Training (AT)

### AT-1 Security Awareness and Training Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A security awareness and training policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the security awareness and training policy and associated security awareness and training controls; and
2. Reviews and updates the current:
   1. Security awareness and training policy [FedRAMP Assignment: at least annually]; and
   2. Security awareness and training procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| AT-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AT-1(a): [TBD by Customer] | |
| Parameter AT-1(b)(1): [TBD by Customer] | |
| Parameter AT-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| AT-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AT-2 Security Awareness

The organization provides basic security awareness training to information system users (including managers, senior executives, and contractors):

1. As part of initial training for new users;
2. When required by information system changes; and
3. [FedRAMP Assignment: at least annually] thereafter.

| AT-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AT-2(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AT-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AT-2 (2) Control Enhancement

The organization includes security awareness training on recognizing and reporting potential indicators of insider threat.

| AT-2 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AT-2 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AT-3 Role-Based Security Training

The organization provides role-based security training to personnel with assigned security roles and responsibilities:

1. Before authorizing access to the information system or performing assigned duties;
2. When required by information system changes; and
3. [FedRAMP Assignment: at least annually] thereafter.

| AT-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AT-3(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AT-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AT-4 Security Training Records

The organization:

1. Documents and monitors individual information system security training activities including basic security awareness training and specific information system security training; and
2. Retains individual training records for [FedRAMP Assignment: at least five (5) years or 5 years after completion of a specific training program].

| AT-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AT-4(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AT-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing security awareness and training for their employees.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Audit and Accountability (AU)

### AU-1 Audit and Accountability Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. An audit and accountability policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the audit and accountability policy and associated audit and accountability controls; and
2. Reviews and updates the current:
   1. Audit and accountability policy [FedRAMP Assignment: at least annually]; and
   2. Audit and accountability procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| AU-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-1(a): [TBD by Customer] | |
| Parameter AU-1(b)(1): [TBD by Customer] | |
| Parameter AU-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| AU-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-2 Audit Events

The organization:

1. Determines that the information system is capable of auditing the following events: [FedRAMP Assignment: [Successful and unsuccessful account logon events, account management events, object access, policy change, privilege functions, process tracking, and system events. For Web applications: all administrator activity, authentication checks, authorization checks, data deletions, data access, data changes, and permission changes];
2. Coordinates the security audit function with other organizational entities requiring audit-related information to enhance mutual support and to help guide the selection of auditable events;
3. Provides a rationale for why the auditable events are deemed to be adequate to support after-the-fact investigations of security incidents; and
4. Determines that the following events are to be audited within the information system: [FedRAMP Assignment: organization-defined subset of the auditable events defined in AU-2 a. to be audited continually for each identified event].

AU-2 Additional FedRAMP Requirements and Guidance:

Requirement: Coordination between service provider and consumer shall be documented and accepted by the JAB/AO.

| AU-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-2(a): [TBD by Customer] | |
| Parameter AU-2(d): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for establishing, implementing, reviewing configuring and updating auditable events on their storage resources and virtual machines, based on a risk assessment and mission/business needs. The collection and protection of these audits belongs to the customer as well.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for establishing, implementing, reviewing configuring and updating auditable events on their storage resources and virtual machines, based on a risk assessment and mission/business needs. The collection and protection of these audits belongs to the customer as well.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for establishing, implementing, reviewing configuring and updating auditable events on their storage resources and virtual machines, based on a risk assessment and mission/business needs. The collection and protection of these audits belongs to the customer as well.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for establishing, implementing, reviewing configuring and updating auditable events on their storage resources and virtual machines, based on a risk assessment and mission/business needs. The collection and protection of these audits belongs to the customer as well.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-2 (3) Control Enhancement

The organization reviews and updates the audited events [FedRAMP Assignment: annually or whenever there is a change in the threat environment].

AU-2 (3) Additional FedRAMP Requirements and Guidance:

Guidance: Annually or whenever changes in the threat environment are communicated to the service provider by the JAB/AO.

| AU-2 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-2(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-2 (3) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for reviewing their auditable events policy on an annual basis.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-3 Content of Audit Records

The information system generates audit records containing information that establishes what type of event occurred, when the event occurred, where the event occurred, the source of the event, the outcome of the event, and the identity of any individuals or subjects associated with the event.

| AU-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-3 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing auditing on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-3 (1) Control Enhancement

The information system generates audit records containing the following additional information: [FedRAMP Assignment: organization-defined additional, more detailed information].

AU-3 (1) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines audit record types [FedRAMP Assignment: session, connection, transaction, or activity duration; for client-server transactions, the number of bytes received and bytes sent; additional informational messages to diagnose or identify the event; characteristics that describe or identify the object or resource being acted upon; individual identities of group account users; full-text of privileged commands]. The audit record types are approved and accepted by the JAB/AO.

Guidance: For client-server transactions, the number of bytes sent and received gives bidirectional transfer information that can be helpful during an investigation or inquiry.

| AU-3 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-3(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-3 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing auditing on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-4 Audit Storage Capacity

The organization allocates audit record storage capacity in accordance with [Assignment: organization-defined audit record storage requirements].

| AU-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-4: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-4 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for ensuring that sufficient storage is allocated for their audit logs. This can be accomplished using S3 to properly archive their audit logs. S3 satisfies the requirement to expand audit log storage capability on demand for customers.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-5 Response to Audit Processing Failures

The information system:

1. Alerts [Assignment: organization-defined personnel or roles] in the event of an audit processing failure; and
2. Takes the following additional actions: [FedRAMP Assignment: organization-defined actions to be taken; (overwrite oldest record)].

| AU-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-5(a): [TBD by Customer] | |
| Parameter AU-5(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for configuring alarms or notifications in order to notify administrators of audit log failures within their AWS workloads. Customer administrators are responsible for responding to audit failures.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for configuring alarms or notifications in order to notify administrators of audit log failures within their AWS workloads. Customer administrators are responsible for responding to audit failures.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-6 Audit Review, Analysis, and Reporting

The organization:

1. Reviews and analyzes information system audit records [FedRAMP Assignment: at least weekly] for indications of [Assignment: organization-defined inappropriate or unusual activity]; and
2. Reports findings to [Assignment: organization-defined personnel or roles].

AU-6 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines audit record types [FedRAMP Assignment: Coordination between service provider and consumer shall be documented and accepted by the JAB/AO. In multi-tenant environments, capability and means for providing review, analysis, and reporting to consumer for data pertaining to consumer shall be documented.].

| AU-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-6(a)-1: [TBD by Customer] | |
| Parameter AU-6(a)-2: [TBD by Customer] | |
| Parameter AU-6(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for reviewing audit logs generated on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for reviewing audit logs generated on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-6 (1) Control Enhancement

The organization employs automated mechanisms to integrate audit review, analysis, and reporting processes to support organizational processes for investigation and response to suspicious activities.

| AU-6 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-6 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for establishing automated mechanisms for reviewing audit logs generated on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-6 (3) Control Enhancement

The organization analyzes and correlates audit records across different repositories to gain organization-wide situational awareness.

| AU-6 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-6 (3) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for reviewing audit logs generated on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-7 Audit Reduction and Report Generation

The information system provides an audit reduction and report generation capability that:

1. Supports on-demand audit review, analysis, and reporting requirements and after-the-fact investigations of security incidents; and
2. Does not alter the original content or time ordering of audit records.

| AU-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-7 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for reviewing audit logs generated by their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for reviewing audit logs generated by their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-7 (1) Control Enhancement

The information system provides the capability to process audit records for events of interest based on [Assignment: organization-defined audit fields within audit records].

| AU-7 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-7(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-7 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for reviewing audit logs generated by their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-8 Time Stamps

The information system:

1. Uses internal system clocks to generate time stamps for audit records; and
2. Records time stamps for audit records that can be mapped to Coordinated Universal Time (UTC) or Greenwich Mean Time (GMT) and meets [FedRAMP Assignment: one second granularity of time measurement].

| AU-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-8(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for configuring their EC2 instances to synchronize with the ntp servers required by their organization.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for configuring their EC2 instances to synchronize with the ntp servers required by their organization.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-8 (1) Control Enhancement

The information system:

1. Compares the internal information system clocks with [FedRAMP Assignment: authoritative time source: [*http://tf.nist.gov/tf-cgi/servers.cgi*] [at least hourly]]; and
2. Synchronizes the internal system clocks to the authoritative time source when the time difference is greater than [Assignment: organization-defined time period].

AU-8 (1) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider selects primary and secondary time servers used by the NIST Internet time service. The secondary server is selected from a different geographic region than the primary server.

Requirement: The service provider synchronizes the system clocks of network computers that run operating systems other than Windows to the Windows Server Domain Controller emulator or to the same time source for that server.

Guidance: The service provider selects primary and secondary time servers used by the NIST Internet time service, or by a Stratum-1 time server. The secondary server is selected from a different geographic region than the primary server.

If using Windows Active Directory, all servers should synchronize time with the time source for the Windows Domain Controller. If using some other directory services (e.g., LDAP), all servers should synchronize time with the time source for the directory server

| AU-8 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-8(1)(a)-1: [TBD by Customer] | |
| Parameter AU-8(1)(a)-2: [TBD by Customer] | |
| Parameter AU-8(1)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-8 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for configuring their EC2 instances to synchronize with the ntp servers required by their organization.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for configuring their EC2 instances to synchronize with the ntp servers required by their organization.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

AU-8 (1) Additional FedRAMP Requirements and Guidance:

Requirement 1: The service provider selects primary and secondary time servers used by the NIST Internet time service. The secondary server is selected from a different geographic region than the primary server.

Requirement 2: The service provider synchronizes the system clocks of network computers that run operating systems other than Windows to the Windows Server Domain Controller emulator or to the same time source for that server.

Guidance: Synchronization of system clocks improves the accuracy of log analysis.

| AU-8 (1) Req. | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-8 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Req. 1 | Application  *[AWS customers are responsible for configuring their EC2 instances to synchronize with the ntp servers required by their organization.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Req. 2 | Application  *[AWS customers are responsible for configuring their EC2 instances to synchronize with the ntp servers required by their organization.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-9 Protection of Audit Information

The information system protects audit information and audit tools from unauthorized access, modification, and deletion.

| AU-9 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-9 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly protecting audit data generated by their AWS workloads. Customers can protect their audit data through the proper implementation of encryption of data at rest, as well as through implementation of access policies to restrict access to audit data to authorized users.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-9 (2) Control Enhancement

The information system backs up audit records [FedRAMP Assignment: at least weekly] onto a physically different system or system component than the system or component being audited.

| AU-9 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-9(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-9 (2) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly backing up audit logs from on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### AU-9 (4) Control Enhancement

The organization authorizes access to management of audit functionality to only [Assignment: organization-defined subset of privileged users].

| AU-9 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-9(4): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-9 (4) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for protecting their audit data through the proper implementation of encryption at rest, as well as through implementation of access policies to restrict access to audit data to authorized users.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-11 Audit Record Retention

The organization retains audit records for [FedRAMP Assignment: at least one (1) year] to provide support for after-the-fact investigations of security incidents and to meet regulatory and organizational information retention requirements.

AU-11 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider retains audit records on-line for at least ninety days and further preserves audit records off-line for a period that is in accordance with NARA requirements

| AU-11 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-11: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-11 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for storing their audit logs to preserve them for the period required by their organization. This can be accomplished using S3.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### AU-12 Audit Generation

The information system:

1. Provides audit record generation capability for the auditable events defined in AU-2 a. at [FedRAMP Assignment: all information system components where audit capability is deployed/available];
2. Allows [Assignment: organization-defined personnel or roles] to select which auditable events are to be audited by specific components of the information system; and
3. Generates audit records for the events defined in AU-2 d. with the content defined in AU-3.

| AU-12 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter AU-12(a): [TBD by Customer] | |
| Parameter AU-12(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| AU-12 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for audit logs generated on their AWS workloads.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for audit logs generated on their AWS workloads.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for audit logs generated on their AWS workloads.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Security Assessment and Authorization (CA)

### CA-1 Security Assessment and Authorization Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A security assessment and authorization policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the security assessment and authorization policy and associated security assessment and authorization controls; and
2. Reviews and updates the current:
   1. Security assessment and authorization policy [FedRAMP Assignment: at least annually]; and
   2. Security assessment and authorization procedures [FedRAMP Assignment: at least at least annually or whenever a significant change occurs].

| CA-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-1(a): [TBD by Customer] | |
| Parameter CA-1(b)(1): [TBD by Customer] | |
| Parameter CA-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| CA-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CA-2 Security Assessments

The organization:

1. Develops a security assessment plan that describes the scope of the assessment including:
   1. Security controls and control enhancements under assessment;
   2. Assessment procedures to be used to determine security control effectiveness; and
   3. Assessment environment, assessment team, and assessment roles and responsibilities;
2. Assesses the security controls in the information system and its environment of operation [FedRAMP Assignment: at least annually] to determine the extent to which the controls are implemented correctly, operating as intended, and producing the desired outcome with respect to meeting established security requirements;
3. Produces a security assessment report that documents the results of the assessment; and
4. Provides the results of the security control assessment to [FedRAMP Assignment: individuals or roles to include the FedRAMP PMO].

| CA-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-2(b): [TBD by Customer] | |
| Parameter CA-2(d): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing their organization’s risk assessment policy and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing their organization’s risk assessment policy and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for implementing their organization’s risk assessment policy and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for implementing their organization’s risk assessment policy and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CA-2 (1) Control Enhancement

The organization employs assessors or assessment teams with [Assignment: organization-defined level of independence] to conduct security control assessments.

CA-2 (1) Additional FedRAMP Requirements and Guidance:

Requirement: For JAB Authorization, must use an accredited 3PAO.

| CA-2 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-2(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-2 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing their organization’s risk assessment policy and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CA-2 (2) Control Enhancement

The organization includes as part of security control assessments, [FedRAMP Assignment: at least annually], [Selection: announced; unannounced], [Selection (one or more): in-depth monitoring; vulnerability scanning; malicious user testing; insider threat assessment; performance/load testing; [Assignment: organization-defined other forms of security assessment]].

CA-2 (2) Additional FedRAMP Requirements and Guidance:

Requirement: To include 'announced', 'vulnerability scanning’ to occur at least annually.

| CA-2 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-2(2)-1: [TBD by Customer] | |
| Parameter CA-2(2)-2: [TBD by Customer] | |
| Parameter CA-2(2)-3: [TBD by Customer] | |
| Parameter CA-2(2)-4: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-2 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing their organization’s risk assessment policy and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CA-2 (3) Control Enhancement

The organization accepts the results of an assessment of [FedRAMP Assignment: any FedRAMP Accredited 3PAO] performed by [FedRAMP Assignment: any FedRAMP Accredited 3PAO] when the assessment meets [FedRAMP Assignment: the conditions of the JAB/AO in the FedRAMP Repository].

| CA-2 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-2(3)-1: [TBD by Customer] | |
| Parameter CA-2(3)-2: [TBD by Customer] | |
| Parameter CA-2(3)-3: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-2 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing their organization’s risk assessment policy and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CA-3 System Interconnections

The organization:

1. Authorizes connections from the information system to other information systems through the use of Interconnection Security Agreements;
2. Documents, for each interconnection, the interface characteristics, security requirements, and the nature of the information communicated; and
3. Reviews and updates Interconnection Security Agreements [FedRAMP Assignment: at least annually and on input from FedRAMP].

Table ‑ CA-3 Authorized Connections

| Authorized Connections Information System Name | Name of Organization CSP Name System Connects To | Role and Name of Person Who Signed Connection Agreement | Name and Date of Interconnection Agreement |
| --- | --- | --- | --- |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |
|  |  |  |  |

| CA-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-3(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing any necessary Interconnection Security Agreements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing any necessary Interconnection Security Agreements.  See Table 13‑2 Control Origination and Definitions and Table 11‑1 System Interconnections for information about implementation.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for developing any necessary Interconnection Security Agreements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CA-3 (3) Control Enhancement

The organization prohibits the direct connection of an [Assignment: organization-defined unclassified, non-national security system] to an external network without the use of [FedRAMP Assignment: boundary protections which meet Trusted Internet Connection (TIC) requirements].

CA-3 (3) Additional FedRAMP Requirements and Guidance: Refer to Appendix H – Cloud Considerations of the TIC 2.0 Reference Architecture document.

| CA-3 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-3(3)-1: [TBD by Customer] | |
| Parameter CA-3(3)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-3 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly designing and deploying boundary protections for connections to their applications hosted on AWS, to include satisfying TIC requirements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CA-3 (5) Control Enhancement

The organization employs [FedRAMP Selection: deny-all, permit by exception] policy for allowing [FedRAMP Assignment: any systems] to connect to external information systems.

CA-3 (5) Additional FedRAMP Requirements and Guidance:

Guidance: For JAB Authorization, CSPs shall include details of this control in their Architecture Briefing

| CA-3 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-3(5)-1: [TBD by Customer] | |
| Parameter CA-3(5)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-3 (5) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for architecting and implementing information flow policies to meet their system requirements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CA-5 Plan of Action and Milestones

The organization:

1. Develops a plan of action and milestones for the information system to document the organization’s planned remedial actions to correct weaknesses or deficiencies noted during the assessment of the security controls and to reduce or eliminate known vulnerabilities in the system; and
2. Updates existing plan of action and milestones [FedRAMP Assignment: at least monthly] based on the findings from security controls assessments, security impact analyses, and continuous monitoring activities.

CA-5 Additional FedRAMP Requirements and Guidance:

Requirement: POA&Ms must be provided at least monthly.

| CA-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-5(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing and maintaining a POA&M for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing and maintaining a POA&M for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CA-6 Security Authorization

The organization:

1. Assigns a senior-level executive or manager as the authorizing official for the information system;
2. Ensures that the authorizing official authorizes the information system for processing before commencing operations; and
3. Updates the security authorization [FedRAMP Assignment: at least every three (3) years or when a significant change occurs].

CA-6c Additional FedRAMP Requirements and Guidance:

Guidance: Significant change is defined in NIST Special Publication 800-37 Revision 1, Appendix F (http://csrc.nist.gov/publications/nistpubs/800-37-rev1/sp800-37-rev1-final.pdf). The service provider describes the types of changes to the information system or the environment of operations that would impact the risk posture. The types of changes are approved and accepted by the JAB/AO.

| CA-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-6(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for working with a federal agency to assign an authorizing official for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for attaining authorization for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for attaining authorization for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CA-7 Continuous Monitoring

The organization develops a continuous monitoring strategy and implements a continuous monitoring program that includes:

1. Establishment of [Assignment: organization-defined metrics] to be monitored;
2. Establishment of [Assignment: organization-defined frequencies] for monitoring and [Assignment: organization-defined frequencies] for assessments supporting such monitoring;
3. Ongoing security control assessments in accordance with the organizational continuous monitoring strategy;
4. Ongoing security status monitoring of organization-defined metrics in accordance with the organizational continuous monitoring strategy;
5. Correlation and analysis of security-related information generated by assessments and monitoring;
6. Response actions to address results of the analysis of security-related information; and
7. Reporting the security status of organization and the information system to [FedRAMP Assignment: to meet FedRAMP requirements] [Assignment: organization-defined frequency].

CA-7 Additional FedRAMP Requirements and Guidance:

Requirement: Operating System Scans: at least monthly Database and Web Application Scans: at least monthly All scans performed by Independent Assessor: at least annually.

Guidance: CSPs must provide evidence of closure and remediation of a high vulnerability within the timeframe for standard POA&M updates.

| CA-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-7(a): [TBD by Customer] | |
| Parameter CA-7(b)-1: [TBD by Customer] | |
| Parameter CA-7(b)-2: [TBD by Customer] | |
| Parameter CA-7(g)-1: [TBD by Customer] | |
| Parameter CA-7(g)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-7 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

CA-7 Additional FedRAMP Requirements and Guidance:

Requirement 1: Operating System Scans: at least monthly

Requirement 2: Database and Web Application Scans: at least monthly

Requirement 3: All scans performed by Independent Assessor: at least annually

| CA-7 Req. | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-7 What is the solution and how is it implemented? | |
| --- | --- |
| Req. 1 | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Req. 2 | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Req. 3 | Application  [AWS customers are responsible for developing a continuous monitoring strategy for their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CA-7 (1) Control Enhancement

The organization employs assessors or assessment teams with [Assignment: organization-defined level of independence] to monitor the security controls in the information system on an ongoing basis.

| CA-7 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-7(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-7 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for selecting an independent assessor to validate the continuous monitoring of their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CA-8 Penetration Testing

The organization conducts penetration testing [FedRAMP Assignment: at least annually] on [Assignment: organization-defined information systems or system components].

| CA-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-8-1: [TBD by Customer] | |
| Parameter CA-8-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-8 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for penetration testing of their systems running on AWS including coordination with AWS when penetration testing is scheduled.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CA-8 (1) Control Enhancement

The organization employs an independent penetration agent or penetration team to perform penetration testing on the information system or system components.

| CA-8 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-8 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for penetration testing of their systems running on AWS, including notifying AWS when penetration testing is scheduled.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CA-9 Internal System Connections

The organization:

1. Authorizes internal connections of [Assignment: organization-defined information system components or classes of components] to the information system; and
2. Documents, for each internal connection, the interface characteristics, security requirements, and the nature of the information communicated.

| CA-9 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CA-9(a): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CA-9 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for documenting and authorizing the configuration of security groups and network ACLs within their VPCs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for documenting and authorizing the configuration of security groups and network ACLs within their VPCs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Configuration Management (CM)

### CM-1 Configuration Management Policies and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A configuration management policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the configuration management policy and associated configuration management controls; and
2. Reviews and updates the current:
   1. Configuration management policy [FedRAMP Assignment: at least annually]; and
   2. Configuration management procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| CM-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-1(a): [TBD by Customer] | |
| Parameter CM-1(b)(1): [TBD by Customer] | |
| Parameter CM-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| CM-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-2 Baseline Configuration

The organization develops, documents, and maintains under configuration control, a current baseline configuration of the information system.

| CM-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-2 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-2 (1) Control Enhancement

The organization reviews and updates the baseline configuration of the information system:

1. [FedRAMP Assignment: at least annually or when a significant change occurs];
2. When required due to [FedRAMP Assignment: to include when directed by the JAB]; and
3. As an integral part of information system component installations and upgrades.

CM-2 (1) (a) Additional FedRAMP Requirements and Guidance:

Guidance: Significant change is defined in NIST Special Publication 800-37 Revision 1, Appendix F, Page F-7.

| CM-2 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-2(1)(a): [TBD by Customer] | |
| Parameter CM-2(1)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-2 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-2 (2) Control Enhancement

The organization employs automated mechanisms to maintain an up-to-date, complete, accurate, and readily available baseline configuration of the information system.

| CM-2 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-2 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-2 (3) Control Enhancement

The organization retains [FedRAMP Assignment: organization-defined previous versions of baseline configurations of the previously approved baseline configuration of IS components] to support rollback.

| CM-2 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-2(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-2 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining previous versions of the baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-2 (7) Control Enhancement

The organization:

1. Issues [Assignment: organization-defined information systems, system components, or devices] with [Assignment: organization-defined configurations] to individuals traveling to locations that the organization deems to be of significant risk; and
2. Applies [Assignment: organization-defined security safeguards] to the devices when the individuals return.

| CM-2 (7) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Parameter CM-2(7)(a)-1: Amazon managed assets | |
| Parameter CM-2(7)(a)-2: full-disk encryption | |
| Parameter CM-2(7)(b): securely wiped | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-2 (7) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for creating a policy for issuing devices that are part of the information system to personnel when travelling to locations that it has deemed a significant risk.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for creating a policy for issuing devices that are part of the information system to personnel when travelling to locations that it has deemed a significant risk.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-3 Configuration Change Control

The organization:

1. Determines the types of changes to the information system that are configuration-controlled;
2. Reviews proposed configuration-controlled changes to the information system and approves or disapproves such changes with explicit consideration for security impact analyses;
3. Documents configuration change decisions associated with the information system;
4. Implements approved configuration-controlled changes to the information system;
5. Retains records of configuration-controlled changes to the information system for [Assignment: organization-defined time period];

CM-3 (e) Additional FedRAMP Requirements and Guidance:

Guidance: In accordance with record retention policies and procedures.

1. Audits and reviews activities associated with configuration-controlled changes to the information system; and
2. Coordinates and provides oversight for configuration change control activities through [FedRAMP Assignment: see additional FedRAMP requirements and guidance] that convenes [Selection (one or more): [Assignment: organization-defined frequency]; [Assignment: organization-defined configuration change conditions]].

CM-3 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider establishes a central means of communicating major changes to or developments in the information system or environment of operations that may affect its services to the federal government and associated service consumers (e.g., electronic bulletin board, web status page). The means of communication are approved and accepted by the JAB/AO.

| CM-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-3(e): [TBD by Customer] | |
| Parameter CM-3(g)-1: [TBD by Customer] | |
| Parameter CM-3(g)-2: [TBD by Customer] | |
| Parameter CM-3(g)-3: [TBD by Customer] | |
| Parameter CM-3(g)-4: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration of their systems deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-4 Security Impact Analysis

The organization analyzes changes to the information system to determine potential security impacts prior to change implementation.

| CM-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-4 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing configuration management, to include conducting security impact analyses of proposed changes to their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-5 Access Restrictions for Change

The organization defines, documents, approves, and enforces physical and logical access restrictions associated with changes to the information system.

| CM-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-5 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for defining, approving and enforcing physical and logical access restrictions to their AWS accounts and systems.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-5 (1) Control Enhancement

The information system enforces access restrictions and supports auditing of the enforcement actions.

| CM-5 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-5 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for restricting access and auditing of their AWS workloads.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-5 (3) Control Enhancement

The information system prevents the installation of [Assignment: organization-defined software and firmware components] without verification that the component has been digitally signed using a certificate that is recognized and approved by the organization.

CM-5 (3) Additional FedRAMP Requirements and Guidance:

Guidance: If digital signatures/certificates are unavailable, alternative cryptographic integrity checks (hashes, self-signed certs etc.) can be used.

| CM-5 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-5(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-5 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing digital signatures within applications hosted on EC2 to ensure that installed software has been signed using an approved certificate.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-5 (5) Control Enhancement

The organization:

1. Limits privileges to change information system components and system-related information within a production or operational environment; and
2. Reviews and reevaluates privileges [FedRAMP Assignment: at least quarterly].

| CM-5 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-5(5)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-5 (5) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for restricting access to their AWS account, and periodically reviewing and reevaluating system change privileges.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for restricting access to their AWS account, and periodically reviewing and reevaluating system change privileges.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-6 Configuration Settings

The organization:

1. Establishes and documents configuration settings for information technology products employed within the information system using [FedRAMP Assignment: see CM-6(a) Additional FedRAMP Requirements and Guidance] that reflect the most restrictive mode consistent with operational requirements;

CM-6(a) Additional FedRAMP Requirements and Guidance:

Requirement 1: The service provider shall use the Center for Internet Security guidelines (Level 1) to establish configuration settings or establishes its own configuration settings if USGCB is not available. If no recognized USGCB is available for the technology in use, the CSP should create their own baseline and include a justification statement as to how they came up with the baseline configuration settings.

Requirement 2: The service provider shall ensure that checklists for configuration settings are Security Content Automation Protocol (SCAP) <http://scap.nist.gov/> validated or SCAP compatible (if validated checklists are not available).

Guidance: Information on the USGCB checklists can be found at: <http://usgcb.nist.gov/usgcb_faq.html#usgcbfaq_usgcbfdcc>.

1. Implements the configuration settings;
2. Identifies, documents, and approves any deviations from established configuration settings for [Assignment: organization-defined information system components] based on [Assignment: organization-defined operational requirements]; and
3. Monitors and controls changes to the configuration settings in accordance with organizational policies and procedures.

| CM-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-6(a)-1: [TBD by Customer] | |
| Parameter CM-6(a)-2: [TBD by Customer] | |
| Parameter CM-6(c)-1: [TBD by Customer] | |
| Parameter CM-6(c)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-6 (1) Control Enhancement

The organization employs automated mechanisms to centrally manage, apply, and verify configuration settings for [Assignment: organization-defined information system components].

| CM-6 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-6(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-6 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-7 Least Functionality

The organization:

1. Configures the information system to provide only essential capabilities; and
2. Prohibits or restricts the use of the following functions, ports, protocols, and/or services [FedRAMP Assignment: United States Government Configuration Baseline (USGCB)]

CM-7 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider shall use the Center for Internet Security guidelines (Level 1) to establish list of prohibited or restricted functions, ports, protocols, and/or services or establishes its own list of prohibited or restricted functions, ports, protocols, and/or services if USGCB is not available. If no recognized USGCB is available for the technology in use, the CSP should create their own baseline and include a justification statement as to how they came up with the baseline configuration settings.

Guidance: Information on the USGCB checklists can be found at: https://usgcb.nist.gov/usgcb\_faq.html#usgcbfaq\_usgcbfdcc

Partially derived from AC-17 (8).

| CM-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-7(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-7 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-7 (1) Control Enhancement

The organization:

1. Reviews the information system [FedRAMP Assignment: at least Monthly] to identify unnecessary and/or nonsecure functions, ports, protocols, and services; and
2. Disables [Assignment: organization-defined functions, ports, protocols, and services within the information system deemed to be unnecessary and/or nonsecure].

| CM-7 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-7(1)(a): [TBD by Customer] | |
| Parameter CM-7(1)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-7 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-7 (2) Control Enhancement

The information system prevents program execution in accordance with [Selection (one or more): [Assignment: organization-defined policies regarding software program usage and restrictions]; rules authorizing the terms and conditions of software program usage].

CM-7(2) Additional FedRAMP Requirements and Guidance:

Guidance: This control shall be implemented in a technical manner on the information system to only allow programs to run that adhere to the policy (i.e., white listing). This control is not to be based off of strictly written policy on what is allowed or not allowed to run.

| CM-7 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Parameter CM-7(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-7 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for restricting what software is allowed to run in their AWS account and their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization].. |

#### CM-7 (5) Control Enhancement

The organization:

1. Identifies [Assignment: organization-defined software programs authorized to execute on the information system];
2. Employs a deny-all, permit-by-exception policy to allow the execution of authorized software programs on the information system; and
3. Reviews and updates the list of authorized software programs [FedRAMP Assignment: at least quarterly or when there is a change].

| CM-7 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-7(5)(a): [TBD by Customer] | |
| Parameter CM-7(5)(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-7 (5) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for configuration settings within their AWS account and any software they install on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-8 Information System Component Inventory

The organization:

1. Develops and documents an inventory of information system components that:
   1. Accurately reflects the current information system;
   2. Includes all components within the authorization boundary of the information system;
   3. Is at the level of granularity deemed necessary for tracking and reporting; and
   4. Includes [Assignment: organization-defined information deemed necessary to achieve effective information system component accountability]; and
2. Reviews and updates the information system component inventory [FedRAMP Assignment: at least monthly].

CM-8 Additional FedRAMP Requirements and Guidance:

Requirement: Must be provided at least monthly or when there is a change.

| CM-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-8(a)(4): [TBD by Customer] | |
| Parameter CM-8(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration and complete inventory of their systems deployed on AWS. AWS customers can choose to use AWS Config (Optional) in order to maintain an inventory of their AWS resources:  <https://aws.amazon.com/config/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration and complete inventory of their systems deployed on AWS. AWS customers can choose to use AWS Config (Optional) in order to maintain an inventory of their AWS resources:  <https://aws.amazon.com/config/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-8 (1) Control Enhancement

The organization updates the inventory of information system components as an integral part of component installations, removals, and information system updates.

Instruction: A description of the inventory information is documented in Section 10. It is not necessary to re-document it here.

Delete this and all other instructions from your final version of this document.

| CM-8 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-8 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration and complete inventory of their systems deployed on AWS. AWS customers can choose to use AWS Config (Optional) in order to maintain an inventory of their AWS resources:  <https://aws.amazon.com/config/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-8 (3) Control Enhancement

The organization:

1. Employs automated mechanisms [FedRAMP Assignment: Continuously, using automated mechanisms with a maximum five-minute delay in detection] to detect the presence of unauthorized hardware, software, and firmware components within the information system; and
2. Takes the following actions when unauthorized components are detected: [Selection (one or more): disables network access by such components; isolates the components; notifies [Assignment: organization-defined personnel or roles]].

| CM-8 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-8(3)(a): [TBD by Customer] | |
| Parameter CM-8(3)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-8 (3) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration and complete inventory of their systems deployed on AWS. AWS customers can choose to use AWS Config (Optional) in order to maintain an inventory of their AWS resources:  <https://aws.amazon.com/config/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration and complete inventory of their systems deployed on AWS. AWS customers can choose to use AWS Config (Optional) in order to maintain an inventory of their AWS resources:  <https://aws.amazon.com/config/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-8 (5) Control Enhancement

The organization verifies that all components within the authorization boundary of the information system are not duplicated in other information system inventories.

| CM-8 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-8 (5) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing configuration management, to include maintaining a baseline configuration and a complete inventory of their systems deployed on AWS. AWS customers can choose to use AWS Config (Optional) in order to maintain an inventory of their AWS resources:  <https://aws.amazon.com/config/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-9 Configuration Management Plan

The organization develops, documents, and implements a configuration management plan for the information system that:

1. Addresses roles, responsibilities, and configuration management processes and procedures;
2. Establishes a process for identifying configuration items throughout the system development life cycle and for managing the configuration of the configuration items;
3. Defines the configuration items for the information system and places the configuration items under configuration management; and
4. Protects the configuration management plan for unauthorized disclosure and modification.

| CM-9 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-9 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing configuration management, to include developing a configuration management plan.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing configuration management, to include developing a configuration management plan.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing configuration management, to include developing a configuration management plan.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for properly implementing configuration management, to include developing a configuration management plan.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-10 Software Usage Restrictions

The organization:

1. Uses software and associated documentation in accordance with contract agreements and copyright laws;
2. Tracks the use of software and associated documentation protected by quantity licenses to control copying and distribution; and
3. Controls and documents the use of peer-to-peer file sharing technology to ensure that this capability is not used for the unauthorized distribution, display, performance, or reproduction of copyrighted work.

| CM-10 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-10 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing configuration management to include any software usage restrictions.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing configuration management to include any software usage restrictions.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing configuration management to include any software usage restrictions.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CM-10 (1) Control Enhancement

The organization establishes the following restrictions on the use of open source software: [Assignment: organization-defined restrictions].

| CM-10 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-10(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-10 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for documenting and implementing restrictions on the use of open source software.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CM-11 User-Installed Software

The organization:

1. Establishes [Assignment: organization-defined policies] governing the installation of software by users;
2. Enforces software installation policies through [Assignment: organization-defined methods]; and
3. Monitors policy compliance [FedRAMP Assignment: Continuously (via CM-7 (5))].

| CM-11 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CM-11(a): [TBD by Customer] | |
| Parameter CM-11(b): [TBD by Customer] | |
| Parameter CM-11(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CM-11 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing configuration management.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing configuration management.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing configuration management.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Contingency Planning (CP)

### CP-1 Contingency Planning Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A contingency planning policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the contingency planning policy and associated contingency planning controls; and
2. Reviews and updates the current:
   1. Contingency planning policy [FedRAMP Assignment: at least annually].; and
   2. Contingency planning procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| CP-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-1(a): [TBD by Customer] | |
| Parameter CP-1(b)(1): [TBD by Customer] | |
| Parameter CP-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| CP-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-2 Contingency Plan

The organization:

1. Develops a contingency plan for the information system that:
   1. Identifies essential missions and business functions and associated contingency requirements;
   2. Provides recovery objectives, restoration priorities, and metrics;
   3. Addresses contingency roles, responsibilities, assigned individuals with contact information;
   4. Addresses maintaining essential missions and business functions despite an information system disruption, compromise, or failure;
   5. Addresses eventual, full information system restoration without deterioration of the security safeguards originally planned and implemented; and
   6. Is reviewed and approved by [Assignment: organization-defined personnel or roles];
2. Distributes copies of the contingency plan to [Assignment: organization-defined key contingency personnel (identified by name and/or by role) and organizational elements];
3. Coordinates contingency planning activities with incident handling activities;
4. Reviews the contingency plan for the information system [FedRAMP Assignment: at least annually];
5. Updates the contingency plan to address changes to the organization, information system, or environment of operation and problems encountered during contingency plan implementation, execution, or testing;
6. Communicates contingency plan changes to [Assignment: organization-defined key contingency personnel (identified by name and/or by role) and organizational elements]; and
7. Protects the contingency plan from unauthorized disclosure and modification.

CP-2 Additional FedRAMP Requirements and Guidance:

Requirement: For JAB authorizations the contingency lists include designated FedRAMP personnel.

| CP-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-2(a)(6): [TBD by Customer] | |
| Parameter CP-2(b): [TBD by Customer] | |
| Parameter CP-2(d): [TBD by Customer] | |
| Parameter CP-2(f): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-2 (1) Control Enhancement

The organization coordinates contingency plan development with organizational elements responsible for related plans.

| CP-2 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-2 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-2 (2) Control Enhancement

The organization conducts capacity planning so that necessary capacity for information processing, telecommunications, and environmental support exists during contingency operations.

| CP-2 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-2 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-2 (3) Control Enhancement

The organization plans for the resumption of essential missions and business functions within [Assignment: organization-defined time period] of contingency plan activation.

| CP-2 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-2(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-2 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-2 (8) Control Enhancement

The organization identifies critical information system assets supporting essential missions and business functions.

| CP-2 (8) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-2 (8) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-3 Contingency Training

The organization provides contingency training to information system users consistent with assigned roles and responsibilities:

1. Within [FedRAMP Assignment: ten (10) days] of assuming a contingency role or responsibility;
2. When required by information system changes; and
3. [FedRAMP Assignment: at least annually] thereafter.

| CP-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-3(a): [TBD by Customer] | |
| Parameter CP-3(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-3 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-4 Contingency Plan Testing

The organization:

1. Tests the contingency plan for the information system [FedRAMP Assignment: at least annually] using [FedRAMP Assignment: functional exercises] to determine the effectiveness of the plan and the organizational readiness to execute the plan;

CP-4(a) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider develops test plans in accordance with NIST Special Publication 800-34 (as amended) and provides plans to FedRAMP prior to initiating testing. Test plans are approved and accepted by the JAB/AO prior to initiating testing.

1. Reviews the contingency plan test results; and
2. Initiates corrective actions, if needed.

| CP-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-4(a)-1: [TBD by Customer] | |
| Parameter CP-4(a)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-4 (1) Control Enhancement

The organization coordinates contingency plan testing and/or exercises with organizational elements responsible for related plans.

| CP-4 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-4 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-6 Alternate Storage Site

The organization:

1. Establishes an alternate storage site including necessary agreements to permit the storage and retrieval of information system backup information; and
2. Ensures that the alternate storage site provides information security safeguards equivalent to that of the primary site.

| CP-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-6 (1) Control Enhancement

The organization identifies an alternate storage site that is separated from the primary storage site to reduce susceptibility to the same threats.

| CP-6 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-6 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-6 (3) Control Enhancement

The organization identifies potential accessibility problems to the alternate storage site in the event of an area-wide disruption or disaster and outlines explicit mitigation actions.

| CP-6 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-6 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-7 Alternate Processing Site

The organization:

1. Establishes an alternate processing site including necessary agreements to permit the transfer and resumption of [Assignment: organization-defined information system operations] for essential missions/business functions within [FedRAMP Assignment: see additional FedRAMP requirements and guidance] when the primary processing capabilities are unavailable;

CP-7a Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines a time period consistent with the recovery time objectives and business impact analysis.

1. Ensures that equipment and supplies required to transfer and resume operations are available at the alternate processing site or contracts are in place to support delivery to the site within the organization-defined time period for transfer/resumption; and
2. Ensures that the alternate processing site provides information security safeguards equivalent to that of the primary site.

| CP-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-7(a)-1: [TBD by Customer] | |
| Parameter CP-7(a)-2: CP-7 Additional FedRAMP Requirements and Guidance | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-7 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-7 (1) Control Enhancement

The organization identifies an alternate processing site that is separated from the primary processing site to reduce susceptibility to the same threats.

CP-7(1) Additional FedRAMP Requirements and Guidance

Guidance: The service provider may determine what is considered a sufficient degree of separation between the primary and alternate processing sites, based on the types of threats that are of concern. For one particular type of threat (i.e., hostile cyber-attack), the degree of separation between sites will be less relevant.

| CP-7 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-7 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-7 (2) Control Enhancement

The organization identifies potential accessibility problems to the alternate processing site in the event of an area-wide disruption or disaster and outlines explicit mitigation actions.

| CP-7 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-7 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-7 (3) Control Enhancement

The organization develops alternate processing site agreements that contain priority-of-service provisions in accordance with organizational availability requirements (including recovery time objectives).

| CP-7 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-7 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-8 Telecommunications Services

The organization establishes alternate telecommunications services including necessary agreements to permit the resumption of [Assignment: organization-defined information system operations] for essential missions and business functions within [FedRAMP Assignment: See CP-8 additional FedRAMP requirements and guidance] when the primary telecommunications capabilities are unavailable at either the primary or alternate processing or storage sites.

CP-8 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines a time period consistent with the recovery time objectives and business impact analysis.

| CP-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-8-1: immediate resumption using a redundant communications path | |
| Parameter CP-8-2: the service provider defines a time period consistent with the business impact analysis | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-8 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-8 (1) Control Enhancement

The organization:

1. Develops primary and alternate telecommunications service agreements that contain priority- of-service provisions in accordance with organizational availability requirements (including recovery time objectives); and
2. Requests Telecommunications Service Priority for all telecommunications services used for national security emergency preparedness in the event that the primary and/or alternate telecommunications services are provided by a common carrier.

| CP-8 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-8 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-8 (2) Control Enhancement

The organization obtains alternate telecommunications services to reduce the likelihood of sharing a single point of failure with primary telecommunications services.

| CP-8 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-8 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-9 Information System Backup

The organization:

CP-9 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider shall determine what elements of the cloud environment require the Information System Backup control. The service provider shall determine how Information System Backup is going to be verified and appropriate periodicity of the check.

1. Conducts backups of user-level information contained in the information system [FedRAMP Assignment: daily incremental; weekly full]

CP-9 (a) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider maintains at least three backup copies of user-level information (at least one of which is available online).

1. Conducts backups of system-level information contained in the information system [FedRAMP Assignment: daily incremental; weekly full];

CP-9 (b) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider maintains at least three backup copies of system-level information (at least one of which is available online).

1. Conducts backups of information system documentation including security-related documentation [FedRAMP Assignment: daily incremental; weekly full ]; and

CP-9 (c) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider maintains at least three backup copies of information system documentation including security information (at least one of which is available online).

1. Protects the confidentiality, integrity, and availability of backup information at storage locations.

| CP-9 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-9(a): [TBD by Customer] | |
| Parameter CP-9(b): [TBD by Customer] | |
| Parameter CP-9(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-9 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS. AWS customers are responsible for properly backing up their data, to include taking regular EBS snapshots to ensure that EBS volume backups are replicated across the entire region.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS. AWS customers are responsible for properly backing up their data, to include taking regular EBS snapshots to ensure that EBS volume backups are replicated across the entire region.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS. AWS customers are responsible for properly backing up their data, to include taking regular EBS snapshots to ensure that EBS volume backups are replicated across the entire region.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS. AWS customers are responsible for properly backing up their data, to include taking regular EBS snapshots to ensure that EBS volume backups are replicated across the entire region.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-9 (1) Control Enhancement

The organization tests backup information [FedRAMP Assignment: at least monthly] to verify media reliability and information integrity.

| CP-9 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-9 (1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-9 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-9 (3) Control Enhancement

The organization stores backup copies of [Assignment: organization-defined critical information system software and other security-related information] in a separate facility or in a fire-rated container that is not collocated with the operational system.

| CP-9 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter CP-9(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-9 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### CP-10 Information System Recovery and Reconstitution

The organization provides for the recovery and reconstitution of the information system to a known state after a disruption, compromise, or failure.

| CP-10 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-10 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### CP-10 (2) Control Enhancement

The information system implements transaction recovery for systems that are transaction-based.

| CP-10 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| CP-10 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing contingency planning, training and testing for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Identification and Authentication (IA)

### IA-1 Identification and Authentication Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. An identification and authentication policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the identification and authentication policy and associated identification and authentication controls; and
2. Reviews and updates the current:
   1. Identification and authentication policy [FedRAMP Assignment: at least annually]; and
   2. Identification and authentication procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| IA-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-1(a): [TBD by Customer] | |
| Parameter IA-1(a): [TBD by Customer] | |
| Parameter IA-1(b)(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| IA-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IA-2 Identification and Authentication (Organizational Users)

The information system uniquely identifies and authenticates organizational users (or processes acting on behalf of organizational users).

| IA-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 What is the solution and how is it implemented? |
| --- |
| Application  [The master account and IAM accounts are used by customers to manage identification and authentication of the customers AWS services. They can be configured with varying levels of permissions, and are used to set up and design the system: http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-2 (1) Control Enhancement

The information system implements multifactor authentication for network access to privileged accounts.

| IA-2 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 (1) What is the solution and how is it implemented? |
| --- |
| Application  [*AWS customers are responsible for establishing MFA for use with their AWS account:*  <https://aws.amazon.com/iam/details/mfa/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-2 (2) Control Enhancement

The information system implements multifactor authentication for network access to non-privileged accounts.

| IA-2 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 (2) What is the solution and how is it implemented? |
| --- |
| Application  [*AWS customers are responsible for establishing Multifactor Authentication (MFA) for use with their AWS account:*  <https://aws.amazon.com/iam/details/mfa/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-2 (3) Control Enhancement

The information system implements multifactor authentication for local access to privileged accounts.

| IA-2 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Information Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 (3) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-2 (5) Control Enhancement

The organization requires individuals to be authenticated with an individual authenticator when a group authenticator is employed.

| IA-2 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 (5) What is the solution and how is it implemented? |
| --- |
| Application  *Recommend AWS customers use permission groups and IAM users rather than sharing credentials within their IAM account:*  http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-2 (8) Control Enhancement

The information system implements replay-resistant authentication mechanisms for network access to privileged accounts.

| IA-2 (8) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 (8) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing replay-resistant authentication mechanisms for network access to privileged accounts.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-2 (11) Control Enhancement

The information system implements multifactor authentication for remote access to privileged and non-privileged accounts such that one of the factors is provided by a device separate from the system gaining access and the device meets [FedRAMP Assignment: FIPS 140-2, NIAP Certification, or NSA approval].

Additional FedRAMP Requirements and Guidance:

Guidance: PIV = separate device. Please refer to NIST SP 800-157 Guidelines for Derived Personal Identity Verification (PIV) Credentials. FIPS 140-2 means validated by the Cryptographic Module Validation Program (CMVP).

| IA-2 (11) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-2(11): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 (11) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing MFA using devices that are separate from the system gaining access and are validated via FIPS, NIAP, or NSA validation programs].*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-2 (12) Control Enhancement

The information system accepts and electronically verifies Personal Identity Verification (PIV) credentials.

IA-2 (12) Additional FedRAMP Requirements and Guidance:

Guidance: Include Common Access Card (CAC), i.e., the DoD technical implementation of PIV/FIPS 201/HSPD-12.

| IA-2 (12) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-2 (12) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS provides federation capabilities, which can be used by customers to establish PIV authentication for IAM users within their account. Implementing PIV authentication for any application deployed on an AWS workload is the responsibility of the customer.]*  Infrastructure  Reference the pre-existing FedRAMP Provisional Authorization to Operate (P-ATO) for AWS GovCloud (US), 6/21/2016 |

### IA-3 Device Identification and Authentication

The information system uniquely identifies and authenticates [Assignment: organization-defined specific and/or types of devices] before establishing a [Selection (one or more): local; remote; network] connection.

| IA-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-3-1: [TBD by Customer] | |
| Parameter IA-3-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-3 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for properly configuring any devices that will remotely connect to their AWS resources.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IA-4 Identifier Management

The organization manages information system identifiers for users and devices by:

1. Receiving authorization from [FedRAMP Assignment at a minimum, the ISSO (or similar role within the organization)] to assign an individual, group, role, or device identifier;
2. Selecting an identifier that identifies an individual, group, role, or device;
3. Assigning the identifier to the intended individual, group, role, or device;
4. Preventing reuse of identifiers for [FedRAMP Assignment: at least two (2) years]; and
5. Disabling the identifier after [FedRAMP Assignment: thirty-five (35) days (see additional requirements and guidance)]

IA-4e Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines the time period of inactivity for device identifiers.

Guidance: For DoD clouds, see DoD cloud website for specific DoD requirements that go above and beyond FedRAMP http://iase.disa.mil/cloud\_security/Pages/index.aspx.

| IA-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-4(a): [TBD by Customer] | |
| Parameter IA-4(d): [TBD by Customer] | |
| Parameter IA-4(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html>. The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html>. The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html>. The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html>. The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html>. The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-4 (4) Control Enhancement

The organization manages individual identifiers by uniquely identifying each individual as [FedRAMP Assignment: contractors; foreign nationals].

| IA-4 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-4 (4): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-4 (4) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing identifiers within their IAM account as well as those associated with their AWS workloads.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IA-5 Authenticator Management

The organization manages information system authenticators by:

1. Verifying, as part of the initial authenticator distribution, the identity of the individual, group, role, or device receiving the authenticator;
2. Establishing initial authenticator content for authenticators defined by the organization;
3. Ensuring that authenticators have sufficient strength of mechanism for their intended use;
4. Establishing and implementing administrative procedures for initial authenticator distribution, for lost/compromised or damaged authenticators, and for revoking authenticators;
5. Changing default content of authenticators prior to information system installation;
6. Establishing minimum and maximum lifetime restrictions and reuse conditions for authenticators;
7. Changing/refreshing authenticators [FedRAMP Assignment: to include sixty (60) days for passwords].
8. Protecting authenticator content from unauthorized disclosure and modification;
9. Requiring individuals to take, and having devices implement, specific security safeguards to protect authenticators; and
10. Changing authenticators for group/role accounts when membership to those accounts changes.

IA-5 Additional FedRAMP Requirements and Guidance:

Requirement: Authenticators must be compliant with NIST SP 800-63-2 Electronic Authentication Guideline assurance Level 4. Link to publication: http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-63-2.pdf

| IA-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-5(g): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html. The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part h | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part i | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part j | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-5 (1) Control Enhancement

The information system, for password-based authentication:

1. Enforces minimum password complexity of [FedRAMP Assignment: case sensitive, minimum of fourteen (14) characters, and at least one (1) each of upper-case letters, lower-case letters, numbers, and special characters];
2. Enforces at least the following number of changed characters when new passwords are created: [FedRAMP Assignment: at least fifty percent (50%)];
3. Stores and transmits only cryptographically-protected passwords;
4. Enforces password minimum and maximum lifetime restrictions of [FedRAMP Assignment: one (1) day minimum, sixty (60) day maximum];
5. Prohibits password reuse for [FedRAMP Assignment: twenty-four (24)] generations; and
6. Allows the use of a temporary password for system logons with an immediate change to a permanent password.

| IA-5 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-5(1)(a): [TBD by Customer] | |
| Parameter IA-5(1)(b): [TBD by Customer] | |
| Parameter IA-5(1)(d): [TBD by Customer] | |
| Parameter IA-5(1)(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [The master account and IAM accounts are used by customers to manage identification and authorization. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-5 (2) Control Enhancement

The information system, for PKI-based authentication:

1. Validates certifications by constructing and verifying a certification path to an accepted trust anchor including checking certificate status information;
2. Enforces authorized access to the corresponding private key;
3. Maps the authenticated identity to the account of the individual or group; and
4. Implements a local cache of revocation data to support path discovery and validation in case of inability to access revocation information via the network.

| IA-5 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 (2) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing and managing PKI that is part of their system running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing and managing PKI that is part of their system running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for implementing and managing PKI that is part of their system running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for implementing and managing PKI that is part of their system running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-5 (3) Control Enhancement

The organization requires that the registration process to receive [FedRAMP Assignment: All hardware/biometric (multifactor authenticators] be conducted [FedRAMP Selection: in person] before [Assignment: organization-defined registration authority] with authorization by [Assignment: organization-defined personnel or roles].

| IA-5 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-5(3)-1: [TBD by Customer] | |
| Parameter IA-5(3)-2: [TBD by Customer] | |
| Parameter IA-5(3)-3: [TBD by Customer] | |
| Parameter IA-5(3)-4: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly distributing their MFA authenticators.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-5 (4) Control Enhancement

The organization employs automated tools to determine if password authenticators are sufficiently strong to satisfy [FedRAMP Assignment: complexity as identified in IA-5 (1) Control Enhancement Part A].

IA-5(4) Additional FedRAMP Requirements and Guidance:

Guidance: If automated mechanisms which enforce password authenticator strength at creation are not used, automated mechanisms must be used to audit strength of created password authenticators.

| IA-5 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-5(4): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 (4) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring the password implementation on their AWS workloads, as well as within IAM.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-5 (6) Control Enhancement

The organization protects authenticators commensurate with the security category of the information to which use of the authenticator permits access.

| IA-5 (6) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 (6) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring the password implementation on their AWS workloads, as well as within IAM.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-5 (7) Control Enhancement

The organization ensures that unencrypted static authenticators are not embedded in applications or access scripts or stored on function keys.

| IA-5 (7) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 (7) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring the password implementation on their AWS workloads, as well as within IAM.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-5 (11) Control Enhancement

The information system, for hardware token-based authentication, employs mechanisms that satisfy [Assignment: organization-defined token quality requirements].

| IA-5 (11) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-5(11): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-5 (11) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for either using MFA provided by AWS, or implementing one that satisfies their requirements, and using that solution through federation.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IA-6 Authenticator Feedback

The information system obscures feedback of authentication information during the authentication process to protect the information from possible exploitation/use by unauthorized individuals.

| IA-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-6 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for obfuscating passwords that are used in conjunction with system being run on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IA-7 Cryptographic Module Authentication

The information system implements mechanisms for authentication to a cryptographic module that meet the requirements of applicable federal laws, Executive Orders, directives, policies, regulations, standards, and guidance for such authentication.

| IA-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-7 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing authentication to cryptographic modules in accordance with applicable laws and regulations.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IA-8 Identification and Authentication (Non-Organizational Users)

The information system uniquely identifies and authenticates non-organizational users (or processes acting on behalf of non-organizational users).

| IA-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-8 What is the solution and how is it implemented? |
| --- |
| Application  [The master account and IAM accounts are used by customers to manage identification and authorization of their AWS account. They can be configured with varying levels of permissions, and are used to set up and design the system: <http://docs.aws.amazon.com/IAM/latest/UserGuide/best-practices.html> The accounts that customers create on their guest operating systems and VMs are completely separate and are the responsibility of the customer to manage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IA-8 (1) Control Enhancement

The information system accepts and electronically verifies Personal Identity Verification (PIV) credentials from other federal agencies.

| IA-8 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-8 (1) What is the solution and how is it implemented? |
| --- |
| *[AWS provides federation capabilities, which can be used by customers to establish PIV authentication for IAM users within their account. Implementing PIV authentication for any application deployed on an AWS workload is the responsibility of the customer.]* |

#### IA-8 (2) Control Enhancement

The information system accepts only FICAM-approved third-party credentials.

| IA-8 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-8 (2) What is the solution and how is it implemented? |
| --- |
| *[AWS provides identity federation capabilities that can be used to implement FICAM-approved credentials for IAM users within an AWS account. Implementation of FICAM-approved credentials is the responsibility of the customer.]* |

#### IA-8 (3) Control Enhancement

The organization employs only FICAM-approved information system components in [Assignment: organization-defined information systems] to accept third-party credentials.

| IA-8 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IA-8(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-8 (3) What is the solution and how is it implemented? |
| --- |
| *[AWS provides identity federation capabilities that can be used to implement FICAM-approved credentials for IAM users within an AWS account. Implementation of FICAM-approved credentials is the responsibility of the customer.]* |

#### IA-8 (4) Control Enhancement

The information system conforms to FICAM-issued profiles.

| IA-8 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IA-8 (4) What is the solution and how is it implemented? |
| --- |
| *[AWS provides identity federation capabilities that can be used to implement FICAM-approved credentials for IAM users within an AWS account. Implementation of FICAM-approved credentials is the responsibility of the customer.]* |

## Incident Response (IR)

### IR-1 Incident Response Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. An incident response policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the incident response policy and associated incident response controls; and
2. Reviews and updates the current:
   1. Incident response policy [FedRAMP Assignment: at least annually]; and
   2. Incident response procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| IR-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-1(a): [TBD by Customer] | |
| Parameter IR-1(b)(1): [TBD by Customer] | |
| Parameter IR-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| IR-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-2 Incident Response Training

The organization provides incident response training to information system users consistent with assigned roles and responsibilities in accordance with NIST SP 800-53 Rev 4:

1. Within [FedRAMP Assignment: ten (10) days] of assuming an incident response role or responsibility;
2. When required by information system changes; and
3. [FedRAMP Assignment: at least annually] thereafter.

| IR-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-2(a): [TBD by Customer] | |
| Parameter IR-2(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for providing incident response training when new personnel assume an incident response role, as required by system changes and annually thereafter.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for providing incident response training when new personnel assume an incident response role, as required by system changes and annually thereafter.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for providing incident response training when new personnel assume an incident response role, as required by system changes and annually thereafter.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-3 Incident Response Testing

The organization tests the incident response capability for the information system [FedRAMP Assignment: at least every six (6) months] using [FedRAMP Assignment: see additional FedRAMP Requirements and Guidance] to determine the incident response effectiveness and documents the results.

IR-3 Additional FedRAMP Requirements and Guidance:

Requirements: The service provider defines tests and/or exercises in accordance with NIST Special Publication 800-61 (as amended). For JAB authorization, the service provider provides test plans to the JAB/AO annually. Test plans are approved and accepted by the JAB/AO prior to the test commencing.

| IR-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-3-1: [TBD by Customer] | |
| Parameter IR-3-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-3 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-3 (2) Control Enhancement

The organization coordinates incident response testing with organizational elements responsible for related plans.

| IR-3 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-3 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-4 Incident Handling

The organization:

1. Implements an incident handling capability for security incidents that includes preparation, detection and analysis, containment, eradication, and recovery;
2. Coordinates incident handling activities with contingency planning activities; and
3. Incorporates lessons learned from ongoing incident handling activities into incident response procedures, training, and testing/exercises, and implements the resulting changes accordingly.

IR-4 Additional FedRAMP Requirements and Guidance:

Requirement: The service provider ensures that individuals conducting incident handling meet personnel security requirements commensurate with the criticality/sensitivity of the information being processed, stored, and transmitted by the information system.

| IR-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing an incident handling capability that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing an incident handling capability that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for implementing an incident handling capability that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-4 (1) Control Enhancement

The organization employs automated mechanisms to support the incident handling process.

| IR-4 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-4 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for employing automated mechanisms to support the incident handling process.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-5 Incident Monitoring

The organization tracks and documents information system security incidents.

| IR-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-5 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for tracking and documenting their information system security incidents.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-6 Incident Reporting

The organization:

1. Requires personnel to report suspected security incidents to the organizational incident response capability within [FedRAMP Assignment: US-CERT incident reporting timelines as specified in NIST SP800-61 (as amended)]; and
2. Reports security incident information to [Assignment: organization-defined authorities].

IR-6 Additional FedRAMP Requirements and Guidance

Requirement: Report security incident information according to FedRAMP Incident Communications Procedure.

| IR-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-6(a): [TBD by Customer] | |
| Parameter IR-6(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-6 (1) Control Enhancement

The organization employs automated mechanisms to assist in the reporting of security incidents.

| IR-6 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-6 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-7 Incident Response Assistance

The organization provides an incident response support resource, integral to the organizational incident response capability that offers advice and assistance to users of the information system for the handling and reporting of security incidents.

| IR-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-7 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for providing an incident response support resource, integral to the organizational incident response capability that offers advice and assistance to users of the information system for the handling and reporting of security incidents.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-7 (1) Control Enhancement

The organization employs automated mechanisms to increase the availability of incident response related information and support.

| IR-7 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-7 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for providing an incident response support resource, integral to the organizational incident response capability that offers advice and assistance to users of the information system for the handling and reporting of security incidents.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-7 (2) Control Enhancement

The organization:

1. Establishes a direct, cooperative relationship between its incident response capability and external providers of information system protection capability; and
2. Identifies organizational incident response team members to the external providers.

| IR-7 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-7 (2) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for establishing external cooperative relationships with providers of information system protection capabilities and identifying internal incident response team members as applicable.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for establishing external cooperative relationships with providers of information system protection capabilities and identifying internal incident response team members as applicable.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-8 Incident Response Plan

The organization:

1. Develops an incident response plan that:
   1. Provides the organization with a roadmap for implementing its incident response capability;
   2. Describes the structure and organization of the incident response capability;
   3. Provides a high-level approach for how the incident response capability fits into the overall organization;
   4. Meets the unique requirements of the organization, which relate to mission, size, structure, and functions;
   5. Defines reportable incidents;
   6. Provides metrics for measuring the incident response capability within the organization;
   7. Defines the resources and management support needed to effectively maintain and mature an incident response capability; and
   8. Is reviewed and approved by [Assignment: organization-defined personnel or roles];
2. Distributes copies of the incident response plan to [FedRAMP Assignment: see additional FedRAMP Requirements and Guidance].

IR-8(b) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines a list of incident response personnel (identified by name and/or by role) and organizational elements. The incident response list includes designated FedRAMP personnel.

1. Reviews the incident response plan [FedRAMP Assignment: at least annually];
2. Updates the incident response plan to address system/organizational changes or problems encountered during plan implementation, execution, or testing;
3. Communicates incident response plan changes to [FedRAMP Assignment: see additional FedRAMP Requirements and Guidance].

IR-8(e) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines a list of incident response personnel (identified by name and/or by role) and organizational elements. The incident response list includes designated FedRAMP personnel.

1. Protects the incident response plan from unauthorized disclosure and modification.

| IR-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-8(a)(8): [TBD by Customer] | |
| Parameter IR-8(b): [TBD by Customer] | |
| Parameter IR-8(c): [TBD by Customer] | |
| Parameter IR-8(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [AWS customers are responsible for developing IR plans and testing that includes consideration for any controls deferred to the customer relating to shared touch points included in the AWS authorization boundary and any customer applications leveraging the AWS infrastructure.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### IR-9 Information Spillage Response

The organization responds to information spills by:

1. Identifying the specific information involved in the information system contamination;
2. Alerting [Assignment: organization-defined personnel or roles] of the information spill using a method of communication not associated with the spill;
3. Isolating the contaminated information system or system component;
4. Eradicating the information from the contaminated information system or component;
5. Identifying other information systems or system components that may have been subsequently contaminated; and
6. Performing other [Assignment: organization-defined actions].

| IR-9 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-9(b): [TBD by Customer] | |
| Parameter IR-9(f): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-9 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for identifying the information involved in an information system contamination, as AWS does not manage customer data or determine its categorization. AWS has no insight into the sensitivity of customer data, and must consequently treat all customer data as sensitive. As such, only a customer can determine whether data has been spilled on an EC2 instance, an EBS volume or S3 object.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for identifying the information involved in an information system contamination, as AWS does not manage customer data or determine its categorization. AWS has no insight into the sensitivity of customer data, and must consequently treat all customer data as sensitive. As such, only a customer can determine whether data has been spilled on an EC2 instance, an EBS volume or S3 object.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly isolating any EC2 instance or EBS volume that is currently hosting spilled data. Similarly, the customer is responsible for removing logical access to any S3 object that contains spillage.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [*AWS customers can perform traditional overwrite practices on EC2 instances and EBS volumes in order to sanitize the environment, and subsequently terminate the EC2 instance or delete of the EBS volume. To destroy an S3 object, the customer will delete the encryption key that controls access to it, and delete the S3 object, breaking the mapping to it. ]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for determining which of their AWS assets contains spillage, or if the spillage extends to their on-premise assets.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [AWS customers are responsible for conducting forensic and remediation activities in accordance with their organization’s spillage policies.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-9 (1) Control Enhancement

The organization assigns [Assignment: organization-defined personnel or roles] with responsibility for responding to information spills.

| IR-9 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-9(1): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-9 (1) What is the solution and how is it implemented? |
| --- |
| Application  [*AWS customers are responsible for identifying the information involved in an information system contamination, as AWS does not manage customer data or determine its categorization. AWS has no insight into the sensitivity of customer data, and must consequently treat all customer data as sensitive. As such, only a customer can determine whether data has been spilled on an EC2 instance, an EBS volume or S3 object.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-9 (2) Control Enhancement

The organization provides information spillage response training [FedRAMP Assignment: at least annually].

| IR-9 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-9(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-9 (2) What is the solution and how is it implemented? |
| --- |
| Application  [*AWS customers are responsible for providing information spillage response training.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### IR-9 (3) Control Enhancement

The organization implements [Assignment: organization-defined procedures] to ensure that organizational personnel impacted by information spills can continue to carry out assigned tasks while contaminated systems are undergoing corrective actions.

| IR-9 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-9(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-9 (3) What is the solution and how is it implemented? |
| --- |
| *[AWS customers are responsible for developing procedures that allow operations to be maintained while responding to a data spill within their AWS environment. The AWS environment allows customers to easily deploy a known good version of their environment while preserving contaminated instances for forensic investigation.*  *AWS customers are responsible for identifying the information involved in an information system contamination, as AWS does not manage customer data or determine its categorization. AWS has no insight into the sensitivity of customer data, and must consequently treat all customer data as sensitive. As such, only a customer can determine whether data has been spilled on an EC2 instance, an EBS volume or S3 object.]* |

#### IR-9 (4) Control Enhancement

The organization employs [Assignment: organization-defined security safeguards] for personnel exposed to information not within assigned access authorizations.

| IR-9 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter IR-9(4): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| IR-9 (4) What is the solution and how is it implemented? |
| --- |
| *[AWS customers are responsible for developing procedures that allow operations to be maintained while responding to a data spill within their AWS environment. The AWS environment allows customers to easily deploy a known good version of their environment while preserving contaminated instances for forensic investigation.*  *AWS customers are responsible for identifying the information involved in an information system contamination, as AWS does not manage customer data or determine its categorization. AWS has no insight into the sensitivity of customer data, and must consequently treat all customer data as sensitive. As such, only a customer can determine whether data has been spilled on an EC2 instance, an EBS volume or S3 object.]* |

## Maintenance (MA)

### MA-1 System Maintenance Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A system maintenance policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the system maintenance policy and associated system maintenance controls; and
2. Reviews and updates the current:
   1. System maintenance policy [FedRAMP Assignment: at least annually]; and
   2. System maintenance procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| MA-1 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security | |
| Parameter MA-1(a): AWS Security | |
| Parameter MA-1(b)(1): [TBD by Customer] | |
| Parameter MA-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| MA-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  [AWS develops, disseminates, and reviews/updates a formal, documented information system maintenance policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  [AWS has developed formal, documented procedures to facilitate the implementation of the information system maintenance policy and associated system maintenance controls. Processes and procedures are reviewed annually.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MA-2 Controlled Maintenance

The organization:

1. Schedules, performs, documents, and reviews records of maintenance and repairs on information system components in accordance with manufacturer or vendor specifications and/or organizational requirements;
2. Approves and monitors all maintenance activities, whether performed on site or remotely and whether the equipment is serviced on site or removed to another location;
3. Requires that [Assignment: organization-defined personnel or roles] explicitly approve the removal of the information system or system components from organizational facilities for off-site maintenance or repairs;
4. Sanitizes equipment to remove all information from associated media prior to removal from organizational facilities for off-site maintenance or repairs;
5. Checks all potentially impacted security controls to verify that the controls are still functioning properly following maintenance or repair actions; and
6. Includes [Assignment: organization-defined maintenance-related information] in organizational maintenance records.

| MA-2 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Parameter MA-2(c): Data center techs | |
| Parameter MA-2(f): records in InfraDB | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MA-3 Maintenance Tools

The organization approves, controls, and monitors information system maintenance tools.

| MA-3 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-3 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MA-3 (1) Control Enhancement

The organization inspects the maintenance tools carried into a facility by maintenance personnel for improper or unauthorized modifications.

| MA-3 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-3 (1) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MA-3 (2) Control Enhancement

The organization checks media containing diagnostic and test programs for malicious code before the media are used in the information system.

| MA-3 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-3 (2) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MA-3 (3) Control Enhancement

The organization prevents the unauthorized removal of maintenance equipment containing organizational information by:

1. Verifying that there is no organizational information contained on the equipment;
2. Sanitizing or destroying the equipment;
3. Retaining the equipment within the facility; or
4. Obtaining an exemption from [FedRAMP Assignment: the information owner explicitly authorizes removal of the equipment from the facility].

| MA-3 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Parameter MA-3(3)(d): the information owner | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-3 (3) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MA-4 Nonlocal Maintenance

The organization:

1. Approves and monitors nonlocal maintenance and diagnostic activities;
2. Allows the use of nonlocal maintenance and diagnostic tools only as consistent with organizational policy and documented in the security plan for the information system;
3. Employs strong authenticators in the establishment of nonlocal maintenance and diagnostic sessions;
4. Maintains records for nonlocal maintenance and diagnostic activities; and
5. Terminates session and network connections when nonlocal maintenance is completed.

| MA-4 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MA-4 (2) Control Enhancement

The organization documents in the security plan for the information system, the policies and procedures for the establishment and use of nonlocal maintenance and diagnostic connections.

| MA-4 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-4 (2) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MA-5 Maintenance Personnel

The organization:

1. Establishes a process for maintenance personnel authorization and maintains a list of authorized maintenance organizations or personnel;
2. Ensures that non-escorted personnel performing maintenance on the information system have required access authorizations; and
3. Designates organizational personnel with required access authorizations and technical competence to supervise the maintenance activities of personnel who do not possess the required access authorizations.

| MA-5 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MA-5 (1) Control Enhancement

The organization:

1. Implements procedures for the use of maintenance personnel that lack appropriate security clearances or are not U.S. citizens, that include the following requirements:
   1. Maintenance personnel who do not have needed access authorizations, clearances, or formal access approvals are escorted and supervised during the performance of maintenance and diagnostic activities on the information system by approved organizational personnel who are fully cleared, have appropriate access authorizations, and are technically qualified;
   2. Prior to initiating maintenance or diagnostic activities by personnel who do not have needed access authorizations, clearances or formal access approvals, all volatile information storage components within the information system are sanitized and all nonvolatile storage media are removed or physically disconnected from the system and secured; and
2. Develops and implements alternate security safeguards in the event an information system component cannot be sanitized, removed, or disconnected from the system.

| MA-5 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-5 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MA-6 Timely Maintenance

The organization obtains maintenance support and/or spare parts for [Assignment: organization-defined information system components] within [Assignment: organization-defined time period] of failure.

| MA-6 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security Assurance Manager | |
| Parameter MA-6(1): Arbor Network’s Peakflow SP Threat Management System, Firewalls, Authlog servers, Eye of Sauron, Sauron | |
| Parameter MA-6(2): Spare parts not used. Redundant nature of architecture provides uninterrupted service. Replacement hardware is already in place in an active state. | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MA-6 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Media Protection (MP)

### MP-1 Media Protection Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A media protection policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the media protection policy and associated media protection controls; and
2. Reviews and updates the current:
   1. Media protection policy [FedRAMP Assignment: at least annually]; and
   2. Media protection procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| MP-1 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security | |
| Parameter MP-1(a): AWS Security | |
| Parameter MP-1(b)(1): [TBD by Customer] | |
| Parameter MP-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| MP-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  [AWS develops, disseminates, and reviews/updates annually a formal, documented media protection policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  [AWS has developed formal, documented procedures to facilitate the implementation of the media protection policy and associated media protection controls.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MP-2 Media Access

The organization restricts access to [FedRAMP Assignment: any digital and non-digital media deemed sensitive] to [Assignment: organization-defined personnel or roles].

| MP-2 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter MP-2-1: Digital: Magnetic and non-magnetic (external hard drives, floppy disks, storage tapes, compact discs, digital video discs, USB flash/thumb drives, and diskettes)  Non-digital: Printing (Paper Output) | |
| Parameter MP-2-2: All personnel granted access to GovCloud data center facilities (via a badge swipe and PIN combination) are screened against a pre-authorized list of those needing access in order to perform their duties or are fully escorted, as appropriate. | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-2 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MP-3 Media Marking

The organization:

1. Marks information system media indicating the distribution limitations, handling caveats, and applicable security markings (if any) of the information; and
2. Exempts [FedRAMP Assignment: no removable media types] from marking as long as the media remain within [Assignment: organization-defined controlled areas].

MP-3(b) Additional FedRAMP Requirements and Guidance:

Guidance: Second parameter in MP-3(b)-2 is not applicable.

| MP-3 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter MP-3(b)-1: None. | |
| Parameter MP-3(b)-1: N/A | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MP-4 Media Storage

The organization:

1. Physically controls and securely stores [FedRAMP Assignment: [all types of digital and non-digital media with sensitive information]] within [FedRAMP Assignment: see additional FedRAMP requirements and guidance]; and

MP-4a Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines controlled areas within facilities where the information and information system reside.

1. Protects information system media until the media are destroyed or sanitized using approved equipment, techniques, and procedures.

| MP-4 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter MP-4(a)-1:  Digital (Magnetic and Non-Magnetic) Media (further defined by the organization in MP-2)  Non-digital (printing output/paper) Media | |
| Parameter MP-4(a)-2: Data Centers | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MP-5 Media Transport

The organization:

1. Protects and controls [FedRAMP Assignment: all media with sensitive information] during transport outside of controlled areas using [FedRAMP Assignment: for digital media, encryption using a FIPS 140-2 validated encryption module; for non-digital media, secured in locked container];

MP-5a Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines security measures to protect digital and non-digital media in transport. The security measures are approved and accepted by the JAB/AO.

1. Maintains accountability for information system media during transport outside of controlled areas;
2. Documents activities associated with the transport of information system media; and
3. Restricts the activities associated with transport of information system media to authorized personnel.

| MP-5 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter MP-5(a)-1: Digital (Magnetic and Non-Magnetic) Media (further defined by the organization in MP-2) Non-digital (printing output/paper) Media | |
| Parameter MP-5(a)-2: : N/A | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MP-5 (4) Control Enhancement

The organization employs cryptographic mechanisms to protect the confidentiality and integrity of information stored on digital media during transport outside of controlled areas.

| MP-5 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-5 (4) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MP-6 Media Sanitization

The organization:

1. Sanitizes [Assignment: organization-defined information system media] prior to disposal, release out of organizational control, or release for reuse using [FedRAMP Assignment: techniques and procedures IAW NIST SP 800-88 and Section 5.9: Reuse and Disposal of Storage Media and Hardware ] in accordance with applicable federal and organizational standards and policies; and
2. Employs sanitization mechanisms with strength and integrity commensurate with the classification or classification of the information.

| MP-6 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter MP-6(a)-1: all media as referenced in MP-2 | |
| Parameter MP-6(a)-2: degaussing and/or destruction | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MP-6 (2) Control Enhancement

The organization tests sanitization equipment and procedures [FedRAMP Assignment: at least every six (6) months] to verify that the intended sanitization is being achieved.

MP-6(2) Additional FedRAMP Requirements and Guidance:

Guidance: Equipment and procedures may be tested or evaluated for effectiveness.

| MP-6 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter MP-6(2): at least quarterly | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-6 (2) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### MP-7 Media Use

The organization [Selection: restricts; prohibits] the use of [Assignment: organization-defined types of information system media] on [Assignment: organization-defined information systems or system components] using [Assignment: organization-defined security safeguards].

| MP-7 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter MP-7-1: See MP-2 | |
| Parameter MP-7-2: See MP-2 | |
| Parameter MP-7-3: See MP-2 | |
| Parameter MP-7-4: See MP-2 | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-7 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### MP-7 (1) Control Enhancement

The organization prohibits the use of portable storage devices in organizational information systems when such devices have no identifiable owner.

| MP-7 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| MP-7 (1) is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Physical and Environmental Protection (PE)

### PE-1 Physical and Environmental Protection Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A physical and environmental protection policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the physical and environmental protection policy and associated physical and environmental protection controls; and
2. Reviews and updates the current:
   1. Physical and environmental protection policy [FedRAMP Assignment: at least annually]; and
   2. Physical and environmental protection procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| PE-1 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Security | |
| Parameter PE-1(a): AWS Security | |
| Parameter PE-1(b)(1): [TBD by Customer] | |
| Parameter PE-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| PE-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  [AWS has developed formal, documented physical and environmental protection policy and procedures that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance. The policy is reviewed on an annual basis.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  [AWS has developed formal, documented physical and environmental protection policy and procedures that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance. The policy is reviewed on an annual basis.]  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-2 Physical Access Authorizations

The organization:

1. Develops, approves, and maintains a list of individuals with authorized access to the facility where the information system resides;
2. Issues authorization credentials for facility access;
3. Reviews the access list detailing authorized facility access by individuals [FedRAMP Assignment: at least every ninety (90) days]; and
4. Removes individuals from the facility access list when access is no longer required.

| PE-2 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-2(c): at least every 90 days | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-3 Physical Access Control

The organization:

1. Enforces physical access authorizations at [Assignment: organization-defined entry/exit points to the facility where the information system resides] by:
   1. Verifying individual access authorizations before granting access to the facility; and
   2. Controlling ingress/egress to the facility using [FedRAMP Assignment: CSP defined physical access control systems/devices AND guards];
2. Maintains physical access audit logs for [Assignment: organization-defined entry/exit points];
3. Provides [Assignment: organization-defined security safeguards] to control access to areas within the facility officially designated as publicly accessible;
4. Escorts visitors and monitors visitor activity [FedRAMP Assignment: in all circumstances within restricted access area where the information system resides];
5. Secures keys, combinations, and other physical access devices;
6. Inventories [Assignment: organization-defined physical access devices] every [FedRAMP Assignment: at least annually]; and
7. Changes combinations and keys [FedRAMP Assignment: at least annually] and/or when keys are lost, combinations are compromised, or individuals are transferred or terminated.

| PE-3 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-3(a): restricted areas | |
| Parameter PE-3(b): Lenel access system and security guards | |
| Parameter PE-3(c): restricted areas | |
| Parameter PE-3(d): in all circumstances within restricted access area where the information system resides | |
| Parameter PE-3(f): Lenel access system | |
| Parameter PE-3(f)-2: at least annually | |
| Parameter PE-3(g): at least annually | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-4 Access Control for Transmission Medium

The organization controls physical access to [Assignment: organization-defined information system distribution and transmission lines] within organizational facilities using [Assignment: organization-defined security safeguards].

| PE-4 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-4-1: server rooms and assets | |
| Parameter PE-4-2: badge and PIN | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-4 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-5 Access Control for Output Devices

The organization controls physical access to information system output devices to prevent unauthorized individuals from obtaining the output.

| PE-5 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-5 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-6 Monitoring Physical Access

The organization:

1. Monitors physical access to the facility where the information system resides to detect and respond to physical security incidents;
2. Reviews physical access logs [FedRAMP Assignment: at least monthly] and upon occurrence of [Assignment: organization-defined events or potential indications of events]; and
3. Coordinates results of reviews and investigations with the organization’s incident response capability.

| PE-6 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-6(b)-1: daily | |
| Parameter PE-6(b)-2: suspicious activity | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### PE-6 (1) Control Enhancement

The organization monitors physical intrusion alarms and surveillance equipment.

| PE-6 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-6 (1) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-8 Visitor Access Records

The organization:

1. Maintains visitor access records to the facility where the information system resides for [FedRAMP Assignment: for a minimum of one (1) year]; and
2. Reviews visitor access records [FedRAMP Assignment: at least monthly]

| PE-8 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-8(a): at least one year | |
| Parameter PE-8(b): at least monthly | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-9 Power Equipment and Cabling

The organization protects power equipment and power cabling for the information system from damage and destruction.

| PE-9 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-9 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-10 Emergency Shutoff

The organization:

1. Provides the capability of shutting off power to the information system or individual system components in emergency situations;
2. Places emergency shutoff switches or devices in [Assignment: organization-defined location by information system or system component] to facilitate safe and easy access for personnel; and
3. Protects emergency power shutoff capability from unauthorized activation.

| PE-10 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-10(b): data center electrical rooms | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-10 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-11 Emergency Power

The organization provides a short-term uninterruptible power supply to facilitate [Selection (one or more): an orderly shutdown of the information system; transition of the information system to long-term alternate power] in the event of a primary power source loss.

| PE-11 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-11: transition of the information to long-term alternate power | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-11 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-12 Emergency Lighting

The organization employs and maintains automatic emergency lighting for the information system that activates in the event of a power outage or disruption and that covers emergency exits and evacuation routes within the facility.

| PE-12 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-12 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-13 Fire Protection

The organization employs and maintains fire suppression and detection devices/systems for the information system that are supported by an independent energy source.

| PE-13 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-13 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### PE-13 (2) Control Enhancement

The organization employs fire suppression devices/systems for the information system that provide automatic notification of any activation [Assignment: organization-defined personnel or roles] and [Assignment: organization-defined emergency responders].

| PE-13 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-13(2)-1: SOC and emergency responders | |
| Parameter PE-13(2)-2: SOC and emergency responders | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-13 (2) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### PE-13 (3) Control Enhancement

The organization employs an automatic fire suppression capability for the information system when the facility is not staffed on a continuous basis.

| PE-13 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-13 (3) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-14 Temperature and Humidity Controls

The organization:

1. Maintains temperature and humidity levels within the facility where the information system resides at [FedRAMP Assignment: consistent with American Society of Heating, Refrigerating and Air-conditioning Engineers (ASHRAE) document entitled "Thermal Guidelines for Data Processing Environments]; and

PE-14 (a) Additional FedRAMP Requirements and Guidance:   
Requirement: The service provider measures temperature at server inlets and humidity levels by dew point.

1. Monitors temperature and humidity levels [FedRAMP Assignment: continuously].

| PE-14 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-14(a): Consistent with American Society of Heating, Refrigerating and Air-conditioning Engineers (ASHRAE) document entitled Thermal Guidelines for Data Processing Environments. | |
| Parameter PE-14(b): continuously | |
| Parameter PE-14(b) Additional: The service provider measures temperature at server inlets and humidity levels by dew point. | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-14 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### PE-14 (2) Control Enhancement

The organization employs temperature and humidity monitoring that provides an alarm or notification of changes potentially harmful to personnel or equipment.

| PE-14 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-14 (2) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-15 Water Damage Protection

The organization protects the information system from damage resulting from water leakage by providing master shutoff or isolation valves that are accessible, working properly, and known to key personnel.

| PE-15 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-15 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-16 Delivery and Removal

The organization authorizes, monitors, and controls [FedRAMP Assignment: all information system components] entering and exiting the facility and maintains records of those items.

| PE-16 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-16: all information system components | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-16 What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PE-17 Alternate Work Site

The organization:

1. Employs [Assignment: organization-defined security controls] at alternate work sites;
2. Assesses as feasible, the effectiveness of security controls at alternate work sites; and
3. Provides a means for employees to communicate with information security personnel in case of security incidents or problems.

| PE-17 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Physical Security Manager | |
| Parameter PE-17(a): Refer to the management, operational, and technical information system security controls for alternate work sites below in part a. | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PE-17 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Planning (PL)

### PL-1 Security Planning Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A security planning policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the security planning policy and associated security planning controls; and
2. Reviews and updates the current:
   1. Security planning policy [FedRAMP Assignment: at least annually]; and
   2. Security planning procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| PL-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PL-1(a): [TBD by Customer] | |
| Parameter PL-1(b)(1): [TBD by Customer] | |
| Parameter PL-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| PL-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PL-2 System Security Plan

The organization:

1. Develops a security plan for the information system that:
   1. Is consistent with the organization’s enterprise architecture;
   2. Explicitly defines the authorization boundary for the system;
   3. Describes the operational context of the information system in terms of missions and business processes;
   4. Provides the security categorization of the information system including supporting rationale;
   5. Describes the operational environment for the information system and relationships with or connections to other information;
   6. Provides an overview of the security requirements for the system;
   7. Identifies any relevant overlays, if applicable;
   8. Describes the security controls in place or planned for meeting those requirements including a rationale for the tailoring decisions; and
   9. Is reviewed and approved by the authorizing official or designated representative prior to plan implementation;
2. Distributes copies of the security plan and communicates subsequent changes to the plan to [Assignment: organization-defined personnel or roles];
3. Reviews the security plan for the information system [FedRAMP Assignment: at least annually];
4. Updates the plan to address changes to the information system/environment of operation or problems identified during plan implementation or security control assessments; and
5. Protects the security plan from unauthorized disclosure and modification.

| PL-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PL-2(b): [TBD by Customer] | |
| Parameter PL-2(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PL-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing an SSP for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing an SSP for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for developing an SSP for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for developing an SSP for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for developing an SSP for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### PL-2 (3) Control Enhancement

The organization plans and coordinates security-related activities affecting the information system with [Assignment: organization-defined individuals or groups] before conducting such activities in order to reduce the impact on other organizational entities.

| PL-2 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PL-2(3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PL-2 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for planning and coordinating security-related activities affecting the information system.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PL-4 Rules of Behavior

The organization:

1. Establishes and makes readily available to individuals requiring access to the information system, the rules that describe their responsibilities and expected behavior with regard to information and information system usage;
2. Receives a signed acknowledgment from such individuals, indicating that they have read, understand, and agree to abide by the rules of behavior, before authorizing access to information and the information system;
3. Reviews and updates the rules of behavior [FedRAMP Assignment: annually]; and
4. Requires individuals who have signed a previous version of the rules of behavior to read and resign when the rules of behavior are revised/updated.

| PL-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PL-4(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PL-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing rules of behavior for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing rules of behavior for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for developing rules of behavior for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for developing rules of behavior for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### PL-4 (1) Control Enhancement

The organization includes in the rules of behavior, explicit restrictions on the use of social media/networking sites and posting organizational information on public websites.

| PL-4 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PL-4 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for developing rules of behavior for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PL-8 Information Security Architecture

The organization:

1. Develops an information security architecture for the information system that:
   1. Describes the overall philosophy, requirements, and approach to be taken with regard to protecting the confidentiality, integrity, and availability of organizational information;
   2. Describes how the information security architecture is integrated into and supports the enterprise architecture; and
   3. Describes any information security assumptions about, and dependencies on, external services;
2. Reviews and updates the information security architecture [FedRAMP Assignment: at least annually or when a significant change occurs] to reflect updates in the enterprise architecture; and

PL-8 (b) Additional FedRAMP Requirements and Guidance:

Guidance: Significant change is defined in NIST Special Publication 800-37 Revision 1, Appendix F, on Page F-7.

1. Ensures that planned information security architecture changes are reflected in the security plan, the security Concept of Operations (CONOPS), and organizational procurements/acquisitions.

| PL-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PL-8(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PL-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing an SSP that properly documents the security architecture of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing an SSP that properly documents the security architecture of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for developing an SSP that properly documents the security architecture of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Personnel Security (PS)

### PS-1 Personnel Security Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A personnel security policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the personnel security policy and associated personnel security controls; and
2. Reviews and updates the current:
   1. Personnel security policy [FedRAMP Assignment: at least annually]; and
   2. Personnel security procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| PS-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-1(a): [TBD by Customer] | |
| Parameter PS-1(b)(1): [TBD by Customer] | |
| Parameter PS-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| PS-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PS-2 Position Risk Designation

The organization:

1. Assigns a risk designation to all positions;
2. Establishes screening criteria for individuals filling those positions; and
3. Reviews and revises position risk designations [FedRAMP Assignment: at least annually].

| PS-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-2(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for establishing risk designations along with screening criteria for the positions held by their employees and contractors that access their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for establishing risk designations along with screening criteria for the positions held by their employees and contractors that access their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for establishing risk designations along with screening criteria for the positions held by their employees and contractors that access their systems running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PS-3 Personnel Screening

The organization:

1. Screens individuals prior to authorizing access to the information system; and
2. Rescreens individuals according to [FedRAMP Assignment: For national security clearances; a reinvestigation is required during the fifth (5th) year for top secret security clearance, the tenth (10th) year for secret security clearance, and fifteenth (15th) year for confidential security clearance. For moderate risk law enforcement and high impact public trust level, a reinvestigation is required during the fifth (5th) year. There is no reinvestigation for other moderate risk positions or any low risk positions].

| PS-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-3(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly screening personnel prior to granting access to their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for re screening personnel at a frequency determined by the applicable risk designations.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### PS-3 (3) Control Enhancement

The organization ensures that individuals accessing an information system processing, storing, or transmitting information requiring special protection:

1. Have valid access authorizations that are demonstrated by assigned official government duties; and
2. Satisfy [FedRAMP Assignment: personnel screening criteria – as required by specific information].

| PS-3 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-3 (3)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-3 (3) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly screening personnel prior to granting access to their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly screening personnel prior to granting access to their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PS-4 Personnel Termination

The organization, upon termination of individual employment:

1. Disables information system access within [FedRAMP Assignment: eight (8) hours];
2. Terminates/revokes any authenticators/credentials associated with the individual;
3. Conducts exit interviews that include a discussion of [Assignment: organization-defined information security topics];
4. Retrieves all security-related organizational information system-related property;
5. Retains access to organizational information and information systems formerly controlled by terminated individual; and
6. Notifies [Assignment: organization-defined personnel or roles] within [Assignment: organization-defined time period].

| PS-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-4(a): [TBD by Customer] | |
| Parameter PS-4(c): [TBD by Customer] | |
| Parameter PS-4(f)-1: [TBD by Customer] | |
| Parameter PS-4(f)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly terminating access for personnel to whom they have granted access.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly terminating access for personnel to whom they have granted access.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for conducting exit interviews that include organization-defined information security topics.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for retrieving all security-related organizational information system-related property.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for retaining access to organizational information and information systems formerly controlled by terminated individual.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [AWS customers are responsible for notifying organization-defined personnel within a time period defined by the organization following termination actions.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PS-5 Personnel Transfer

The organization:

1. Reviews and confirms ongoing operational need for current logical and physical access authorizations to information systems/facilities when individuals are reassigned or transferred to other positions within the organization;
2. Initiates [Assignment: organization-defined transfer or reassignment actions] within [FedRAMP Assignment: twenty-four (24) hours];
3. Modifies access authorization as needed to correspond with any changes in operational need due to reassignment or transfer; and
4. Notifies [Assignment: organization-defined personnel or roles] within [FedRAMP Assignment: twenty-four (24) hours].

| PS-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-5(b)-1: [TBD by Customer] | |
| Parameter PS-5(b)-2: [TBD by Customer] | |
| Parameter PS-5(d)-1: [TBD by Customer] | |
| Parameter PS-5(d)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing a personnel transfer process that satisfied these control requirements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing a personnel transfer process that satisfied these control requirements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for implementing a personnel transfer process that satisfied these control requirements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for implementing a personnel transfer process that satisfied these control requirements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PS-6 Access Agreements

The organization:

1. Develops and documents access agreements for organizational information systems;
2. Reviews and updates the access agreements [FedRAMP Assignment: at least annually]; and
3. Ensures that individuals requiring access to organizational information and information systems:
   1. Sign appropriate access agreements prior to being granted access; and
   2. Re-sign access agreements to maintain access to organizational information systems when access agreements have been updated or [FedRAMP Assignment: at least annually and any time there is a change to the user's level of access].

| PS-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-6(b): [TBD by Customer] | |
| Parameter PS-6(c)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing access agreements for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing access agreements for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for developing access agreements for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PS-7 Third-Party Personnel Security

The organization:

1. Establishes personnel security requirements including security roles and responsibilities for third-party providers;
2. Requires third-party providers to comply with personnel security policies and procedures established by the organization;
3. Documents personnel security requirements;
4. Requires third-party providers to notify [Assignment: organization-defined personnel or roles] of any personnel transfers or terminations of third-party personnel who possess organizational credentials and/or badges, or who have information system privileges within [FedRAMP Assignment: terminations: immediately; transfers: within twenty-four (24) hours]; and
5. Monitors provider compliance.

| PS-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-7(d)-1: [TBD by Customer] | |
| Parameter PS-7(d)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-7 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for managing any third-party security personnel to whom they grant access.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for managing any third-party security personnel to whom they grant access.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for managing any third-party security personnel to whom they grant access.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for managing any third-party security personnel to whom they grant access.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for managing any third-party security personnel to whom they grant access.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### PS-8 Personnel Sanctions

The organization:

1. Employs a formal sanctions process for personnel failing to comply with established information security policies and procedures; and
2. Notifies [FedRAMP Assignment: at a minimum, the ISSO and/or similar role within the organization] within [Assignment: organization-defined time period] when a formal employee sanctions process is initiated, identifying the individual sanctioned and the reason for the sanction.

| PS-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter PS-8(b)-1: [TBD by Customer] | |
| Parameter PS-8(b)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| PS-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for employing formal sanctions when personnel fails to comply with established security policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for employing formal sanctions when personnel fails to comply with established security policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## Risk Assessment (RA)

### RA-1 Risk Assessment Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A risk assessment policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the risk assessment policy and associated risk assessment controls; and
2. Reviews and updates the current:
   1. Risk assessment policy [FedRAMP Assignment: at least annually]; and
   2. Risk assessment procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| RA-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter RA-1(a): [TBD by Customer] | |
| Parameter RA-1(b)(1): [TBD by Customer] | |
| Parameter RA-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| RA-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### RA-2 Security Categorization

The organization:

1. Categorizes information and the information system in accordance with applicable Federal Laws, Executive Orders, directives, policies, regulations, standards, and guidance;
2. Documents the security categorization results (including supporting rationale) in the security plan for the information system; and
3. Ensures the security categorization decision is reviewed and approved by the AO or authorizing official designated representative.

| RA-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly categorizing their systems hosted on AWS in accordance with FIPS 199.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly categorizing their systems hosted on AWS in accordance with FIPS 199.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly categorizing their systems hosted on AWS in accordance with FIPS 199.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### RA-3 Risk Assessment

The organization:

1. Conducts an assessment of risk, including the likelihood and magnitude of harm, from the unauthorized access, use, disclosure, disruption, modification, or destruction of the information system and the information it processes, stores, or transmits;
2. Documents risk assessment results in [Selection: security plan; risk assessment report; [FedRAMP Assignment: security assessment report]];
3. Reviews risk assessment results [FedRAMP Assignment: at least annually or whenever a significant change occurs];
4. Disseminates risk assessment results to [Assignment: organization-defined personnel or roles]; and

RA-3 Additional FedRAMP Requirements and Guidance:

Requirement: Include all Authoring Officials and FedRAMP ISSOs.

1. Updates the risk assessment [FedRAMP Assignment: annually] or whenever there are significant changes to the information system or environment of operation (including the identification of new threats and vulnerabilities), or other conditions that may impact the security state of the system.

RA-3 Additional FedRAMP Requirements and Guidance:

Guidance: Significant change is defined in NIST Special Publication 800-37 Revision 1, Appendix F

| RA-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter RA-3(b): [TBD by Customer] | |
| Parameter RA-3(c): [TBD by Customer] | |
| Parameter RA-3(d): [TBD by Customer] | |
| Parameter RA-3(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for conducting risk assessments of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for conducting risk assessments of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for conducting risk assessments of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for conducting risk assessments of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for conducting risk assessments of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### RA-5 Vulnerability Scanning

The organization:

1. Scans for vulnerabilities in the information system and hosted applications [FedRAMP Assignment: monthly operating system/infrastructure; monthly web applications and databases] and when new vulnerabilities potentially affecting the system/applications are identified and reported;

RA-5 (a) Additional FedRAMP Requirements and Guidance:

Requirement: An accredited independent assessor scans operating systems/infrastructure, web applications, and databases once annually.

1. Employs vulnerability scanning tools and techniques that promote interoperability among tools and automate parts of the vulnerability management process by using standards for:
   1. Enumerating platforms, software flaws, and improper configurations;
   2. Formatting and making transparent, checklists and test procedures; and
   3. Measuring vulnerability impact;
2. Analyzes vulnerability scan reports and results from security control assessments
3. Remediates legitimate vulnerabilities; [FedRAMP Assignment: high-risk vulnerabilities mitigated within thirty (30) days from date of discovery; moderate risk vulnerabilities mitigated within ninety (90) days from date of discovery], in accordance with an organizational assessment of risk; and
4. Shares information obtained from the vulnerability scanning process and security control assessments with [Assignment: organization-defined personnel or roles] to help eliminate similar vulnerabilities in other information systems (i.e., systemic weaknesses or deficiencies).

RA-5 (e) Additional FedRAMP Requirements and Guidance:

Requirement: To include the Risk Executive; for JAB authorizations to include FedRAMP ISSOs.

| RA-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter RA-5(a): [TBD by Customer] | |
| Parameter RA-5(d): [TBD by Customer] | |
| Parameter RA-5(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### RA-5 (1) Control Enhancement

The organization employs vulnerability scanning tools that include the capability to readily update the list of information system vulnerabilities to be scanned.

| RA-5 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-5 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS with tools that are capable of being updated, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### RA-5 (2) Control Enhancement

The organization updates the information system vulnerabilities scanned [Selection (one or more): [FedRAMP Assignment: prior to a new scan]].

| RA-5 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter RA-5(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-5 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS and updating the list of vulnerabilities scanned, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### RA-5 (3) Control Enhancement

The organization employs vulnerability scanning procedures that can demonstrate the breadth and depth of coverage (i.e., information system components scanned and vulnerabilities checked).

| RA-5 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-5 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for developing vulnerability scanning procedures for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### RA-5 (5) Control Enhancement

The organization includes privileged access authorization to [FedRAMP Assignment: operating systems, databases, web applications] for selected [FedRAMP Assignment: all scans].

| RA-5 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter RA-5(5)-1: [TBD by Customer] | |
| Parameter RA-5(5)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-5 (5) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### RA-5 (6) Control Enhancement

The organization employs automated mechanisms to compare the results of vulnerability scans over time to determine trends in information system vulnerabilities.

RA-5(6) Additional FedRAMP Requirements and Guidance:

Guidance: Include in Continuous Monitoring ISSO digest/report to JAB/AO.

| RA-5 (6) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-5 (6) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### RA-5 (8) Control Enhancement

The organization reviews historic audit logs to determine if a vulnerability identified in the information system has been previously exploited.

RA-5(8) Additional FedRAMP Requirements and Guidance:

Requirement: This enhancement is required for all high vulnerability scan findings.

Guidance: While scanning tools may label findings as high or critical, the intent of the control is based around NIST's definition of high vulnerability.

| RA-5 (8) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| RA-5 (8) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for conducting vulnerability scanning of their systems hosted on AWS, as well as for remediating any vulnerabilities discovered. Customers must provide notification to AWS prior to conducting vulnerability testing via the AWS website:  <https://aws.amazon.com/security/penetration-testing/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## System and Services Acquisition (SA)

### SA-1 System and Services Acquisition Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A system and services acquisition policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the system and services acquisition policy and associated system and services acquisition controls; and
2. Reviews and updates the current:
   1. System and services acquisition policy [FedRAMP Assignment: at least annually]; and
   2. System and services acquisition procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| SA-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-1(a): [TBD by Customer] | |
| Parameter SA-1(b)(1): [TBD by Customer] | |
| Parameter SA-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| SA-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SA-2 Allocation of Resources

The organization:

1. Determines information security requirements for the information system or information system service in mission/business process planning;
2. Determines, documents, and allocates the resources required to protect the information system or information system service as part of its capital planning and investment control process; and
3. Establishes a discrete line item for information security in organizational programming and budgeting documentation.

| SA-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for establishing the information security requirements for their systems hosted on AWS and allocating sufficient resources to protect their systems.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for establishing the information security requirements for their systems hosted on AWS and allocating sufficient resources to protect their systems.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for establishing the information security requirements for their systems hosted on AWS and allocating sufficient resources to protect their systems.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SA-3 System Development Life Cycle

The organization:

1. Manages the information system using [Assignment: organization-defined system development life cycle] that incorporates information security considerations;
2. Defines and documents information security roles and responsibilities throughout the system development life cycle;
3. Identifies individuals having information security roles and responsibilities; and
4. Integrates the organizational information security risk management process into system development life cycle activities.

| SA-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-3(a): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for creating an SDLC for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for creating an SDLC for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for creating an SDLC for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for creating an SDLC for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SA-4 Acquisition Process

The organization includes the following requirements, descriptions, and criteria, explicitly or by reference, in the acquisition contract for the information system, system component, or information system service in accordance with applicable federal laws, Executive Orders, directives, policies, regulations, standards, guidelines, and organizational mission/business needs:

1. Security functional requirements;
2. Security strength requirements;
3. Security assurance requirements;
4. Security-related documentation requirements;
5. Requirements for protecting security-related documentation;
6. Description of the information system development environment and environment in which the system is intended to operate; and
7. Acceptance criteria.

Additional FedRAMP Requirements and Guidance:

Guidance: The use of Common Criteria (ISO/IEC 15408) evaluated products is strongly preferred.   
See http://www.niap-ccevs.org/vpl or <http://www.commoncriteriaportal.org/products.html>

| SA-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for creating an acquisitions process for the components of the system they deploy in AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for creating an acquisitions process for the components of the system they deploy in AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for creating an acquisitions process for the components of the system they deploy in AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for creating an acquisitions process for the components of the system they deploy in AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for creating an acquisitions process for the components of the system they deploy in AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  [AWS customers are responsible for creating an acquisitions process for the components of the system they deploy in AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Application  [AWS customers are responsible for creating an acquisitions process for the components of the system they deploy in AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-4 (1) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to provide a description of the functional properties of the security controls to be employed.

| SA-4 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-4 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for providing a description of the functional properties of the security controls to be employed.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-4 (2) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to provide design and implementation information for the security controls to be employed that includes: [FedRAMP Selection (one or more): at a minimum to include security-relevant external system interfaces; high-level design; low-level design; source code or network and data flow diagram; [organization-defined design/implementation information]]at [Assignment: organization-defined level of detail].

| SA-4 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-4-1: [TBD by Customer] | |
| Parameter SA-4-2: [TBD by Customer] | |
| Parameter SA-4-3: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-4 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for creating a design and implementation description of the functional properties of the security controls to be employed an acquisitions process for their organization.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-4 (8) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to produce a plan for the continuous monitoring of security control effectiveness that contains [FedRAMP Assignment: at least the minimum requirement as defined in control CA-7].

SA-4 (8) Additional FedRAMP Requirements and Guidance:

Guidance: CSP must use the same security standards regardless of where the system component or information system service is acquired.

| SA-4 (8) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-4(8): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-4 (8) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for establishing a continuous monitoring program for their system deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-4 (9) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to identify early in the system development life cycle, the functions, ports, protocols, and services intended for organizational use.

| SA-4 (9) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-4 (9) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for identifying the ports protocols and services that will be deployed with their system running on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-4 (10) Control Enhancement

The organization employs only information technology products on the FIPS 201-approved products list for Personal Identity Verification (PIV) capability implemented within organizational information systems.

| SA-4 (10) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-4 (10) What is the solution and how is it implemented? |
| --- |
| *[Implementation of PIV authentication capability is the responsibility of the customer. AWS provides federation capabilities that can be used by the customer to integrate their AWS and IAM accounts with their on-premise authentication store in order to meet PIV compliance standards.]* |

### SA-5 Information System Documentation

The organization:

1. Obtains administrator documentation for the information system, system component, or information system service that describes:
   1. Secure configuration, installation, and operation of the system, component, or service;
   2. Effective use and maintenance of security functions/mechanisms; and
   3. Known vulnerabilities regarding configuration and use of administrative (i.e., privileged) functions;
2. Obtains user documentation for the information system, system component, or information system service that describes:
   1. User-accessible security functions/mechanisms and how to effectively use those security functions/mechanisms;
   2. Methods for user interaction, which enables individuals to use the system, component, or service in a more secure manner; and
   3. User responsibilities in maintaining the security of the system, component, or service;
3. Documents attempts to obtain information system, system component, or information system service documentation when such documentation is either unavailable or nonexistent and [Assignment: organization-defined actions] in response;
4. Protects documentation as required, in accordance with the risk management strategy; and
5. Distributes documentation to [FedRAMP Assignment: at a minimum, the ISSO (or similar role within the organization)].

| SA-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-5(c): [TBD by Customer] | |
| Parameter SA-5(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for reviewing online user and administration documentation posted by AWS on its website:*  <https://aws.amazon.com/documentation/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for reviewing online user and administration documentation posted by AWS on its website:*  <https://aws.amazon.com/documentation/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[AWS customers are responsible for reviewing online user and administration documentation posted by AWS on its website:*  <https://aws.amazon.com/documentation/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  *[AWS customers are responsible for reviewing online user and administration documentation posted by AWS on its website:*  <https://aws.amazon.com/documentation/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  *[AWS customers are responsible for reviewing online user and administration documentation posted by AWS on its website:*  <https://aws.amazon.com/documentation/>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SA-8 Security Engineering Principles

The organization applies information system security engineering principles in the specification, design, development, implementation, and modification of the information system.

| SA-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-8 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing security engineering principles within their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SA-9 External Information System Services

The organization:

1. Requires that providers of external information system services comply with organizational information security requirements and employ [FedRAMP Assignment: FedRAMP Security Controls Baseline(s) if Federal information is processed or stored within the external system] in accordance with applicable federal laws, Executive Orders, directives, policies, regulations, standards, and guidance;
2. Defines and documents government oversight and user roles and responsibilities with regard to external information system services; and
3. Employs [FedRAMP Assignment: Federal/FedRAMP Continuous Monitoring requirements must be met for external systems where Federal information is processed or stored] to monitor security control compliance by external service providers on an ongoing basis.

Additional FedRAMP Requirements and Guidance

Guidance: See the FedRAMP Documents page under Key Cloud Service Provider (CSP) Documents> Continuous Monitoring Strategy Guide  
https://www.fedramp.gov/resources/documents

| SA-9 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-9(a): [TBD by Customer] | |
| Parameter SA-9(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-9 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-9 (1) Control Enhancement

The organization:

1. Conducts an organizational assessment of risk prior to the acquisition or outsourcing of dedicated information security services; and
2. Ensures that the acquisition or outsourcing of dedicated information security services is approved by [Assignment: organization-defined personnel or roles].

| SA-9 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-9(1)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-9 (1) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-9 (2) Control Enhancement

The organization requires providers of [FedRAMP Assignment: All external systems where Federal information is processed or stored] to identify the functions, ports, protocols, and other services required for the use of such services.

| SA-9 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-9(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-9 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-9 (4) Control Enhancement

The organization employs [Assignment: organization-defined security safeguards] to ensure that the interests of [FedRAMP Assignment: All external systems where Federal information is processed or stored] are consistent with and reflect organizational interests.

| SA-9 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-9(4)-1: [TBD by Customer] | |
| Parameter SA-9(4)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-9 (4) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-9 (5) Control Enhancement

The organization restricts the location of [FedRAMP Selection: information processing, information data, AND information services] to [Assignment: organization-defined locations] based on [Assignment: organization-defined requirements or conditions].

Additional FedRAMP Requirements and Guidance

Guidance: System services refer to FTP, Telnet, and TFTP etc.

| SA-9 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-9(5)-1: [TBD by Customer] | |
| Parameter SA-9(5)-2: [TBD by Customer] | |
| Parameter SA-9(5)-3: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-9 (5) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for ensuring the compliance of any external information system services they utilize in conjunction with their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SA-10 Developer Configuration Management

The organization requires the developer of the information system, system component, or information system service to:

1. Perform configuration management during system, component, or service [FedRAMP Selection: development, implementation, AND operation];
2. Document, manage, and control the integrity of changes to [Assignment: organization-defined configuration items under configuration management];
3. Implement only organization-approved changes to the system, component, or service;
4. Document approved changes to the system, component, or service and the potential security impacts of such changes; and
5. Track security flaws and flaw resolution within the system, component, or service and report findings to [Assignment: organization-defined personnel].

SA-10 (e) Additional FedRAMP Requirements and Guidance:

Requirement: For JAB authorizations, track security flaws and flaw resolution within the system, component, or service and report findings to organization-defined personnel, to include FedRAMP ISSOs.

| SA-10 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-10(a): [TBD by Customer] | |
| Parameter SA-10(b): [TBD by Customer] | |
| Parameter SA-10(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-10 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for implementing developer configuration management for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for implementing developer configuration management for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for implementing developer configuration management for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for implementing developer configuration management for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for implementing developer configuration management for their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-10 (1) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to enable integrity verification of software and firmware components.

| SA-10 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-10 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring the integrity of any software they deploy within their AWS environment.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SA-11 Developer Security Testing and Evaluation

The organization requires the developer of the information system, system component, or information system service to:

1. Create and implement a security assessment plan;
2. Perform [Selection (one or more): unit; integration; system; regression] testing/evaluation at [Assignment: organization-defined depth and coverage];
3. Produce evidence of the execution of the security assessment plan and the results of the security testing/evaluation;
4. Implement a verifiable flaw remediation process; and
5. Correct flaws identified during security testing/evaluation.

| SA-11 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SA-11(b)-1: [TBD by Customer] | |
| Parameter SA-11(b)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-11 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for conducting security testing and evaluation of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for conducting security testing and evaluation of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for conducting security testing and evaluation of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for conducting security testing and evaluation of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for conducting security testing and evaluation of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-11 (1) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to employ static code analysis tools to identify common flaws and document the results of the analysis.

SA-11 (1) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider documents in the Continuous Monitoring Plan, how newly developed code for the information system is reviewed.

| SA-11 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-11 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for ensuring that developers employ static code tools to identify flaws in their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-11 (2) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to perform threat and vulnerability analyses and subsequent testing/evaluation of the as-built system, component, or service.

| SA-11 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-11 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for conducting security testing and evaluation of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SA-11 (8) Control Enhancement

The organization requires the developer of the information system, system component, or information system service to employ dynamic code analysis tools to identify common flaws and document the results of the analysis.

| SA-11 (8) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SA-11 (8) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for conducting security testing and evaluation of their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## System and Communications Protection (SC)

### SC-1 System and Communications Protection Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A system and communications protection policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the system and communications protection policy and associated system and communications protection controls; and
2. Reviews and updates the current:
   1. System and communications protection policy [FedRAMP Assignment: at least annually]; and
   2. System and communications protection procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| SC-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-1(a): [TBD by Customer] | |
| Parameter SC-1(b)(1): [TBD by Customer] | |
| Parameter SC-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| SC-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-2 Application Partitioning

The information system separates user functionality (including user interface services) from information system management functionality.

| SC-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-2 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for separating general user access to their systems hosted on AWS through proper implementation of the IAM service, as well as for any user accounts created within virtual machines hosted on EC2, to include customer-facing web applications.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-4 Information in Shared Resources

The information system prevents unauthorized and unintended information transfer via shared system resources.

| SC-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-4 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for protecting their data hosted on AWS to prevent disclosure, to include proper implementation of access control, networking controls and encryption.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-5 Denial of Service Protection

The information system protects against or limits the effects of the following types of denial of service attacks: [Assignment: organization-defined types of denial of service attacks or reference to source for such information] by employing [Assignment: organization-defined security safeguards].

| SC-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-5-1: [TBD by Customer] | |
| Parameter SC-5-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-5 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for architecting highly available, durable systems on AWS, to include the implementation of documented anti-DDoS measures:*  https://d0.awsstatic.com/whitepapers/DDoS\_White\_Paper\_June2015.pdf  *Fault tolerance and high availability:*  <http://media.amazonwebservices.com/architecturecenter/AWS_ac_ra_ftha_04.pdf>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-6 Resource Availability

The information system protects the availability of resources by allocating [Assignment: organization-defined resources] by [Selection (one or more); priority; quota; [Assignment: organization-defined security safeguards]].

| SC-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-6-1: [TBD by Customer] | |
| Parameter SC-6-2: [TBD by Customer] | |
| Parameter SC-6-3: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-6 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for architecting highly available, durable systems on AWS, to include the implementation of appropriate system resource allocations*]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-7 Boundary Protection

The information system:

1. Monitors and controls communications at the external boundary of the system and at key internal boundaries within the system; and
2. Implements subnetworks for publicly accessible system components that are [Selection: physically; logically] separated from internal organizational networks; and
3. Connects to external networks or information systems only through managed interfaces consisting of boundary protection devices arranged in accordance with organizational security architecture.

| SC-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-7(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for properly implementing boundary protection mechanisms including VPC’s security groups and network ACLs.*  [*https://aws.amazon.com/whitepapers/aws-security-best-practices/*](https://aws.amazon.com/whitepapers/aws-security-best-practices/)  <http://docs.aws.amazon.com/AmazonVPC/latest/UserGuide/VPC_Security.html>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for properly implementing boundary protection mechanisms including VPC’s security groups and network ACLs.*  [*https://aws.amazon.com/whitepapers/aws-security-best-practices/*](https://aws.amazon.com/whitepapers/aws-security-best-practices/)  <http://docs.aws.amazon.com/AmazonVPC/latest/UserGuide/VPC_Security.html>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[AWS customers are responsible for properly implementing boundary protection mechanisms including VPC’s security groups and network ACLs.*  [*https://aws.amazon.com/whitepapers/aws-security-best-practices/*](https://aws.amazon.com/whitepapers/aws-security-best-practices/)  <http://docs.aws.amazon.com/AmazonVPC/latest/UserGuide/VPC_Security.html>]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (3) Control Enhancement

The organization limits the number external network connections to the information system.

| SC-7 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (3) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs to limit external network connections.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (4) Control Enhancement

The organization:

1. Implements a managed interface for each external telecommunication service;
2. Establishes a traffic flow policy for each managed interface;
3. Protects the confidentiality and integrity of the information being transmitted across each interface;
4. Documents each exception to the traffic flow policy with a supporting mission/business need and duration of that need; and
5. Reviews exceptions to the traffic flow policy [FedRAMP Assignment: at least every ninety (90) days or whenever there is a change in the threat environment that warrants a review of the exceptions] and removes exceptions that are no longer supported by an explicit mission/business need.

| SC-7 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-7(4)(e): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (4) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (5) Control Enhancement

The information system at managed interfaces denies network traffic by default and allows network communications traffic by exception (i.e., deny all, permit by exception).

| SC-7 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (5) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (7) Control Enhancement

The information system, in conjunction with a remote device, prevents the device from simultaneously establishing non-remote connections with the system and communicating via some other connection to resources in external networks.

| SC-7 (7) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Information Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (7) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing remote connections to prevent establishing a connection to the system VPC’s security groups deployed on AWS and other system outside of the boundary. This is commonly referred to as ‘split tunneling’.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (8) Control Enhancement

The information system routes [Assignment: organization-defined internal communications traffic] to [Assignment: organization-defined external networks] through authenticated proxy servers at managed interfaces.

| SC-7 (8) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-7(8)-1: [TBD by Customer] | |
| Parameter SC-7(8)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (8) What is the solution and how is it implemented? |
| --- |
| Application  [It is a customer responsibility to route this traffic through authenticated proxy servers. This can be implemented with an EC2 instance acting as a proxy. Traffic can also be routed through a site-to-site VPN connection between the customers VPC to the customers network infrastructure and out to the internet through their existing TIC or internet proxy.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (12) Control Enhancement

The organization implements [FedRAMP Assignment: Host Intrusion Prevention System (HIPS), Host Intrusion Detection System (HIDS), or minimally a host-based firewall] at [Assignment: organization-defined information system components].

| SC-7 (12) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-7(12)-1: [TBD by Customer] | |
| Parameter SC-7(12)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (12) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing host-based boundary protections on their EC2 instances.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (13) Control Enhancement

The organization isolates [FedRAMP Assignment: See SC-7 (13) additional FedRAMP Requirements and Guidance] from other internal information system components by implementing physically separate subnetworks with managed interfaces to other components of the system.

SC-7 (13) Additional FedRAMP Requirements and Guidance:

Requirement: The service provider defines key information security tools, mechanisms, and support components associated with system and security administration and security administration and isolates those tools, mechanisms, and support components from other internal information system components via physically or logically separate subnets.

Guidance: Examples include: information security tools, mechanisms, and support components such as, but not limited to PKI, patching infrastructure, cyber defense tools, special purpose gateway, vulnerability tracking systems, internet access points (IAPs); network element and data center administrative/management traffic; Demilitarized Zones (DMZs), Server farms/computing centers, centralized audit log servers etc.

| SC-7 (13) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-7(13): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (13) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-7 (18) Control Enhancement

The information system fails securely in the event of an operational failure of a boundary protection device.

| SC-7 (18) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-7 (18) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing VPC’s security groups and network ACLs.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-8 Transmission Confidentiality and Integrity

The information system protects the [FedRAMP Assignment: confidentiality AND integrity] of transmitted information.

| SC-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-8: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-8 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for protecting the confidentiality and integrity of the connectivity to their EC2 systems running on AWS by installing and managing FIPS 140-2 validated software modules to handle customer connections to web applications.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-8 (1) Control Enhancement

The information system implements cryptographic mechanisms to [FedRAMP Assignment: prevent unauthorized disclosure of information AND detect changes to information] during transmission unless otherwise protected by [FedRAMP Assignment: a hardened or alarmed carrier Protective Distribution System (PDS)].

| SC-8 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-8 (1)-1: [TBD by Customer] | |
| Parameter SC-8 (1)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-8 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for protecting the confidentiality and integrity of the connectivity to their EC2 systems running on AWS by installing and managing FIPS 140-2 validated software modules to handle customer connections to web applications.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-10 Network Disconnect

The information system terminates the network connection associated with a communications session at the end of the session or after [FedRAMP Assignment: no longer than ten (10) minutes for privileged sessions and no longer than fifteen (15) minutes for user sessions] of inactivity.

| SC-10 | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Information Security Manager | |
| Parameter SC-10: no longer than 10 minutes in-band management and no longer than 15 minutes for user sessions | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-10 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing network disconnects at the end of a session or after a period of inactivity.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-12 Cryptographic Key Establishment and Management

The organization establishes and manages cryptographic keys for required cryptography employed within the information system in accordance with [Assignment: organization-defined requirements for key generation, distribution, storage, access, and destruction].

SC-12 Additional FedRAMP Requirements and Guidance:

Guidance: Federally approved and validated cryptography.

| SC-12 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-12: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-12 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for creating, managing and escrowing the keys they use on AWS, or choosing to use server-side encryption with keys managed by AWS. AWS customers can use AWS provided functionality such as Cloud HSM or KMS to manage their keys, or manage them using a solution of their own.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-12 (2) Control Enhancement

The organization produces, controls, and distributes symmetric cryptographic keys using [FedRAMP Selection: NIST FIPS-compliant] key management technology and processes.

| SC-12 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-12 (2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-12 (2) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers may leverage the AWS KMS or HSM to escrow their keys, or implement an on-premise solution for escrow.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-12 (3) Control Enhancement

The organization produces, controls, and distributes asymmetric cryptographic keys using [Selection: NSA-approved key management technology and processes; approved PKI Class 3 certificates or prepositioned keying material; approved PKI Class 3 or Class 4 certificates and hardware security tokens that protect the user’s private key].

| SC-12 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-12 (3): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-12 (3) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for creating, managing and escrowing their own keys on AWS, or choosing to use server-side encryption with keys managed by AWS. AWS customers can use AWS provided functionality such as Cloud HSM or KMS to manage their keys, or manage them using a solution of their own.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-13 Cryptographic Protection

The information system implements [FedRAMP Assignment: FIPS-validated or NSA-approved cryptography] in accordance with applicable federal laws, Executive Orders, directives, policies, regulations, and standards.

| SC-13 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-13: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-13 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for implementing FIPS validated or NSA approved encryption modules within their applications and guest operating systems.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-15 Collaborative Computing Devices

The information system:

1. Prohibits remote activation of collaborative computing devices with the following exceptions:[FedRAMP Assignment: no exceptions] and
2. Provides an explicit indication of use to users physically present at the devices.

SC-15 Additional FedRAMP Requirements and Guidance:

Requirement: The information system provides disablement (instead of physical disconnect) of collaborative computing devices in a manner that supports ease of use.

| SC-15 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-15(a): no exceptions | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-15 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for implement safeguards that prevent the remote activation of collaborative computing devices and providing explicit indication to users when in use.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for implement safeguards that prevent the remote activation of collaborative computing devices and providing explicit indication to users when in use.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

SC-15 Additional FedRAMP Requirements and Guidance:

Requirement: The information system provides disablement (instead of physical disconnect) of collaborative computing devices in a manner that supports ease of use.

| SC-15 Req. | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-15 What is the solution and how is it implemented? | |
| --- | --- |
| Req. 1 | Application  *[AWS customers are responsible for implement safeguards that prevent the remote activation of collaborative computing devices and providing explicit indication to users when in use.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-17 Public Key Infrastructure Certificates

The organization issues public key certificates under an [Assignment: organization-defined certificate policy] or obtains public key certificates from an approved service provider.

| SC-17 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-17: | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-17 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for obtaining certificates from an approved certificate authority.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-18 Mobile Code

The organization:

1. Defines acceptable and unacceptable mobile code and mobile code technologies;
2. Establishes usage restrictions and implementation guidance for acceptable mobile code and mobile code technologies; and
3. Authorizes, monitors, and controls the use of mobile code within the information system.

| SC-18 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-18 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for developing and enforcing a mobile code policy.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for developing and enforcing a mobile code policy.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[AWS customers are responsible for developing and enforcing a mobile code policy.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-19 Voice Over Internet Protocol

The organization:

1. Establishes usage restrictions and implementation guidance for Voice over Internet Protocol (VoIP) technologies based on the potential to cause damage to the information system if used maliciously; and
2. Authorizes, monitors, and controls the use of VoIP within the information system.

| SC-19 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-19 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for developing VoIP policies and implementation guidance if it is in use on their system hosted on AWS.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for developing VoIP policies and implementation guidance if it is in use on their system hosted on AWS.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-20 Secure Name / Address Resolution Service (Authoritative Source)

The information system:

1. Provides additional data origin authentication and integrity verification artifacts along with the authoritative name resolution data the system returns in response to external name/address resolution queries; and
2. Provides the means to indicate the security status of child zones and (if the child supports secure resolution services) to enable verification of a chain of trust among parent and child domains, when operating as part of a distributed, hierarchical namespace.

| SC-20 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-20 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[AWS customers are responsible for any DNS services they implement within their systems hosted on AWS.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[AWS customers are responsible for any DNS services they implement within their systems hosted on AWS.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-21 Secure Name / Address Resolution Service (Recursive or Caching Resolver)

The information system requests and performs data origin authentication and data integrity verification on the name/address resolution responses the system receives from authoritative sources.

| SC-21 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-21 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for any DNS services they implement within their systems hosted on AWS.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-22 Architecture and Provisioning for Name / Address Resolution Service

The information systems that collectively provide name/address resolution service for an organization are fault-tolerant and implement internal/external role separation.

| SC-22 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-22 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for any DNS services they implement within their systems hosted on AWS.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-23 Session Authenticity

The information system protects the authenticity of communications sessions.

| SC-23 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-23 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers are responsible for ensuring session authenticity for any connections to web applications they install on their AWS workloads.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-28 Protection of Information at Rest

The information system protects the [FedRAMP Selection: confidentiality AND integrity]] of [Assignment: organization-defined information at rest].

SC-28 Additional FedRAMP Requirements and Guidance:

Guidance: The organization supports the capability to use cryptographic mechanisms to protect information at rest.

| SC-28 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-28-1: [TBD by Customer] | |
| Parameter SC-28-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-28 What is the solution and how is it implemented? |
| --- |
| Application  *[Amazon S3 supports several mechanisms that provide users flexibility to control access of data at rest as well as how, when, and where they can access it. Amazon S3 also provides options for encryption of data at rest. Users can also encrypt data prior to uploading to S3. Alternately, users can employ S3 Server Side Encryption (SSE) which uses AES-256 encryption. With S3 SSE, customers can encrypt data on upload simply by adding an additional request header when writing the object. Decryption happens automatically when data is retrieved. AWS customers may also chose to implement client-side encryption.*  [*http://docs.aws.amazon.com/AmazonS3/latest/dev/UsingEncryption.html*](http://docs.aws.amazon.com/AmazonS3/latest/dev/UsingEncryption.html)*]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SC-28 (1) Control Enhancement

The information system implements cryptographic mechanisms to prevent unauthorized disclosure and modification of [Assignment: organization-defined information] on [FedRAMP Assignment: all information system components storing customer data deemed sensitive]

| SC-28 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SC-28(1)-1: [TBD by Customer] | |
| Parameter SC-28(1)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-28 (1) What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers can encrypt data prior to uploading to S3. Alternately, customers can employ S3 Server Side Encryption (SSE) or EBS SSE which uses AES-256 encryption. With S3 SSE or EBS SSE, customers can encrypt data on upload simply by adding an additional request header when writing the object. Decryption happens automatically when data is retrieved. Mission owners can also use their own encryption keys with the Amazon S3 server-side encryption feature.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SC-39 Process Isolation

The information system maintains a separate execution domain for each executing process.

| SC-39 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SC-39 What is the solution and how is it implemented? |
| --- |
| Application  *[AWS customers should use modern operating systems that support creating separate execution domains for each process.]*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

## System and Information Integrity (SI)

### SI-1 System and Information Integrity Policy and Procedures

The organization:

1. Develops, documents, and disseminates to [Assignment: organization-defined personnel or roles]:
   1. A system and information integrity policy that addresses purpose, scope, roles, responsibilities, management commitment, coordination among organizational entities, and compliance; and
   2. Procedures to facilitate the implementation of the system and information integrity policy and associated system and information integrity controls; and
2. Reviews and updates the current:
   1. System and information integrity policy [FedRAMP Assignment: at least annually]; and
   2. System and information integrity procedures [FedRAMP Assignment: at least annually or whenever a significant change occurs].

| SI-1 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-1(a): [TBD by Customer] | |
| Parameter SI-1(b)(1): [TBD by Customer] | |
| Parameter SI-1(b)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific) | |

| SI-1 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for developing policies and procedures that apply specifically to the application]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-2 Flaw Remediation

The organization:

1. Identifies, reports, and corrects information system flaws;
2. Tests software and firmware updates related to flaw remediation for effectiveness and potential side effects before installation;
3. Installs security-relevant software and firmware updates within [FedRAMP Assignment: thirty 30 days of release of updates] of the release of the updates; and
4. Incorporates flaw remediation into the organizational configuration management process.

| SI-2 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-2(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-2 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for remediating vulnerabilities within their systems hosted on AWS in accordance with the timelines associated with the severity of the vulnerability.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for remediating vulnerabilities within their systems hosted on AWS in accordance with the timelines associated with the severity of the vulnerability.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for remediating vulnerabilities within their systems hosted on AWS in accordance with the timelines associated with the severity of the vulnerability.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for remediating vulnerabilities within their systems hosted on AWS in accordance with the timelines associated with the severity of the vulnerability.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-2 (2) Control Enhancement

The organization employs automated mechanisms [FedRAMP Assignment: at least monthly] to determine the state of information system components with regard to flaw remediation.

| SI-2 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-2 (2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-2 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for performing operating system vulnerability scanning, web application, and database scanning (as applicable) for assets for which they have implementation responsibility (above the hypervisor).]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-2 (3) Control Enhancement

The organization:

1. Measures the time between flaw identification and flaw remediation; and
2. Establishes [Assignment: organization-defined benchmarks] for taking corrective actions.

| SI-2 (3) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-2(3)(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-2 (3) What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for flaw identification and flaw remediation within their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for flaw identification and flaw remediation within their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-3 Malicious Code Protection

The organization:

1. Employs malicious code protection mechanisms at information system entry and exit points to detect and eradicate malicious code;
2. Updates malicious code protection mechanisms whenever new releases are available in accordance with organizational configuration management policy and procedures;
3. Configures malicious code protection mechanisms to:
   1. Perform periodic scans of the information system [FedRAMP Assignment: at least weekly] and real-time scans of files from external sources at [FedRAMP Assignment: to include endpoints] as the files are downloaded, opened, or executed in accordance with organizational security policy; and
   2. [FedRAMP Assignment: to include blocking and quarantining malicious code and alerting administrator or defined security personnel near-real-time] in response to malicious code detection; and
4. Addresses the receipt of false positives during malicious code detection and eradication and the resulting potential impact on the availability of the information system.

| SI-3 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-3(c)(1)-1: [TBD by Customer] | |
| Parameter SI-3(c)(1)-2: [TBD by Customer] | |
| Parameter SI-3(c)(2): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-3 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for deploying, updating and managing anti-malware mechanisms on their AWS workloads, in accordance with their organization’s anti-malware policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for deploying, updating and managing anti-malware mechanisms on their AWS workloads, in accordance with their organization’s anti-malware policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for deploying, updating and managing anti-malware mechanisms on their AWS workloads, in accordance with their organization’s anti-malware policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for deploying, updating and managing anti-malware mechanisms on their AWS workloads, in accordance with their organization’s anti-malware policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-3 (1) Control Enhancement

The organization centrally manages malicious code protection mechanisms.

| SI-3 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-3 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for deploying, updating and managing anti-malware mechanisms on their AWS workloads, in accordance with their organization’s anti-malware policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-3 (2) Control Enhancement

The information system automatically updates malicious code protection mechanisms.

| SI-3 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-3 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for deploying, updating and managing anti-malware mechanisms on their AWS workloads, in accordance with their organization’s anti-malware policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-3 (7) Control Enhancement

The information system implements nonsignature-based malicious code detection mechanisms.

| SI-3 (7) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-3 (7) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for deploying, updating and managing anti-malware mechanisms on their AWS workloads, in accordance with their organization’s anti-malware policies and procedures.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-4 Information System Monitoring

The organization:

1. Monitors the information system to detect:
   1. Attacks and indicators of potential attacks in accordance with [Assignment: organization-defined monitoring objectives]; and
   2. Unauthorized local, network, and remote connections;
2. Identifies unauthorized use of the information system through [Assignment: organization-defined techniques and methods];
3. Deploys monitoring devices (i) strategically within the information system to collect organization-determined essential information; and (ii) at ad hoc locations within the system to track specific types of transactions of interest to the organization;
4. Protects information obtained from intrusion-monitoring tools from unauthorized access, modification, and deletion;
5. Heightens the level of information system monitoring activity whenever there is an indication of increased risk to organizational operations and assets, individuals, other organizations, or the Nation based on law enforcement information, intelligence information, or other credible sources of information;
6. Obtains legal opinion with regard to information system monitoring activities in accordance with applicable federal laws, Executive Orders, directives, policies, or regulations; and
7. Provides [Assignment: organization-defined information system monitoring information] to [Assignment: organization-defined personnel or roles] [Selection (one or more): as needed; [Assignment: organization-defined frequency]].

SI-4 Additional FedRAMP Requirements and Guidance:

Guidance: See US-CERT Incident Response Reporting Guidelines.

| SI-4 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-4(a)(1): [TBD by Customer] | |
| Parameter SI-4(b): [TBD by Customer] | |
| Parameter SI-4(g)-1: [TBD by Customer] | |
| Parameter SI-4(g)-2: [TBD by Customer] | |
| Parameter SI-4(g)-3: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  *[*AWS customers *are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  *[*AWS customers *are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  *[*AWS customers *are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  *[*AWS customers *are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part e | Application  *[*AWS customers *are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part f | Application  *[*AWS customers *are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part g | Application  *[*AWS customers *are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.*  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-4 (1) Control Enhancement

The organization connects and configures individual intrusion detection tools into an information system-wide intrusion detection system.

| SI-4 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring alerts and identifying unauthorized use of information systems]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-4 (2) Control Enhancement

The organization employs automated tools to support near real-time analysis of events.

| SI-4 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 (2) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing automated monitoring tools and monitoring alerts and identifying unauthorized use of information systems]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-4 (4) Control Enhancement

The information system monitors inbound and outbound communications traffic [FedRAMP Assignment: continuously] for unusual or unauthorized activities or conditions.

| SI-4 (4) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-4(4): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 (4) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring inbound and outbound communications traffic for their workloads deployed on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-4 (5) Control Enhancement

The information system alerts [Assignment: organization-defined personnel or roles] when the following indications of compromise or potential compromise occur: [Assignment: organization-defined compromise indicators].

SI-4(5) Additional FedRAMP Requirements and Guidance:

Guidance: In accordance with the incident response plan.

| SI-4 (5) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-4(5)-1: [TBD by Customer] | |
| Parameter SI-4(5)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 (5) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for implementing monitoring tools on their AWS workloads.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-4 (14) Control Enhancement

The organization employs a wireless intrusion detection system to identify rogue wireless devices and to detect attack attempts and potential compromises/breaches to the information system.

| SI-4 (14) | Control Summary Information |
| --- | --- |
| Responsible Role: AWS Information Security Manager | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 (14) What is the solution and how is it implemented? |
| --- |
| Inherited from pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-4 (16) Control Enhancement

The organization correlates information from monitoring tools employed throughout the information system.

| SI-4 (16) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 (16) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for correlating information from monitoring tools employed throughout their systems hosted on AWS.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-4 (23) Control Enhancement

The organization implements [Assignment: organization-defined host-based monitoring mechanisms] at [Assignment: organization-defined information system components].

| SI-4 (23) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-4(23)-1: [TBD by Customer] | |
| Parameter SI-4(23)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-4 (23) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for the implementation and management of host-based monitoring systems on their AWS workloads.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-5 Security Alerts, Advisories, and Directives

The organization:

1. Receives information system security alerts, advisories, and directives from [FedRAMP Assignment: to include US-CERT] on an ongoing basis;
2. Generates internal security alerts, advisories, and directives as deemed necessary;
3. Disseminates security alerts, advisories, and directives to [FedRAMP Assignment: to include system security personnel and administrators with configuration/patch-management responsibilities]; and
4. Implements security directives in accordance with established time frames, or notifies the issuing organization of the degree of noncompliance.

| SI-5 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-5(a): [TBD by Customer] | |
| Parameter SI-5(c): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-5 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for monitoring security alerts and advisories and taking appropriate action as required by this control.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for monitoring security alerts and advisories and taking appropriate action as required by this control.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for monitoring security alerts and advisories and taking appropriate action as required by this control.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for monitoring security alerts and advisories and taking appropriate action as required by this control.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-6 Security Functionality Verification

The information system:

1. Verifies the correct operation of [Assignment: organization-defined security functions];
2. Performs this verification [FedRAMP Assignment: to include upon system startup and/or restart at least monthly];
3. Notifies [FedRAMP Assignment: to include system administrators and security personnel] of failed security verification tests; and
4. [Selection (one or more): shuts the information system down; restarts the information system; [FedRAMP Assignment: to include notification of system administrators and security personnel] when anomalies are discovered.

| SI-6 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-6(a): [TBD by Customer] | |
| Parameter SI-6(b): [TBD by Customer] | |
| Parameter SI-6(c): [TBD by Customer] | |
| Parameter SI-6(d)-1: [TBD by Customer] | |
| Parameter SI-6(d)-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-6 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part c | Application  [AWS customers are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part d | Application  [AWS customers are responsible for monitoring alerts and identifying unauthorized use of information systems. In addition, customers are responsible for implementing the Information System Monitoring Tools and Techniques control for the applications that tenants establish within their Virtual Machine environments.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-7 Software, Firmware, and Information Integrity

The organization employs integrity verification tools to detect unauthorized changes to [Assignment: organization-defined software, firmware, and information].

| SI-7 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-7: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-7 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring and detecting unauthorized changes to software and information within their information system as well as assessing the integrity of software and information by performing integrity scans of the information system at least monthly.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-7 (1) Control Enhancement

The information system performs an integrity check of [Assignment: organization-defined software, firmware, and information] [FedRAMP Selection (one or more): at startup; at [FedRAMP Assignment: to include security-relevant events]; [FedRAMP Assignment: at least monthly]].

| SI-7 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-7(1)-1: [TBD by Customer] | |
| Parameter SI-7(1)-2: [TBD by Customer] | |
| Parameter SI-7(1)-3: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-7 (1) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for monitoring and detecting unauthorized changes to software and information within their information system as well as assessing the integrity of software and information by performing integrity scans of the information system.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

#### SI-7 (7) Control Enhancement

The organization incorporates the detection of unauthorized [Assignment: organization-defined security-relevant changes to the information system] into the organizational incident response capability.

| SI-7 (7) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-7 (7): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-7 (7) What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for incorporating detection of unauthorized changes into their incident response capabilities.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-8 Spam Protection

The organization:

1. Employs spam protection mechanisms at information system entry and exit points to detect and take action on unsolicited messages; and
2. Updates spam protection mechanisms when new releases are available in accordance with organizational configuration management policy and procedures.

| SI-8 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-8 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | *[If the customer uses the System to host e-mail capabilities, it is the customer’s responsibility to employ the appropriate levels of spam protection at e-mail entry and exit points and to update spam definitions when new releases are made available.]* |
| Part b | *[If the customer uses the System to host e-mail capabilities, it is the customer’s responsibility to employ the appropriate levels of spam protection at e-mail entry and exit points and to update spam definitions when new releases are made available.]* |

#### SI-8 (1) Control Enhancement

The organization centrally manages spam protection mechanisms.

| SI-8 (1) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-8 (1) What is the solution and how is it implemented? |
| --- |
| *[If the customer uses the System to host e-mail capabilities, it is the customer’s responsibility to employ the appropriate levels of spam protection at e-mail entry and exit points and to update spam definitions when new releases are made available.]* |

#### SI-8 (2) Control Enhancement

The organization automatically updates spam protection mechanisms.

| SI-8 (2) | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-8 (2) What is the solution and how is it implemented? |
| --- |
| *[If the customer uses the system to host e-mail capabilities, it is the customer’s responsibility to employ the appropriate levels of spam protection at e-mail entry and exit points and to update spam definitions when new releases are made available. ]* |

### SI-10 Information Input Validation

The information system checks the validity of [Assignment: organization-defined information inputs].

| SI-10 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-10: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-10 What is the solution and how is it implemented? |
| --- |
| Application  [Customers using S3 or EBS should develop a policy identifying acceptable data types to be stored. The customer is also responsible for defining field types, creating input validation rules for specific objects, as well as configuring any input restrictions and conducting any validity checks required. In addition, the customer is responsible for ensuring only authorized individuals are designated as administrators within the management portal.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-11 Error Handling

The information system:

1. Generates error messages that provide information necessary for corrective actions without revealing information that could be exploited by adversaries; and
2. Reveals error messages only to [Assignment: organization-defined personnel or roles].

| SI-11 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-11(b): [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-11 What is the solution and how is it implemented? | |
| --- | --- |
| Part a | Application  [AWS customers are responsible for reviewing error messages received from AWS, as well as generating error messages as appropriate within any workloads deployed on the AWS infrasturcture.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |
| Part b | Application  [AWS customers are responsible for reviewing error messages received from AWS, as well as generating error messages as appropriate within any workloads deployed on the AWS infrasturcture.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-12 Information Handling and Retention

The organization handles and retains information within the information system and information output from the system in accordance with applicable federal laws, Executive Orders, directives, policies, regulations, standards, and operational requirements.

| SI-12 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-12 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly handling and retaining their data in accordance with the applicable applicable federal laws, Executive Orders, directives, policies, regulations, standards, and operational requirements.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

### SI-16 Memory Protection

The information system implements [Assignment: organization-defined fail-safe procedures] when [Assignment: organization-defined failure conditions occur].

| SI-16 | Control Summary Information |
| --- | --- |
| Responsible Role: [TBD by Customer] | |
| Parameter SI-16-1: [TBD by Customer] | |
| Parameter SI-16-2: [TBD by Customer] | |
| Implementation Status (check all that apply):  Implemented  Partially implemented  Planned  Alternative implementation  Not applicable | |
| Control Origination (check all that apply):  Service Provider Corporate  Service Provider System Specific  Service Provider Hybrid (Corporate and System Specific)  Configured by Customer (Customer System Specific)  Provided by Customer (Customer System Specific)  Shared (Service Provider and Customer Responsibility)  Inherited from pre-existing FedRAMP Authorization | |

| SI-16 What is the solution and how is it implemented? |
| --- |
| Application  [AWS customers are responsible for properly implementing their EC2 instances in accordance with their organization’s relevant Windows or Linux hardening policies.]  Infrastructure  Reference the pre-existing FedRAMP [Provisional OR Agency] Authorization to Operate for [AWS Region], [Date of Authorization]. |

# 14 Acronyms

| Acronym | Definition |
| --- | --- |
| 3PAO | Third Party Assessment Organization |
| AC | Access Control (Table 13 1 Summary of Required Security Controls) |
| AO | Authorizing Official |
| ASHRAE | American Society of Heating, Refrigerating and Air-conditioning Engineers (PE-14 Temperature and Humidity Controls) |
| AT | Awareness and Training (Table 13 1 Summary of Required Security Controls) |
| ATO | Authority To Operate |
| AU | Audit and Accountability (Table 13 1 Summary of Required Security Controls) |
| CONOPS | Concept Of Operations [PL-8] |
| CA | Security Assessment and Authorization (Table 13 1 Summary of Required Security Controls) |
| CERT | Computer Emergency Response Team |
| CIRT | Consumer Incident Response Team |
| CIS | Control Implementation Summary |
| CM | Configuration Management (Table 13 1 Summary of Required Security Controls) |
| CMVP | Cryptographic Module Validation Program |
| CP | Contingency Planning (Table 13 1 Summary of Required Security Controls) |
| CSP | Cloud Service Provider |
| CUI | Confidential Unclassified Information |
| DAA | Designated Approving Authority |
| DMZ | Demilitarized Zones [SC-7 (13)] |
| DNS | Domain Name System |
| DoD | Department of Defense |
| DHS | Department of Homeland Security |
| E-Authentication | Electronic Authentication |
| FedRAMP | Federal Risk and Authorization Management Program |
| FIPS | Federal Information Processing Standard |
| GSA | General Services Administration |
| HIDS | Host Intrusion Detection System |
| HIPAA | Health Insurance Portability and Accountability Act |
| HIPS | Host Intrusion Prevention System |
| HTTP | Hyper Text Transport Protocol |
| IA | Identification and Authentication (Table 13 1 Summary of Required Security Controls) |
| IAP | Internet Access Points [SC-7 (13)] |
| IaaS | Infrastructure as a Service |
| IPSec | Internet Protocol Security (Table 11-1) |
| IR | Incident Response (Table 13 1 Summary of Required Security Controls) |
| ISPP | Information Security Policies and Procedures |
| ISSO | Information System Security Officer |
| JAB | Joint Authorization Board |
| MA | Maintenance (Table 13 1 Summary of Required Security Controls) |
| MP | Media Protection (Table 13 1 Summary of Required Security Controls) |
| NARA | National Archives and Records Administration |
| NIAP | National Information Assurance Partnership [IA-2 (11)] |
| NIST | National Institute of Standards and Technology |
| NIST-SP | NIST Special Publication |
| NLA | No Logical Access (Table 9‑1 Personnel Roles and Privileges) |
| NP | Non-Privileged (Table 9‑1 Personnel Roles and Privileges) |
| OMB | Office of Management and Budget |
| P | Privileged (Table 9‑1 Personnel Roles and Privileges) |
| PaaS | Platform as a Service |
| P-ATO | Provisional Authorization to Operate |
| PDS | Protective Distribution System [SC-8 (1)] |
| PE | Physical and Environmental Protection (Table 13 1 Summary of Required Security Controls) |
| PIA | Privacy Impact Assessment |
| PII | Personally Identifiable Information |
| PIV | Personal Identity Verification |
| PKI | Public Key Infrastructure [SC-7 (13)] |
| PL | Planning (Table 13 1 Summary of Required Security Controls) |
| PMO | Program Management Office [CA-2 Security Assessments] |
| POA&M | Plan Of Action & Milestones [CA-5, CA-7] |
| PS | Personnel Security (Table 13 1 Summary of Required Security Controls) |
| PTA | Privacy Threshold Analysis |
| RA | Risk Assessment (Table 13 1 Summary of Required Security Controls) |
| RoB | Rules of Behavior |
| SA | System and Services Acquisition (Table 13 1 Summary of Required Security Controls) |
| SaaS | Software as a Service |
| SAP | Security Assessment Plan |
| SAR | Security Assessment Report |
| SC | System and Communications Protection (Table 13 1 Summary of Required Security Controls) |
| SI | System and Information Integrity (Table 13 1 Summary of Required Security Controls) |
| SLA | Service Level Agreement [CP-2 (4), CP-9 (5), CP-10 (4)] |
| SOC | Security Operations Center |
| SP | Service Processor (Table 11‑1 System Interconnections) |
| SSL | Secure Sockets Layer (Table 11‑1 System Interconnections) |
| SSP | System Security Plan |
| TCP | Transmission Control Protocol |
| US-CERT | U.S. Computer Emergency Response Team [IR-4 (8), IR-6, SI-4, SI-5] |
| UDP | User Diagram Protocol |
| VPN | Virtual Private Network (Table 11‑1 System Interconnections) |

SYSTEM SECURITY PLAN ATTACHMENTS

# 15 Attachments

A recommended attachment file naming convention is provided in Table 15‑1. Attachment File Naming Convention. Use this to generate names for the attachment files and to use in the Revision History tables that appear throughout this section. Make only the following additions/changes to Table 15.1:

* The first item, Information Security Policies and Procedures (ISPP), may be fulfilled by multiple documents. If that is the case, add lines to Table 15‑1. Attachment File Naming Convention to differentiate between the additional documents using the “xx” portion of the File Name. Example DSGSS A1 ISP xx v1.0. Delete the “xx” if there is only one attachment.
* Enter the file extension for each attachment.
* Do not change the Version Number in the File Name in Table 15‑1. Attachment File Naming Convention. In this table, it is a place-holder to show you where to enter Version Number in the File Name in the Revision History tables throughout this section.

Table 15‑. Attachment File Naming Convention

|  |  |  |
| --- | --- | --- |
| Attachment | File Name | File Extension |
| Information Security Policies and Procedures | DSGSS A1 ISP xx v1.0 | . enter extension |
| User Guide | DSGSS A2 UG v1.0 | . enter extension |
| E-Authentication Worksheet | DSGSS A3 e-Auth v1.0 | . docx |
| PTA/PIA | DSGSS A4 PTA-PIA v1.0 | . enter extension |
| Rules of Behavior | DSGSS A5 ROB v1.0 | . enter extension |
| Information System Contingency Plan | DSGSS A6 ISCP v1.0 | . doc |
| Configuration Management Plan | DSGSS A7 CMP v1.0 | . enter extension |
| Incident Response Plan | DSGSS A8 IRP v1.0 | . enter extension |
| CIS Summary Report | DSGSS A9 CIS Report v1.0 | . enter extension |
| CIS Worksheet | DSGSS A9 CIS WSv1.0 | . enter extension |
| FIPS 199 | DSGSS A10 FIPS v1.0 | . docx |
| Inventory | DSGSS A13 INV v1.0 | . xlsx |

## 15.1 ATTACHMENT 1 - Information Security Policies and Procedures

All Authorization Packages must include an Information Security Policies and Procedures attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

Information Security Policies and Procedures   
Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A1 ISP v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

Information Security Policies and Procedures not provided in v1.0

## 15.2 ATTACHMENT 2 - User Guide

All Authorization Packages must include a User Guide attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

User Guide Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A2 UG v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

User Guide not provided in v1.0

## 15.3 ATTACHMENT 3 – E-Authentication

All Authorization Packages must include an E-Authentication attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

The E-Authentication Template can be found on the following FedRAMP website page: <https://www.fedramp.gov/resources/templates-2016/>

The E-Authentication Template explains the objective for selecting the appropriate E-Authentication level for the candidate system. Guidance on selecting the system authentication technology solution is available in NIST SP 800-63, Revision 1, Electronic Authentication Guideline.

E-Authentication Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| 3/31/2017 | DSGSS A3 e-Auth v1 0.docx | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

## 15.4 ATTACHMENT 4 – PTA / PIA

All Authorization Packages must include a Privacy Threshold Analysis (PTA) and Privacy Impact Assessment (PIA) attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

The PTA and PIA Template can be found on the following FedRAMP website page: <https://www.fedramp.gov/resources/templates-2016/>

The PTA and PIA Template includes a summary of laws, regulations and guidance related to privacy issues.

PTA/PIA Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A4 PTA-PIA v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

PTA/PIA not provided in v1.0

## 15.5 ATTACHMENT 5 - Rules of Behavior

All Authorization Packages must include a Rules of Behavior attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

Rules of Behavior describe controls associated with user responsibilities and certain expectations of behavior for following security policies, standards, and procedures. Security control PL-4 requires a Cloud Service Provider (CSP) to implement Rules of Behavior.

The Rules of Behavior Template can be found on the following FedRAMP website page: [Templates](https://www.fedramp.gov/resources/templates-2016/).

The Template provides two example sets of Rules of Behavior: one for Internal Users and one for External Users. The CSP should modify each of these two sets to define the Rules of Behavior necessary to secure their system.

Rules of Behavior Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A5 ROB v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

Rules of Behavior not provided in v1.0

## 15.6 ATTACHMENT 6 – Information System Contingency Plan

All Authorization Packages must include an Information System Contingency Plan attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

The Information System Contingency Plan Template can be found on the following FedRAMP website page: [Templates](https://www.fedramp.gov/resources/templates-2016/).

The Information System Contingency Plan Template is provided for CSPs, 3PAOs, government contractors working on FedRAMP projects, government employees working on FedRAMP projects, and any outside organizations that want to make use of the FedRAMP Contingency Planning process.

Information System Contingency Plan Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| 3/31/2017 | DSGSS A6 ISCP v1 0.doc | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

## 15.7 ATTACHMENT 7 - Configuration Management Plan

All Authorization Packages must include a Configuration Management Plan attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

Configuration Management Plan Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A7 CMP v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

Configuration Management Plan not provided in v1.0

## 15.8 ATTACHMENT 8 - Incident Response Plan

All Authorization Packages must include an Incident Response Plan attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

Incident Response Plan Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A8 IRP v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

Incidence Response Plan not provided in v1.0

## 15.9 ATTACHMENT 9 - CIS Report and Worksheet

All Authorization Packages must include Control Implementation Summary (CIS) Report and Worksheet attachments, which will be reviewed for quality. Maintain a current Revision History in the table below.

Templates for both can be found on the following FedRAMP website page: [Templates](https://www.fedramp.gov/resources/templates-2016/).

The Report Template has a sample format. The CSP may modify the format as necessary to comply with its internal policies and FedRAMP requirements.

CIS Report and Worksheet Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A9 CIS Report v1 0.ext | 1.0 | <Revision Description> |
| <Date> | DSGSS A9 CIS WS v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

CIS Report and Worksheet not provided in v1.0

## 15.10 ATTACHMENT 10 - FIPS 199

All Authorization Packages must include a Federal Information Processing Standard (FIPS) 199 attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

The FIPS-199 Categorization report includes the determination of the security impact level for the cloud environment that may host any or all of the service models: Information as a Service (IaaS), Platform as a Service (PaaS), and Software as a Service (SaaS). The ultimate goal of the security categorization is for the CSP to be able to select and implement the FedRAMP security controls applicable to its environment.

The FIPS 199 Template can be found on the following FedRAMP website page: [Templates](https://www.fedramp.gov/resources/templates-2016/).

FIPS 199 Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| 3/31/2017 | DSGSS A10 FIPS v1 0.docx | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

## 15.11 ATTACHMENT 11 - Separation of Duties Matrix

All Authorization Packages must include a Separation of Duties Matrix attachment, which will be reviewed for quality. Maintain a current Revision History in the table below.

15.11 ATTACHMENT 11 - Separation of Duties Matrix is referenced in the following controls.

AC-5 Separation of Duties Additional FedRAMP Requirements and Guidance

Separation of Duties Matrix Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| <Date> | DSGSS A11 SOD v1 0.ext | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments:

Separation of Duties Matrix not provided in v1.0

## 15.12 ATTACHMENT 12 – FedRAMP Laws and Regulations

The Table 15‑2 FedRAMP Templates that Reference FedRAMP Laws and Regulations lists all of the FedRAMP templates in which FedRAMP laws, regulations, standards and guidance (SSP, SAP, SAR etc.) reference this section and attachment.

Table 15‑ FedRAMP Templates that Reference FedRAMP Laws and Regulations

| Phase | | Document Title | |
| --- | --- | --- | --- |
| Document Phase | | SSP | System Security Plan |
|  | SSP Attachment 4 | PTA/PIA | Privacy Threshold Analysis and Privacy Impact Assessment |
|  | SSP Attachment 6 | ISCP | Information System Contingency Plan |
|  | SSP Attachment 10 | FIPS 199 | FIPS 199 Categorization |
| Assess Phase | | SAP | Security Assessment Plan |
| Authorize Phase | | SAR | Security Assessment Report |

### FedRAMP Applicable Laws

Current laws and regulations as applicable to each template are shown in Table 15‑3 FedRAMP Laws and Regulations.

Table 15‑ FedRAMP Laws and Regulations

| FedRAMP Laws and Regulations | | | | | Applies to these Templates | | | | | |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Number | Source | Title | Date | Link | SSP | SAP | SAR | PTA/PIA | ISCP | FIPS 199 |
| 44 USC 31 | US Code | Title 44 Public Printing and Documents; Chapter 31 Records Management by Federal Agencies | January 2012 | [44 USC 31](https://www.gpo.gov/fdsys/granule/USCODE-2011-title44/USCODE-2011-title44-chap31) | x | x | x |  | x |  |
| 5 USC 552a | US Code | Title 5 Government Organization and Employees; Chapter 5 Administrative Procedure; Section 552a Records maintained on individuals (Privacy Act of 1974 as amended) | January 2014 | [5 USC 552A](https://www.gpo.gov/fdsys/pkg/USCODE-2010-title5/pdf/USCODE-2010-title5-partI-chap5-subchapII-sec552a.pdf) | x |  | x | x | x |  |
| HSPD-12 | Homeland Security Presidential Directive | Homeland Security Presidential Directive 12, Policy for a Common Identification Standard for Federal Employees and Contractors [HSPD-12], August 27, 2004 | August 2004 | [HSPD-12](http://www.dhs.gov/homeland-security-presidential-directive-12) | x |  |  |  |  | x |
| HSPD-7 | Homeland Security Presidential Directive | Homeland Security Presidential Directive-7, Critical Infrastructure Identification, Prioritization, and Protection [HSPD-7], December 17, 2003 | December 2003 | [HSPD-7](http://www.dhs.gov/homeland-security-presidential-directive-7) | x |  | x |  | x |  |
| OMB Circular A-108 | Office of Management and Budget | Responsibilities for the Maintenance of Records About Individuals by Federal Agencies [, as amended] | Rescinded by OMB A-130 | Archived |  | x | x |  |  |  |
| OMB Circular A-123 | Office of Management and Budget | Management’s Responsibility for Internal Control Revised | December 2004 | [OMB A-123](https://www.whitehouse.gov/omb/circulars_a123_rev/) | x |  | x |  | x |  |
| OMB Circular A-130 | Office of Management and Budget | Management of Federal Information Resources, Revised, Transmittal Memorandum No. 4 | November 2000 | [OMB A-130](https://www.whitehouse.gov/omb/circulars_a130/) | x | x | x | x | x | x |
| OMB Circular A-130 iii | Office of Management and Budget | Security of Federal Automated Information Systems, Appendix III | November 2000 | [OMB A-130 Appendix iii](https://www.whitehouse.gov/omb/circulars_a130_a130appendix_iii) | x | x | x |  | x |  |
| OMB M-01-05 | Office of Management and Budget | Guidance on Inter-Agency Sharing of Personal Data – Protecting Personal Privacy | December 2000 | [OMB M 01-05](https://www.whitehouse.gov/omb/memoranda_m01-05/) | x | x | x |  | x |  |
| OMB M-03-22 | Office of Management and Budget | OMB Guidance for Implementing the Privacy Provisions | September 2003 | [OMB M-03-22](https://www.whitehouse.gov/omb/memoranda_m03-22) |  |  |  | x |  |  |
| OMB M-04-04 | Office of Management and Budget | E-Authentication Guidance for Federal Agencies | December 2003 | [OMB M 04-04](https://www.whitehouse.gov/sites/default/files/omb/memoranda/fy04/m04-04.pdf) | x |  | x |  | x | x |
| OMB M-06-16 | Office of Management and Budget | Protection of Sensitive Agency Information | June 2006 | [OMB M-06-16](https://www.whitehouse.gov/sites/default/files/omb/memoranda/fy2006/m06-16.pdf) | x | x | x |  | x |  |
| OMB M-07-16 | Office of Management and Budget | Safeguarding Against and Responding to the Breach of Personally Identifiable Information (PII) | May 2007 | [OMB M-07-16](https://www.whitehouse.gov/sites/default/files/omb/memoranda/fy2007/m07-16.pdf) |  |  |  | x |  |  |
| OMB M-10-23 | Office of Management and Budget | Guidance for Agency Use of Third-Party Websites | June 2010 | [OMB M-10-23](https://www.whitehouse.gov/sites/default/files/omb/assets/memoranda_2010/m10-23.pdf) |  |  |  | x |  |  |
| OMB M-99-18 | Office of Management and Budget | Privacy Policies on Federal Web Sites | June 1999 | [OMB M-99-18](https://www.whitehouse.gov/omb/memoranda_m99-18/) |  |  |  | x |  |  |
| PL 99-474 | US Code Public Law | Computer Fraud and Abuse Act , 18 USC 1030 | October 1986 | [PL 99-474](https://www.gpo.gov/fdsys/pkg/STATUTE-100/pdf/STATUTE-100-Pg1213.pdf) | x | x | x |  | x |  |
| PL 100-503 | US Code Public Law | Consolidated Appropriations Act of 2005, Section 522 | October 1988 | [PL 100-503](https://www.gpo.gov/fdsys/pkg/STATUTE-102/pdf/STATUTE-102-Pg2507.pdf) |  |  |  | x |  | x |
| PL 104-191 | US Code Public Law | Health Insurance Portability and Accountability Act of 1996 (HIPAA) | August 1996 | [PL 104-191](https://www.cms.gov/Regulations-and-Guidance/HIPAA-Administrative-Simplification/HIPAAGenInfo/downloads/hipaalaw.pdf) |  |  |  | x |  |  |
| PL 104-231 | US Code Public Law | Electronic Freedom of Information Act As Amended in 2002 [PL 104-231, 5 USC 552], October 2, 1996 | October 1996 | [PL 104-231](https://www.congress.gov/104/plaws/publ231/PLAW-104publ231.pdf) | x | x | x | x | x |  |
| PL 107-56 | US Code Public Law | USA Patriot Act (Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism) | October 2001 | [PL 107-56](https://www.gpo.gov/fdsys/pkg/PLAW-107publ56/pdf/PLAW-107publ56.pdf) |  |  |  |  |  | x |
| PL 107-347 | US Code Public Law | E-Government Act [includes FISMA Title III] | December 2002 | [PL 107-347](https://www.gpo.gov/fdsys/pkg/PLAW-107publ347/pdf/PLAW-107publ347.pdf) | x | x | x | x | x | x |
| PL 108-447 | US Code Public Law | Consolidated Appropriations Act of 2005, Section 522 | September 2005 | [PL 108-447](https://www.gpo.gov/fdsys/pkg/PLAW-108publ447/pdf/PLAW-108publ447.pdf) |  |  |  |  |  | x |
| PL 113-187 | US Code Public Law | 44 U.S.C The Presidential and Federal Records Act Amendments of 2014 showing changes to NARA Statutes found below in Chapters 21, 22, 29, 31, 33, of Title 44 in PDF. | December 2014 | [PL 113-187](https://www.archives.gov/about/laws/p-l-113-187.pdf) |  |  |  | x |  |  |
| NARA | National Archives | 44 U.S.C. Federal Records Act, Chapters 21, 29, 31, 33 (see Public Law 113-187) | February 2008 | [NARA 44USC](https://www.archives.gov/about/laws/) |  |  |  | x |  |  |
| FTC | Federal Trade Commission | Federal Trade Commission Act Section 5: Unfair or Deceptive Acts or Practices | June 2008 | [FTC Sec-5](http://www.federalreserve.gov/boarddocs/supmanual/cch/ftca.pdf) |  |  |  | x |  |  |
| NCSL | National Conference of State Legislatures | State Privacy Laws | January 2016 | [NCSL](http://www.ncsl.org/research/telecommunications-and-information-technology/state-laws-related-to-internet-privacy.aspx) |  |  |  |  |  | x |
| ECFR | Electronic Code of Federal Regulations | Title 35, Code of Federal Regulations, Chapter XII, Subchapter B | March 2016 | [e-CFR data](http://162.140.57.127/cgi-bin/ECFR?page=browse) |  |  |  | x |  |  |

The FedRAMP Laws and Regulations can be submitted as an appendix or an attachment. The attachment can be found on this page: [Templates](https://www.fedramp.gov/resources/templates-2016/).

### FedRAMP Applicable Standards and Guidance

Table 151‑4 FedRAMP Applicable Standards and Guidance reflects current standards and guidance as applicable to each template.

Table 151‑ FedRAMP Applicable Standards and Guidance

| FedRAMP Laws and Regulations | | | | | | Applies to these Templates | | | | | |
| --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- | --- |
| Identification Number | Source | Title | Date | Link | SSP | | SAP | SAR | PIA/PTA | ISCP | FIPS 199 |
| FIPS PUB 140-2 | Federal Information Processing Standards Publication | Security Requirements for Cryptographic Modules | May 2001 | [FIPS 140-2](http://csrc.nist.gov/publications/fips/fips140-2/fips1402.pdf) | x | | x | x |  | x |  |
| FIPS PUB 199 | Federal Information Processing Standards Publication | Standards for Security Categorization of Federal Information and Information Systems | February 2004 | [FIPS 199](http://csrc.nist.gov/publications/fips/fips199/FIPS-PUB-199-final.pdf) | x | |  | x |  | x | x |
| FIPS PUB 200 | Federal Information Processing Standards Publication | Minimum Security Requirements for Federal Information and Information Systems | March 2006 | [FIPS 200](http://csrc.nist.gov/publications/fips/fips200/FIPS-200-final-march.pdf) | x | |  | x |  | x | x |
| FIPS PUB 201-2 | Federal Information Processing Standards Publication | Personal Identity Verification (PIV) of Federal Employees and Contractors | August 2013 | [FIPS 201-2](http://dx.doi.org/10.6028/NIST.FIPS.201-2) | x | | x | x |  | x | x |
| NIST SP 800-18 | National Institute of Standards and Technology | Guide for Developing Security Plans for Federal Information Systems, Revision 1 | February 2006 | [SP 800-18](http://csrc.nist.gov/publications/nistpubs/800-18-Rev1/sp800-18-Rev1-final.pdf) | x | | x | x |  | x | x |
| NIST 800-26 | National Institute of Standards and Technology | Security Self-Assessment Guide for Information Technology Systems | Superseded By: FIPS 200, SP 800-53, SP 800-53A | [Archived NIST SP](http://csrc.nist.gov/publications/PubsSPArch.html) |  | |  |  |  |  | x |
| NIST SP 800-27 | National Institute of Standards and Technology | Engineering Principles for Information Technology Security Revision A (A Baseline for Achieving Security) | June 2004 | [SP 800-27](http://csrc.nist.gov/publications/nistpubs/800-27A/SP800-27-RevA.pdf) | x | |  | x |  | x |  |
| NIST SP 800-30 | National Institute of Standards and Technology | Guide for Conducting Risk Assessments, Revision 1 | January 2015 | [SP 800-30](http://csrc.nist.gov/publications/nistpubs/800-30-rev1/sp800_30_r1.pdf) | x | | x | x |  | x | x |
| NIST SP 800-34 | National Institute of Standards and Technology | Contingency Planning Guide for Federal Information Systems Revision 1 [includes updates as of 11-11-10] | May 2010 | [SP 800-34](http://csrc.nist.gov/publications/nistpubs/800-34-rev1/sp800-34-rev1_errata-Nov11-2010.pdf) | x | | x | x |  | x | x |
| NIST SP 800-37 | National Institute of Standards and Technology | Guide for Mapping Types of Information and Information Systems to Security Categories (Revision 1) | February 2010 | [SP 800-37](http://dx.doi.org/10.6028/NIST.SP.800-37r1) | x | | x | x |  | x | x |
| NIST SP 800-39 | National Institute of Standards and Technology | Managing Information Security Risk: Organization, Mission, and Information System View | March 2011 | [SP 800-39](http://csrc.nist.gov/publications/nistpubs/800-39/SP800-39-final.pdf) |  | | x | x |  | x |  |
| NIST 800-47 | National Institute of Standards and Technology | NIST 800-47, Security Guide for Interconnecting Information Technology Systems | August 2002 | [SP 800-47](http://csrc.nist.gov/publications/nistpubs/800-47/sp800-47.pdf) |  | |  |  |  |  | x |
| NIST SP 800-53 | National Institute of Standards and Technology | Security and Privacy Controls for Federal Information Systems and Organizations, Revision 4 [Includes updates as of 01-22-2015] | April 2013 | [SP 800-53](http://dx.doi.org/10.6028/NIST.SP.800-53r4) | x | | x | x |  | x | x |
| NIST SP 800-53A | National Institute of Standards and Technology | Assessing Security and Privacy Controls in Federal Information Systems and Organizations: Building Effective Assessment Plans, Revision 4 | December 2014 | [SP 800-53A](http://dx.doi.org/10.6028/NIST.SP.800-53Ar4) | x | | x | x |  | x | x |
| NIST SP 800-60 | National Institute of Standards and Technology | Guide for Mapping Types of Information and Information Systems to Security Categories, Revision 1 | August 2008 | [SP 800-60](http://csrc.nist.gov/publications/nistpubs/800-60-rev1/SP800-60_Vol1-Rev1.pdf) | x | |  | x |  |  | x |
| NIST SP 800-61 | National Institute of Standards and Technology | Computer Security Incident Handling Guide, Revision 2 | August 2012 | [SP 800-61](http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-61r2.pdf) | x | |  | x |  | x |  |
| NIST SP 800-63-2 | National Institute of Standards and Technology | Electronic Authentication Guideline: Computer Security, Revision 2 | August 2013 | [SP 800-63-2](http://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-63-2.pdf) |  | |  |  |  |  | x |
| NIST SP 800-64 | National Institute of Standards and Technology | Security Considerations in the System Development Life Cycle, Revision 2 | October 2008 | [SP 800-64](http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-64r2.pdf) | x | | x | x |  | x | x |
| NIST SP 800-115 | National Institute of Standards and Technology | Technical Guide to Information Security Testing and Assessment | September 2008 | [SP 800-115](http://csrc.nist.gov/publications/nistpubs/800-115/SP800-115.pdf) | x | | x | x |  | x |  |
| NIST SP 800-128 | National Institute of Standards and Technology | Guide for Security-Focused Configuration Management of Information Systems | August 2011 | [SP 800-128](http://csrc.nist.gov/publications/nistpubs/800-128/sp800-128.pdf) | x | |  | x |  | x |  |
| NIST SP 800-137 | National Institute of Standards and Technology | Information Security Continuous Monitoring for Federal Information Systems and Organizations | September 2011 | [SP 800-137](http://csrc.nist.gov/publications/nistpubs/800-137/SP800-137-Final.pdf) | x | |  | x |  | x |  |
| NIST SP 800-144 | National Institute of Standards and Technology | Guidelines on Security and Privacy in Public Cloud Computing | December 2011 | [SP 800-144](http://dx.doi.org/10.6028/NIST.SP.800-144) |  | |  |  |  |  | x |
| NIST SP 800-145 | National Institute of Standards and Technology | The NIST Definition of Cloud Computing | September 2011 | [SP 800-145](http://nvlpubs.nist.gov/nistpubs/Legacy/SP/nistspecialpublication800-145.pdf) | x | |  | x |  | x |  |
| FTC | Federal Trade Commission | Privacy Online: Fair Information Practices in the Electronic Marketplace: A Federal Trade Commission Report to Congress | June 1998 | [FTC Privacy Online](https://www.ftc.gov/reports/privacy-online-fair-information-practices-electronic-marketplace-federal-trade-commission) |  | |  |  |  |  | x |
| NARA 2010-05 | National Archives NARA Bulletin 2010-05 | Guidance on Managing Records in Cloud Computing Environments (NARA Bulletin) | September 2010 | [NARA 2010-05](http://www.archives.gov/records-mgmt/bulletins/2010/2010-05.html) |  | |  |  |  |  | x |
| FDIC | Federal Deposit Insurance Corporation | Offshore Outsourcing of Data Services by Insured Institutions and Associated Consumer Privacy Risks | June 2004 | [FDIC Privacy Risks](https://www.fdic.gov/regulations/examinations/offshore/offshore_outsourcing_06-04-04.pdf) |  | |  |  |  |  | x |

The FedRAMP Standards and Guidance workbook can be submitted as an appendix or an attachment. The attachment can be found on this page: [Templates](https://www.fedramp.gov/resources/templates-2016/).

Note: All NIST Computer Security Publications can be found at the following  
URL: <http://csrc.nist.gov/publications/PubsSPs.html>

Additional Comments:

## 15.13 ATTACHMENT 13 – FedRAMP Inventory Workbook

All Authorization Packages must include three Inventory attachments, which will be reviewed for quality. Maintain a current Revision History in the table below.

* Prepare an Inventory listing the principal hardware components for DSGSS.
* Prepare an Inventory listing the principal software components for DSGSS.
* Prepare an Inventory listing the principal network devices and components for DSGSS.

The FedRAMP Inventory Workbook can be found on the following FedRAMP website page: [Templates](https://www.fedramp.gov/resources/templates-2016/).

Note: A complete and detailed list of the system hardware and software inventory is required per NIST SP 800-53, Rev 4 CM-8.

FedRAMP Inventory Workbook Revision History

| Date | File Name and Extension | Version | Comments |
| --- | --- | --- | --- |
| 3/31/2017 | DSGSS A13 INV-H v1 0.xlsx | 1.0 | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |
| <Date> | <Enter revision file name and extension> | <Version> | <Revision Description> |

Additional Comments: