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# 1 INTRODUÇÃO

O presente relatório descreve as atividades realizadas por mim, enquanto Estagiária em Banco de Dados e Estatística na E-VAL Comércio e Serviços de Informática em Saúde Ltda. (E-VAL Digital), com base no Termo de Compromisso assinado em 18 de novembro de 2015 e no Plano de Atividades.

O estágio ocorreu com jornada de 30 horas semanais, das 13h às 19h, entre 04 de janeiro de 2016 e 03 de janeiro de 2017 e, se extendendo, entre 04 de janeiro de 2017 e 17 de março de 2017.

## 1.1 HISTÓRIA DA EMPRESA

A E-VAL Digital, fundada em 2004, atua no mercado de segurança da informação, assinatura eletrônica e proteção de dados.

A empresa é referência no setor financeiro, atendendo 5 dos 10 maiores bancos brasileiros, provendo soluções alinhadas a requisitos regulatórios.

Seu portfólio inclui plataformas e serviços para autenticação, assinatura digital e criptografia, com presença destacada nos segmentos Financeiro, Saúde, Educação e Indústria.

## 1.2 PRINCIPAIS PRODUTOS/SERVIÇOS

- Soluções de Pagamentos e Sistema Financeiro:

* Crypto PIX: plataforma de assinatura digital para transações PIX;
* Crypto SFN: criptografia para troca de mensagens do RSFN e RTM;
* Crypto COMPE: assinatura de imagem para compensação bancária;
* HSM de Pagamentos (payShield) e implantação especializada.

- Proteção de Dados e Criptografia:

* Thales Luna HSM: para proteção de chaves, assinatura e aceleração criptográfica;
* Data Protection on Demand (DPoD): serviços HSM/gerenciamento de chaves na nuvem;
* WAAP/Imperva (WAF, API Security, DDoS, BOT): para proteção de aplicações e APIs;
* Keyfactor: governança do ciclo de vida de certificados (descoberta, emissão, renovação e políticas).

- Assinatura Eletrônica/Gateway de APIs: CryptoCubo: gateway de APIs de assinatura.

- Serviços Profissionais: consultoria, implantação e suporte.

# 2 ANÁLISE DA ESTRUTURA ORGANIZACIONAL

## 2.1 OBJETIVOS DA EMPRESA

A E-VAL tem como propósitos proteger dados e identidades e entregar projetos com impacto real aos clientes por meio de soluções de gestão e proteção de dados, com eficiência e segurança.

Por sua atuação com assinatura eletrônica e digitalização de processos, a empresa contribui indiretamente para a redução de consumo de papel, logística e armazenamento físico, trazendo benefício ambiental.

## 2.2 POLÍTICA E MISSÃO DA EMPRESA

A missão da E-VAL é oferecer soluções de segurança e gestão de dados que acelerem a transformação digital e garantam conformidade e proteção de ponto a ponta.

## 2.3 SETOR ECONÔMICO

A E-VAL integra o setor de Tecnologia da Informação/Cibersegurança, operando fortemente em Serviços Financeiros (bancos, adquirentes e seguradoras), além de Saúde, Educação e Indústria.

Este setor se caracteriza pela alta regulação (Bacen, FEBRABAN, PCI DSS, LGPD), necessidade de criptografia, gestão de chave, governança de certificados, disponibilidade e resposta a incidentes.
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