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12/1/2021 - Bevan: Transport Layer Security.

This presentation was done well it had talked about the different layers of the network then went more in depth on the different layers around the TLS is. the TLS was found on which is the transport layer. The presenter then went into the secure socket layer also known as SSL. They had then talked more about TLS and different encryption algorithms we had talked about in class then they had showed off screenshots they had taken from their implementation of their code attacking a VM.

12/3/2021 – Ryan: Web Security.

This presentation was done well it had talked in depth about web securities and the different kinds of securities that can be put in place. They had also talked about some encryption algorithms that are embedded within web security. The presenter had also talked well and in depth about the many different attacks that can take place on the internet. With these attacks the presentation did well at describing how they happen and the steps in which the attacker takes to send their attacks to their targets.

12/3/2021 – Luke: Email Security.

This presentation did well in talking about the background of Email Security and how important that it is to include into any email servers. The presenter had talked about the different threats that can be involved with emails. For instance, the presenter had talked about spam emails and the dangers they can present. They had also talked about phishing emails that steal data from the target.

12/6/2021 – Florent: Cloud Security.

This presentation had done well when describing the background information of cloud computing and how it is possible to be done. They had also talked about the different characteristics in which cloud computing covers. After talking about cloud computing’s background information, the presenter had talked about the topic of the presentation being cloud security. This had given an in depth look at the different security measures that is need to maintain a safe environment fir cloud computing.

12/6/2021 – Quincy: IP Security.

This presentation had talked about the background information of IP security at the start. The presenter did a good job at describing the different services and protocols needed for IP security to be put into place. They had also talked about the different architecture found within IP security measures like their policies protocols and managements. The presenter then had talked about how it is possible to implement IP security using tunneling. They then had talked about the different authentication headers that are necessary to implement IP security.

12/8/2021 – Jacob: DOS/DDOS Attacks.

This presentation about DDOS and DOS attacks was well done. The presenter had talked in depth about their topic and the differences between DOS and DDOS attacks. They then went on to describe the different attacks that are DDOS and DOS attacks like volumetric attacks and protocol attacks. Both attacks attack the network and fills up the router with unnecessary requests flooding the router connection causing slowing down or crashing of networks. The presenter then had expanded on attacks from each attack like UDP and SYN flood attacks.

12/8/2021 – Kutter: Wireless Network Security.

This presentation had started off by talking about what exactly wireless network security is and why they are important. Then then had went on to talk about what wireless networks are along with the advantages and disadvantages. This presenter then had talked about why it is so important to have some form of wireless network security. They then had listed many different attacks on wireless networks that can allow attackers to have access to all devices on the network. Some of the attacks that are listed are peer to peer attacks, eavesdropping attacks, and rogue device attack.