CVE-2017-8366

描述：The strescape function in ec\_strings.c in Ettercap 0.8.2 allows remote attackers to cause a denial of service (heap-based buffer overflow and application crash) or possibly have unspecified other impact via a crafted filter that is mishandled by etterfilter.

软件：Ettercap 0.8.2

源码：ec\_strings.c

出现位置： 182行

关键源码：

循环复制

while ((c = \*src++) != '\0') {

if (c == '\\') {

switch ((c = \*src++)) {

case '\0':

goto strend;

default:

\*dst++ = (char) c; / /buffer overflow

break;

case 'n':

\*dst++ = '\n';

break;

case 'r':

\*dst++ = '\r';

break;