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## Reliability and Dependability:

In Information Security, Reliability and Dependability can be used interchangeably to describe the same thing. This presents the idea of having a trustworthy system throughout a given time. Or as the Institute of Electrical and Electronics Engineers (IEEE), it *is “the ability of a system or component to function under stated conditions for a specified period of time”.*

(IEEE, 1990)

Reliability engineering concentrates on the costs that would apply during system downtime. It focuses on making sure that a given system is appropriate for its purpose with respect to time. It will also aim attention at the durability of said system and its functioning when it is presented with stated condition.

Dependability in systems has three key elements:

* Characteristics: A way to evaluate how reliable a system is.
* Threats: Knowledge of the things that can affect said reliability.
* Means – Methods to improve the system’s dependability.

(<https://en.wikipedia.org/wiki/Reliability_engineering#Definitions>)

(<https://en.wikipedia.org/wiki/Dependability>)

## Information Hiding:

With respect to Information Security, Information Hiding is the limitation of access to information to entities who require it to execute certain tasks. The idea is that, the fewer the people who know the details of a system or task, the less chances this information is compromised or falls into the hands of the opposition.

A good example of this would be the Manhattan Project. Staff worked with centrifuges to isolate Uranium-235 from naturally occurring uranium, but they did not know what they were doing it for. Those that knew, did not know why they were doing it. Parts of the weapon were designed without knowing how they interacted.

(<https://en.wikipedia.org/wiki/Compartmentalization_(information_security)>)

## Trust:

(<https://en.wikipedia.org/wiki/Trusted_system>)
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