CSC/MAT 483 – 001

Cryptology

Test Three

Michael Weyman

This is a test. You may not collaborate.

It is due no later than Wednesday 22 April. It may be submitted electronically or as a hard copy.

Do 6 problems.

Explain your approach to each problem that you do.

You may use software that is posted on the class website, use *Mathematica*, use a calculator, work by hand, or use software that you wrote.

\*\*1. Decrypt the ciphertext message

AGVXF GXGAX XDFFD XXXGD FAGAF DAXGA AFGDV DGDVV

KNAPSACKCRYPTOSYSTEM

that was encrypted using the ADFGVX square

![](data:image/x-wmf;base64,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)

and the keyword *Kentucky*.

2. Cryptanalyze \*skip

RNIDO ITNTB AMOEK RQOEN YRTOA DNHAC HSPQH UERAS OOAAB DCETG QECRE TKFUT NEHHN BRQRK SCHEH NJNEE OSAAQ NKUTO EBSEH NNDTA LQTTV IFCHN HRSEA MEOQN YITLN ACOEN AFBLM Q

Frequencies state that it is a permutation cipher length of 136 try length 8

RNIDOITN

47185632

INTROind

TBAMOEKR

arktoenm

3. Cryptanalyze \*skip

STJPF KSNII JYYNZ RNFRT FQSXW XTYWS ZZTMR WTNMS JYTIX UWJZF BSFNN XHNNY NWXWX LSSWQ UJIRJ DIHFJ TNYWP FRJOX XGSTY JMXPS HMYNN DMRQL FQ

\*\*4. Decipher the following ciphertext that was enciphered using a permutation cipher with permutation ![](data:image/x-wmf;base64,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).

HECPI XTRET SAMSE OBGTE KQRAE

CIPHE RTEXT MESSA GETOB REAKQ

\*\*5. Use the simplified RC-4 cipher to generate 3 bits of keystream using:

Key 2, 3, 6, 7

011

\*\*6. Use the key schedule of simplified PRESENT to calculate the round keys that result from:

Key 1101 0001 1011 1111 1110

1101 1010 0011 0111 1111

0111 1010 0011 0110 1111

**K1 = 0111 1010 0011 0110**

0111 1010 0011 0110 1111

1110 1111 0100 0110 1101

0001 1111 0100 0100 1101

**K2 = 0001 1111 0100 0100**

0001 1111 0100 0100 1101

1010 0011 1110 1000 1001

1111 0011 1110 1011 1001

**K3 = 1111 0011 1110 1011**

\*\*7. Using simplified PRESENT and round keys

![](data:image/x-wmf;base64,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)

to encipher the plaintext message

1111 1100 0111 1000 + K1 =

0111 1010 0100 0010 S-Box =

1101 1111 1001 0110 Permu =

0123 4567 8901 2345

1110 1101 0101 1110 + K2 =

1001 1101 1001 1011 S-Box =

1110 0111 1110 1000 Permu =

0123 4567 8901 2345

1011 1110 1110 0100 + K3 =

**0100 0000 1111 1111**

\*\*8. Use simplified DES to decipher the ciphertext

1101 1010 0100

that was enciphered using key

0111 1100 1

Used excel form

0111 1011 1101