1. Manage User Privileges SUC-AAS-MUP-02

# Actors

User

DDC System

# Activities

|  |  |
| --- | --- |
| Activity Name | Description |
|  |  |
| 1. User opts to manage privileges | User decided to manage privileges. |
| 2. System level or asset level? | Decision node with two outcomes: 1. "System Level" - manage system level access, such as ability to submit orders. 2. "Asset level" - manage asset access, such as ability to delete or modify assets |
| 2b. System level management | Perform system level management functions. Exact nature to be defined later as an L3 capability. |
|  |  |
| 2a. User picked asset level | User chose to manage asset level privileges. |
| 3. Which option? | Decision node with four outcomes: 1. "Deny" - deny (remove) a privilege 2. "Read" - grant a read privilege 3. "Update" - grant an update privilege 4. "Delete" - grant a delete privilege |
| 3a. Deny privilege | Remove a privilege. |
| 3d. Grant read access | Grant an ability to read assets to the user. |
| 3b. Grant update access | Grant an ability to update assets to the user. |
| 3c. Grant delete access | Grant an ability to delete assets to the user. |
|  |  |

# Preconditions

All information required to update the user Account has been provided.

# Postconditions

Updated set of user privileges.