Data Representation

We’ve done some of the maths for you, and have a Binary and Hexadecimal Conversion sheet on the Student Portal with the conversions. You can start to see the patterns of how these various representations work!.

|  |
| --- |
| Problem 1 Your grandmother sent you a recipe, but it's all in binary! She says each 8-bit binary number represents a letter. You have what you think might be the recipe title - can you decode this, so that you can ask grandma for the recipe in a more legible format?  01000011 01001111 01001111 01001011 01001001 01000101 01010011 |

|  |
| --- |
| Problem 2 A message was intercepted, but it's using multiple representations! Each group is encoded differently. Decode them all to reveal the full message:  01001000 01000101 01011000  4C 4F 56 45 53  MDEwMA==  Note: we can only tell you that the last system has been encoded in Base64. You may need to use an online converter like <https://www.base64decode.org/> |

|  |
| --- |
| Problem 3 You've found three colored pixels in an image with these RGB values:  Pixel 1: rgb(72, 33, 69)  Pixel 2: rgb(44, 76, 33)  Pixel 3: rgb(80, 42, 33)  The artist left a note: "Each pixel holds a letter”, and you suspect there might be a secret message.   1. Each pixel contains exactly one letter. 2. For each pixel, each channel holds an ASCII value that maps to a capital letter in English. 3. Your task is to find the secret message. |

Extra fun:Want to play with hex colours? Here you are: <https://www.w3schools.com/colors/colors_picker.asp>

Encryption

**Decode each of the ciphers to find the flags**

## Caesar Cipher

Tjmlmk\_Osk\_Xjsewv

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

## Morse Code

..- -. ... .. -. -.- .- -... .-.. . ... .... .. .--. ...

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

## Pigpen Cipher

![](data:image/png;base64,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)

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

## [Vigenère](https://en.wikipedia.org/wiki/Vigen%C3%A8re_cipher) Cipher

Jmmeurpk\_gvq\_s\_jssk\_hiel\_lvuwth

Key: Gems

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

## Atbash

Ivevihv\_Ivelofgrlm

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

## Base64

WW91X0NvdWxkbid0X0RvX1RoaXNfQnlfSGFuZA==

Hint: Can you find an online tool to do this for you?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

File Types

Ask your facilitator for access to the files! With the instructions given to you, look through each file to find the hidden flag.

|  |  |  |
| --- | --- | --- |
| **File Name** | **File Type** | **Flag** |
| Demofile |  |  |
| File1 |  |  |
| File2 |  |  |
| File3 |  |  |
| File4 |  |  |
| File5 |  |  |
| File6 |  |  |

# 

Digital Forensics

## Problem 1

You’re a digital forensics investigator in training, and you’ve been tasked with solving a curious case.

The student council at your school is organising a secret event, but they accidentally left a clue on the school's shared network drive. The principal suspects the event is being planned in violation of school rules because it might disrupt classes. Your job is to analyse the digital evidence and uncover the details of the secret meeting.

On the network drive, you find a single image file titled **"meeting.jpg"**. At first glance, it looks like a basic attempt from a student at drawing a school logo. However, the principal believes the file contains hidden details about the meeting—perhaps the time, date, or location.

Your goal is to uncover the hidden information. Here’s what you need to do:

1. **Access the file metadata**: Investigate the metadata of "***school\_logo.jpg***", found on the Student Portal. Metadata often contains information such as the creation date, modification date, camera settings, or GPS data.
2. **Analyse the details**: Look carefully at all the metadata fields.
3. **Solve the mystery**: Use the metadata to answer these questions:

|  |  |
| --- | --- |
| Meeting Date |  |
| Meeting Time |  |
| Meeting Location |  |

**How can you view EXIF data?**

On a Windows PC: right-click on the image file, select Properties and click the Details tab.

On a Mac: you can open the image in Preview, go to the Tools menu, select Show Inspector and click the Exif tab.

If you can’t find what you are after, use an online image metadata viewer like <https://raw.pics.io/photo-metadata-viewer>

## Problem 2: The Case of the Missing Pizza Recipe

You’ve been hired as a junior digital investigator by **Mama Jacqui’s Famous Pizzeria**, a popular local pizza shop. Disaster has struck—the secret recipe for their award-winning pizza sauce is missing! Without it, they can’t make their signature pizzas, and customers are getting upset.

Mama Jacqui suspects it might have been taken late last night. Luckily, their recipe storage room has a security system that logs every access to the door. Your job is to analyze the **access log file** and help Mama Jacqui figure out who might have taken the recipe.

The pizzeria’s security system recorded every time someone swiped their access card at the recipe room door. The log file is a spreadsheet with these columns:

* **Timestamp**: The date and time of the swipe.
* **ID Number**: A unique number assigned to each employee.
* **Name**: The name of the person who swiped their card.
* **Access Status**: Either "Granted" (door opened) or "Denied" (attempt failed).

Your task is to analyse the log file and identify the prime suspect. The log file can be found in the directory .

### **Questions to Solve**

1. **Who was the last person to access the recipe room?**
   * Sort the data by **Timestamp** to find the last successful access.
2. **How many employees tried to access the recipe room after closing hours (9 PM to 12 AM)?**
   * Use filters to narrow down the entries.
3. **Were there any suspicious patterns, and if so, what are they?**
4. **Who is the most likely culprit?**
   * Based on the data, identify someone who accessed the room close to the time the recipe went missing. Why do you think they are the most likely culprit?

|  |  |
| --- | --- |
| Potential culprit |  |
| Why? |  |
| Why can’t we say that the above person is definitely the culprit? |  |

### 

### **How likely is this scenario?**

There’s a lot of very valuable data that companies hold: movie scripts for the next mega-blockbuster; pharmaceutical formulations that promise revolutionary treatments for cancer etc. This data is protected fiercely.

Digital forensic techniques are used to investigate intellectual property thefts. But going beyond that, big movie studios use extensive logging and automated analysis to ensure that clips don’t get leaked! So while this pizza shop scenario may seem a bit far fetched, we can assure you that digital forensics investigators look into issues like this all the time!

## Problem 3: Eek!

There are rumours that one of the world’s hottest music stars is about to tour Australia, and there is a secret pre-sale only available to insiders. A friend of a friend who knows the musician’s third favourite personal assistant’s holistic healer has sent you a photo of their holiday, which you can access through the steganography tool available on the Student Portal. You suspect that there is more than meets the eye. Your facilitator should have shown you where the photo is.

### **Questions to Solve**

Use the steganography tool to discover:

|  |  |
| --- | --- |
| Name of the music star |  |
| Ticket presales code |  |

# 

Phishing

There are some messages on the student portal that look a little unusual. Outline the suspicious aspects of each of the messages that make you think they may be phishing attempts.

|  |  |
| --- | --- |
| Message 1 |  |
| Message 2 |  |
| Message 3 |  |