# Abstract

As computers and other machines become more and more an integral part of a person’s life, the risk of a computer infection increases. The amount of platforms available to the common user today allows malicious attackers a variety of ways to access user’s personal data (from contact details to banking details.) A class of malware (malicious software) that has been reported more than others in recent years known as ransomware has been taking advantage of user’s fears and errors. Because most ransomware requires users to physically click a link or download a file to instigate this malware, human error can be perceived to one of the biggest causes of the rise of attacks.

# Introduction

In the past few years, the amount of news reports on cases of this form of malware has been increasing, showing both the rise of cases, and the sophistication of attacks. The most recent of these includes an article from the BBC \cite{bbc-ransomware}, where a ransomware software known as Maktub emails a user not only a malicious link to the software, but the user’s postcode to make it more convincing. With more and more intricate ways of persuading the users to access the malware, it is the upmost importance that user’s should know when a link, email or web address is genuine. This paper looks into the opinion that reducing human error could reduce the number of infected machines, and in particular the number of cases of ransomware.

## Ransomware

In order to look closely at some of the human errors that are causing the rise of ransomware, the malicious software should be examined, and reasons why this form of software is so effective in current times. \\

In a paper by A. Kharraz (A look under the hoof of ransomware attacks), the authors give an insight into how attacks take place, and how a range of different encryption algorithms are used by several of the most common ransomwares. Ransomware belongs to a class of malware identified by the author as ‘scareware’, which takes advantage of a users’ fear of losing their private information

# Human errors- the consequences

# Prevention of
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