# Abstract

As computers and other machines become more and more an integral part of a person’s life, the risk of a computer infection increases. The amount of platforms available to the common user today allows malicious attackers a variety of ways to access user’s personal data (from contact details to banking details.) A class of malware (malicious software) that has been reported more than others in recent years known as ransomware has been taking advantage of user’s fears and errors. Because most ransomware requires users to physically click a link or download a file to instigate this malware, human error can be perceived to one of the biggest causes of the rise of attacks.

# Introduction

Over the past few years, the amount of news reports on cases of this form of malware has been increasing, showing both the rise of cases, and the sophistication of attacks. The most recent of these includes an article from the BBC \cite{bbc-ransomware}, where a ransomware software known as Maktub emails a user not only a malicious link to the software, but the user’s postcode to make it more convincing. With more and more intricate ways of persuading the users to access the malware, it is the upmost importance that user’s should know when a link, email or web address is genuine. This paper looks into the opinion that reducing human error could reduce the number of infected machines, and in particular the number of cases of ransomware.

## Ransomware

In order to look closely at some of the human errors that are causing the rise of ransomware, the malicious software should be examined, and reasons why this form of software is so effective in current times. \\

In a paper by A. Kharraz (A look under the hoof of ransomware attacks), the authors give an insight into how attacks take place, and how a range of different encryption algorithms are used by several of the most common ransomwares. Ransomware belongs to a class of malware identified by the author as ‘scareware’, which takes advantage of a users’ fear of losing their private information

# Human errors- the consequences

# Prevention of ransomware

Research:

Explaining ransomware:
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As number of ransomware attacks increased over 500% on 2013 compared to the previous year

Cryptolocker ransomware alone managed to infect approximately 250 thousand computers around the world, including an entire police department that needed to pay a ransom to decrypt their documents

investigate the keyfunctionalitiesofransomwaresamplessuchthatwecanproposeeffectivedetection mechanisms

99 variants

1359 samples of cases

35.6% of samples among ﬁve common ransomware families do not perform any encryption mechanisms. Instead, they delete the user’sﬁlesiftheuserdoesnotpaytheransom

Changing Master Boot Records One of the ransomware families (Seftad) was developed to attack the Master Boot Records (MBR) which contains the executable .Samples that target the MBR prevent the infected system from loading the boot code in the active partition by simply replacing it with a bogus MBR that displays a message asking for a ransom. Defeating this type of ransomware attack is quite simple.

Locking Procedure An important step in a successful ransomware attack is to lock the desktop of the computer under attack. This is typically done by creating a new desktop and making it persistent
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Ransomware has been increasing in sophistication since it first appeared in September 2013

ransomware immediately makes its presence known by encrypting files and demanding payment for the keys to unlock them. Victims of the attack may experience anxiety or disbelief, so they are likely to pay the ransom to end the incident

After that it notifies the user that their files were encrypted and demands ransom for decryption

Crypto-ransomware is rather different from traditional malware: • It doesn’t steal victim’s information—instead it makes it impossible to access your information • It doesn’t try to remain stealthy after files are encrypted because detection won’t restore the lost data • It’s relatively easy to produce—there are a number of well-documented crypto-libraries

Crypto-ransomware compromises the endpoint through one of the following attack vectors: • Spam / Social engineering [1] • Direct drive-by-download [2] • Drive-by-download through malvertising [3] • Malware installation tools and botnets [4]

Human error stuff:
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A person can be fool, distracted, persuaded, distracted and blackmailed but the conditions that increase the errors can be individual and based on the humans characteristics for example when a person’s tired, idle, apathetic and uncaring. The study of human errors in the event is relevant to industry accident.

The errors can be caused as a result of lack of knowledge, ignorance, and experience [6].

These days, many organizations spending large portions of their budgets on defending against technical attacks and do nothing to prevent operation of the human factor.

One way is keep people away from making errors or keep the errors from reaching the system.- Prevent emails reaching people?

ISPs to provide protection against phishing, viruses and spyware

Using firewalls and phishing filters are reduced the chances and so reduces the human errors relating to risky computer use. The other way can be keeping a backup of data, it does not any elimination by accidentally delete, disrupt or steals. The backups are reduced recover the data when they accidentally deleted, and also the damage done by cruel effort to destroying data

Using the software that manage the incoming and outgoing emails reduce the general misuse of email and encourage good practice. This software will check sensitive attachment data and reduce the possibility of human errors

Solution stuff:
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Most infections occur as a result of unsuspecting employees opening infected emails which appear to be legitimate or by following an emailed link or visiting an infected website

This virus can be stopped by utilizing high-quality antivirus software such as Symantec Endpoint Protection, which offers traditional file-based protection, alongside web browser and download protection

There are no tools or Data Recovery Services that can decrypt your data; it is unrecoverable in this state

must be paid in Bitcoin. By using this payment method, these criminals cover their tracks

Educate your staff. One of the most common causes of infection is an employee clicking on a link or opening a file sent from a legitimate source they might have corresponded with in the past

sending you an unknown file, call them and inquire before opening. If it’s a link then evaluate it before clicking on it. This can be done by hovering

All incoming email must be scanned for viruses. This is the primary entry point for Ransomware

Maintain Patch Levels for OS and Applications

Block End Users from Executing Malware

Deploy and Maintain Backups
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API Call Monitoring

As discussed inSection3.1,asigniﬁcantnumberofransomware samples use Windows API functions to lock the victim’s desktop. Those API calls can be used to model the application behavior and train a classiﬁer to detect suspicious sequenceofWindowsAPIcalls.Thisapproachisnotnecessarilynovel, butitwouldallow us to stop a large number of ransomware attacks that are produced with little technical efforts

MonitoringFileSystemActivity Ouranalysisalsosuggeststhatitispossibletodetect ransomware attacks – even the ones using deletion and encryption capabilities .BycloselymonitortheMFTtable,one can detect the creation, encryption or deletion of ﬁles. For example, when the system is under a ransomware attack, a signiﬁcant number of status changes occur in a very short period of time in MFT entries of the deleted ﬁles
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