**1. Tạo mật khẩu mới:**

* **Mật khẩu 1:** ToiY3uBoMe@2025
  + **Cách nghĩ ra:** Mình dựa vào câu quen thuộc “Tôi yêu bố mẹ 2025”, sau đó thay chữ **“e”** bằng số **“3”** và thêm ký tự đặc biệt **“@”** để tăng độ mạnh.
  + **Giải thích:** Mật khẩu này có đủ chữ hoa, chữ thường, số và ký tự đặc biệt, đồng thời dài hơn 12 ký tự. Vì được tạo từ một câu quen thuộc nên dễ nhớ nhưng vẫn khó đoán.
* **Mật khẩu 2:** H0cG!0iLaN!3m
  + **Cách nghĩ ra:** Dựa vào câu “Học giỏi là niềm”, thay các ký tự như “o” → “0”, “i” → “!” để tăng tính bảo mật.
  + **Giải thích:** Mật khẩu có độ dài 13 ký tự, kết hợp nhiều loại ký tự khác nhau, đồng thời dựa trên một câu ngắn gọn nên người dùng dễ nhớ mà vẫn an toàn.

**2. Nhận xét chung:**  
Hai mật khẩu trên đều đảm bảo các yếu tố của mật khẩu mạnh: **độ dài đủ, chứa đa dạng ký tự và không dễ đoán**. Đồng thời, việc dựa vào các câu thân thuộc giúp người dùng **ghi nhớ tự nhiên mà không cần ghi chép**.