**1. Các thông tin nhạy cảm đã bị lộ:**  
Bài đăng trên Facebook chứa **ba loại thông tin nhạy cảm chính**:

* **Ngày sinh:** “08/09/2002” – là dữ liệu cá nhân thường dùng để xác minh danh tính hoặc khôi phục mật khẩu.
* **Địa chỉ nhà:** “Số nhà 123, đường Lê Lợi” – tiết lộ vị trí nơi ở cụ thể, có thể dẫn đến rủi ro về an toàn cá nhân hoặc tài sản.
* **Tên thật hoặc tài khoản cá nhân (ẩn trong bài đăng Facebook)** – gắn với thông tin cá nhân khác trên mạng xã hội.

→ Như vậy, **có ít nhất 2–3 thông tin nhạy cảm** bị công khai (ngày sinh, địa chỉ, danh tính cá nhân).

**2. Cách tin tặc có thể lợi dụng các thông tin này:**

* **Đánh cắp danh tính:** Kẻ xấu có thể sử dụng ngày sinh và tên để mạo danh, đăng ký tài khoản hoặc khôi phục mật khẩu trên các nền tảng khác.
* **Lừa đảo hoặc tấn công xã hội:** Tin tặc có thể giả danh bạn để nhắn tin người thân, bạn bè nhằm vay tiền hoặc gửi link độc hại.
* **Theo dõi và xâm nhập đời sống cá nhân:** Việc biết địa chỉ giúp kẻ xấu định vị vị trí thực, gây nguy cơ trộm cắp hoặc quấy rối.

**3. Ba cách bảo mật thông tin cá nhân khi dùng mạng xã hội:**

1. **Hạn chế chia sẻ thông tin cá nhân quan trọng:** Không công khai ngày sinh, địa chỉ, số điện thoại hoặc các chi tiết định danh khác trên mạng xã hội.
2. **Tùy chỉnh quyền riêng tư:** Chỉ cho phép bạn bè hoặc người tin cậy xem bài đăng, ẩn thông tin cá nhân trong phần hồ sơ.
3. **Cẩn trọng với nội dung chia sẻ:** Kiểm tra kỹ trước khi đăng, tránh tiết lộ quá nhiều chi tiết về thời gian, địa điểm, thói quen sinh hoạt hoặc kế hoạch cá nhân.

**Kết luận:**  
Một bài đăng tưởng chừng vô hại có thể tiết lộ nhiều thông tin quan trọng giúp tin tặc dễ dàng tấn công. Việc **giữ kín thông tin cá nhân và quản lý quyền riêng tư** là bước đầu tiên để bảo vệ an toàn khi sử dụng mạng xã hội.