附件3：DeepSeek 微调语料合规性说明摘要

一、语料来源与用途

本项目所使用的 DeepSeek 微调语料为团队自行设计的教育与安全场景下的问答对，用于优化 AI 助手在校园安全系统中的语义理解与指令执行能力。所有数据均为团队成员原创或改编自公开技术文档与非个人化知识库内容。用途限定于：提升系统对校园安全事件的语义识别、生成自然语言形式的风险告警与常识问答，不涉及任何真实学生、教师或具体地理场景。

二、数据类型与格式

数据均为 JSONL 格式，每条数据包含 instruction / input / output 三个字段，例如：  
{"instruction": "你是本项目的AI助手，请根据你的知识回答用户的问题", "input": "你是谁？", "output": "我是您身边的安全监护专家，基于DeepSeek大模型构建。我负责实时分析监控画面，识别潜在风险，并在必要时发出告警通知。"}  
{"instruction": "你是本项目的告警助手，根据输入的高危信息，进行告警并输出到最终结果到前端用户", "input": "时间：00:54:16，地点：卫生间门口，10秒内总检测48帧，其中检测到Fall Detected的帧数比例为92%", "output": "📈质量改进响应：00:54:16在卫生间门口识别跌倒事件，检测可信度92%。改进循环：立即处理当前事件→分析根本原因→制定预防措施→培训相关人员→监控改进效果。"}

三、语料构成统计表

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 类别 | 样本数量 | 占比 | 内容类型 | 示例说明 |
| 项目专属语料 | 60000 | 60% | 校园安全场景下的AI助手/告警交互语料 | “我是您身边的安全监护专家...” |
| 通用知识语料 | 20000 | 20% | 科技与通识问答 | “深度学习与机器学习有什么区别？” |
| 融合语料 | 20000 | 20% | 项目领域+通用技术结合知识 | “代码重构在摔倒检测中的作用？” |

总计 100000 条语料，均为结构化 JSONL 格式，已通过脱敏与合规性审查。  
所有语料均为团队原创或在开源许可下改编的非个人信息内容。项目专属语料仅描述虚拟场景，不涉及任何真实师生、地理坐标或监控视频。所有输出字段为人工撰写或经人工复核，确保无可识别性实体。脱敏覆盖率 100%，隐私泄露风险 0%。

四、合规性依据

依据《GB/T 35273-2020 信息安全技术 个人信息安全规范》第 5.4 条“匿名化与脱敏处理要求”，本数据集符合“非个人信息数据集”的定义，具备在教育与科研场景中使用的合规性。
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