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**Abstract-**

The Internet has become an integral part of our life according to a report the average time users all over the world spend on social media is about 145 minutes a day. As we all know that smartphones and the Internet have transfigured how we produce and consume news or information in general on the go. More than 40% of the world's internet users read their news online only. And in the time of Social media where people consume news from social media which acts as a double-barreled shotgun with one barrel bent backward. At one end it has revolutionized the world by providing inexpensive, easy to acquire, fast circulation of information. On another end it is the major Couse of widespread 'fake news' or false news, according to Lloyd’s Register Foundation’s World risk poll, Fake News ranked among major online risks. The immense circulation of the fake can Couse various negative impacts on society and all the things in the world. The internet has the power to turn the world upside down in both senses positively as well as negatively. False information is now becoming a real danger because of the fact that it can be produced, diffused, and consumed very easily and it is also a very hard problem to solve because of identification, tracking, and managing Untrustworthy content. Fake News is also a hard problem to solve due to the difficulty in tracking, identifying, and managing untrustworthy content. Even if we got to know that any Fake Story being circulated online, deleting it or preventing people from sharing it could be perceived as an attempt of intervention and censorship. Therefore, fake news detection on social media has recently become emerging research that is attracting tremendous attention. Hence to tackle this problem we proposed a model which is using a Knowledge Graph which is concerned with the veracity analysis of information on the internet. Our algorithm will make Knowledge graphs of text after that we’ll use some search APIs and find out the top 15 Search results and match their Knowledge if they match over threshold value then we can detect whether the news is real or fake by this way we can check the relevance of text body.

**Introduction**

In today's world, the internet is both a boon and a curse in today's world. On the one hand, it has revolutionized the world; no one would have imagined that business could be conducted ecumenically through a computer, but the Internet has made this possible. Similarly, advancements in other fields such as the regime, tours and peregrination, healthcare, inculcation, and communication have resulted from the cyber world. When we consider the time of covid-19, we see that internet access is a necessity, not a luxury. But it is a lifeline. With the advent of the cyber world today, even edification is now possible from the comforts of your habitation. All over the world, online edification has brought a revolution in the field of edification and erudition sharing. However, the cyber world has enabled you to choose and purchase a product from multiple sellers at the same time. From the essentialities to the luxuries, As we have all heard thousands of times, great power comes with great responsibility, and the internet has both a positive and negative side, as well as various crimes such as cyberbullying, malicious virus, fake news etc., Here we will more thoroughly talk about fake news. Fake news for various commercial and political purposes has appeared in astronomically enormous numbers in recent years, owing to the booming development of online social networks, and is widespread in the online world. Fake news for sundry commercial and political purposes has been appearing in astronomically immense numbers. In a post-truth era, the contagion of fake news has gripped the world in equal parts. From the United States of America, to emerging economies like India, Brazil and others, no one seems to be spared. As the world's largest democracy with the second largest population, fake news poses a unique threat in India. According to a post-election statistical report, online social networks account for more than 41.8% of the fake news data traffic in the 2016 US presidential election. Even false information has accompanied the SARS-CoV-2 novel coronavirus (COVID-19). Nearly half (46 percent) of the population of the United Kingdom reported fake CoV headlines in the United Kingdom. A YouGov study found that about 28% of Americans and 50% of Fox News viewers think that Bill Gates plans to use the vaccine to use microchips. And in India Samajwadi Party (SP) Leader, Ashutosh Sinha claimed that people fear that the COVID-19 vaccine can make them impotent.

An analysis of Facebook news around this same election found that the top 20 fake news stories generated more engagement. People are perhaps more inclined to share fake content because of the novelty. Fake News can be harmful to your health. Trusting these false stories could lead you to make harmful decision to your health. For example during first wave of covid-19 a West Bengal BJP president Dilip Ghosh has advocated the use of "cow-urine" to boost immunity in the fight against COVID-19, this news was heavily shared and according to news some people even followed him. False rumours that target specific individuals can have major consequences. You must never rely only on non-validated information circulating on social media. There are many works already in this space; however, most of them are for Social media and not utilizing news content for decision-making.

Our consequential contributions to this area and the key features of the proposed technique can be summarized as follows:

* We propose a novel fake news authentication system for the detection of fake news on the internet. This model comprises five integrated units, namely, Sentence Segmentation from text, entity extractor, Extract Relations, Build a Knowledge Graph from Text Data scraping the web and processing unit, .
* We show that our system can reliably detect fake news on sundry internet platforms.
* To validate the proposed fake news detection framework, the dataset is used from kaggle.

1. CONCLUSION

A conclusion section is not required. Although a conclusion may review the main points of the paper, do not replicate the abstract as the conclusion. A conclusion might elaborate on the importance of the work or suggest applications and extensions.
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