## Проблемные зоны

* Персональные данные хранятся в открытом виде, шифрование не выполняется
* Клинические данные хранятся в открытом виде
* По описанию не понятно кто сейчас работает с анализами
* Доступ к клиническим и персональным данным ограничен только доменной аутентификацией
* Не понятно, что подразумевается под работой 1С в файловом режиме. Обычно это подразумевает, что система установлена локально у пользователя. С текущим описанием складывается ощущение, что 1С стоит на сервере, тогда при наличии файлового режима вопрос, как с ним работают. Пока в голову приходит только «подключаемся по RDP и запускаем»

## Данные для защиты

* Персональные данные пациентов (шифрование)
* Журнал записей на прием (обфускация)
* Данные анализов (обезличивание)

## Разработка механизма тегирования

Для тегирования можно использовать DataGrail или OneTrust (т.к. они рекомендуются для компаний с небольшим бюджетом), но в связи с ограничениями по покупке данных продуктов, можно предложить Apache Atlas с переходом хранения в Hadoop