Andrés Felipe Daza Díaz – 201729388

Julián Jaimes – 201813913

Caso 2: Análisis y entendimiento del problema

1. Identifique los datos que maneja el sistema Time & Attendance y que deben ser protegidos.
2. Identifique los requerimientos de seguridad para cada uno de los datos del punto anterior. Explique su respuesta en cada caso y responda la pregunta: si no se garantiza ese requerimiento para ese dato, ¿cómo podría afectar a la entidad?
3. Identifique cuatro vulnerabilidades de este sistema, teniendo en cuenta únicamente aspectos técnicos o de procesos (no organizacionales). Identifique vulnerabilidades no solo en lo relacionado con la comunicación sino también con el almacenamiento y procesamiento de los datos. Explique su respuesta en cada caso.